Sardar Patel University allows no IT Threat to go Undetected in its Network thanks to the Advanced Features and Technical Support of Seqrite Endpoint Security
Founded in 1955, Sardar Patel University is one of the top 30 universities in India. Over time, the university has diversified from a rural university to one of excellence covering almost every discipline of knowledge. Named after the iconic leader Sardar Patel, the university has an internationally acclaimed faculty and offers high quality research and publications.

Sardar Patel University needed a total security solution that would detect and remove viruses before they entered the university network. The administration wanted to ensure smooth management of the university network.

Key Challenges:

- Frequent virus attacks on university systems, resulting in significant loss of student data
- IT administrators unable to deal with the volume and complexity of these attacks
- Urgency to implement multiple policies and rules for different student groups

Solutions by Seqrite:

- **Web Security** for advanced browsing and spam protection. The feature blocks viruses before they enter the network
- A dedicated **Technical Account Manager** reduces all dependencies and support expenses
- **Group Policy Management** to customize user groups and define individual policies

Business Challenge

Sardar Patel University is committed to providing a rich academic experience and freedom of learning to its students and staff. A secure and reliable IT security system was essential to ensure uninterrupted operation of the university network.

The network systems in the university were prone to frequent virus attacks resulting in significant loss of students’ data. Over time, the intensity of these virus attacks increased. The previous security solution could not effectively block infected and malicious websites from affecting the university systems. The solution failed to provide an effective and manageable browsing protection feature to the university. Post-sales support was remotely available and hardly addressed their security concerns on time.

Sardar Patel University was diverting too many resources to the reparation of these problems as the IT support at their disposal was unable to meet the volume and complexity of these attacks. They wanted a dedicated support manager to address and resolve their security concerns in real-time. Further, the university wanted to define and implement flexible policies and rules for different student groups and staff.

“Seqrite Endpoint Security has resolved all the IT security threats that we were facing at our university. Its advanced protection features are easy to use and do what they promise. We are also pleased with the quick and competent technical IT support that they have provided us.”
**The Seqrite Solution**

Sardar Patel University’s search was for a solution that could provide them with effective threat management services and a dedicated technical support. The university decided to deploy Seqrite Endpoint Security (EPS) for its centralized approach to security and excellent after sales support.

The Web Security approach blocked infected and malicious websites from affecting the university systems. The IT administrators were able to thwart virus attacks even before they entered the university systems. Considering the volume of the users, a dedicated technical support manager was assigned to the university to address any security related concerns and offer real time solutions.

Further, the Group Policy Management feature allowed the university to define and categorize different student and staff groups and set flexible policies accordingly.

**Business Benefits**

Seqrite Endpoint Security (EPS) answered the university’s search for a security solution that would ensure smooth management of the university network. By minimizing the levels of virus attacks the university was able to preserve students’ data and sensitive university research documents. The speed of their systems and performance of their network improved significantly.

With Seqrite, the IT administration of the university was able to develop a more centralized and comprehensive information security related policy for the students and staff.
Seqrite

**Endpoint Security**

A comprehensive approach to endpoint security with host based content aware Data Loss Prevention.

Enterprise security solutions SEQRITE though relatively new in the market, is backed by a large global company Quick Heal Technologies with vast experience in many aspects of information security.

Seqrite Endpoint Security 6 consists of comprehensive endpoint security features to secure and manage endpoints. It also includes Advanced Device Control and Content Aware DLP. All of these functions are integrated into a single endpoint management console. It is compatible with a wide variety of operating environments like all flavors and versions of Windows desktops, servers, and also supports Apple Mac and Linux at endpoints. With a wide range of endpoint protection features like anti-malware, distributed firewall, content filter, asset management, application control and vulnerability scanner Seqrite Endpoint Security is a solid product for enterprise security.

Cloud based, centrally managed mobile management solution for enterprise environment.

Seqrite Mobile Device Management is an easy-to-use enterprise mobility solution that is cloud-based and includes all the vital security features. It simplifies the end-to-end management of Android, iOS and Windows mobile devices within your enterprise network. With Seqrite MDM you have control over the app repository and can set restrictions on the use of applications. The solution streamlines device configuration and provides complete visibility and control of all devices from a single console. Seqrite MDM offers enterprises the advantage of an economical on-demand solution.

Seqrite TERMINATOR

Single, high-performance platform for all your network security needs.

Seqrite offers the Terminator series of gateway appliances for small and midsize businesses and remote offices. The appliance provides firewall, antivirus, content and email filter, intrusion prevention and application control in a single package. This offering also includes additional features like bandwidth management, link failover management and VPN connectivity. Terminator with its excellent performance and well-designed features backed by excellent support has been winning good clients.