
Company Profile
Fabtech Projects & Engineering Ltd. is a leading provider of 
Engineering, Procurement, and Construction (EPC) services. The 
manufacturing firm has been catering to the oil and gas, sugar, and 
chemical industries. Mr. B. A. Rupnar is the founder and Chairman 
of Fabtech Projects & Engineering Ltd. who established the 
organization in 1992.

Fabtech is well-known for designing and manufacturing along with 
their expertise in project management that helps in executing 
turnkey projects. Some of its clientele include Asian Paints, Bharat 
Petroleum, GAIL, Indian Oil, HP, CAIRN, LANCO, and ONGC among 
many others.

Business Challenges

Some of the security challenges of the IT department of Fabtech 
Projects & Engineering Ltd. were controlling devices, network 
outages, system slowdown, frequent virus and malware attacks. 
Phishing attacks were also a major concern for them. Spam emails 
were being sent to employees. Handling company’s data was 
crucial for the manufacturing firm, as they have a lot of sensitive 
data which comprises of customers’ information and business 
details.

Despite having a security solution in place, Fabtech was struggling 
with its network security. The IT managers were concerned about 
the ever-changing scenario of ransomware and malware attacks. 
The disturbing increase in the cybercrime activities across 
industries made the IT managers rethink about their security 
software solution, as the existing security solution did not meet 
their data security and endpoint security requirements.

Fabtech India ensures endpoint 
protection and secure network 
access with Seqrite EPS

Challenges

» Network outages and/or slowdown
» Insufficient and unreachable support
» Frequent malware and virus attack
» Phishing attacks and spamming
» Access to harmful websites Ransomware attack
» Device controlling issue

Solutions
» Easy deployment and easy-to-apply IT policies
» Lesser time and resources spent towards 

IT management
» Enhanced security against malware, infected 

websites and more
» Data Loss Prevention/File Activity Monitor to  

prevent data leakage
» Asset Management for comprehensive 

information on hardware and software 
configurations

Business Results
» Increased security with multi-layered security 

solution
» Advanced endpoint protection
» Uninterrupted protection against malicious 

websites
» Enhanced security against malware
» Better visibility and statistics that highlight the 

high-risk Internet behavior
» Streamlined administration within the network 

infrastructure

We have considered Seqrite EPS after a deep 
scrutiny. It offers a range of attractive features 
including secured IT policies with easy usability 
and manageability. Seqrite EPS clearly met our 
expectations in numerous categories.

-Shivkumar Shete, IT Manager, 
Fabtech Projects & Engineers Ltd., Pune

Name of the company: 
Fabtech Projects & Engineering Ltd.
Headquarter: MIDC Pune, India
Industry: Manufacturing
No. of endpoints with Seqrite EPS: 300
Website: www.fabtechprojects.com



Future with Seqrite EPS

Fabtech has now acquired a centralized approach 
towards securing the organization’s network and 
endpoints with the help of Seqrite EPS. It offers 
multi-layered protection with integrated malware 
protection, data loss prevention, advanced device 
control, application control, file and print activity 
monitoring and many more features that provide 
robust web security.

Choosing the best way to secure their network

In order to overcome these security challenges, the IT security 
team of Fabtech were looking for an integrated security solution 
that offers easy scalability, usability and allows the user to 
implement necessary IT policies. After a thorough assessment of 
the security solutions available, the IT team at Fabtech finalized 
Seqrite Endpoint Security (EPS) for a centralized approach towards 
security and administrative controls.

The deployment of Seqrite EPS helped to prevent network outages 
and system slowdown, and ensure enhanced security against 
malware and ransomware attacks. The Advanced Device Control 
feature of Seqrite EPS helped them restrict the usage of 
unauthorized devices by enforcing policies regarding the usage of 
storage and portable devices, network or various applications. With 
the help of Phishing and Spam Protection feature of Seqrite EPS, 
the security specialists can now restrict the access to malicious 
websites and block unsolicited emails coming from unknown 
sources.

Why did Fabtech India choose Seqrite Endpoint Security?

As the IT Managers and Security Specialists at Fabtech were 
specifically looking for a security solution that could help them with 
device controlling issue, prevent frequent malware attacks and 
spam emails, they had considered Seqrite EPS after a deep scrutiny 
of the available security solutions.

Seqrite Endpoint Security (EPS) is an easy to deploy web-based 
solution offering multi-layered protection. It provides enhanced 
security against malware, unauthorized access, infected websites 
and more. It gradually improves system performance and helps in 
saving Internet bandwidth. The security specialists at Fabtech. are 
now able to protect all of their endpoints by providing enhanced 
security against malware and infected websites.

Seqrite EPS is now successfully running on 300 endpoints at 
Fabtech Projects & Engineering Ltd., MIDC, Pune.

Key Benefits of using Seqrite EPS

» Comprehensive endpoint and data protection in one integrated 
solution

» Reduced business security risks with enhanced device control 
features

» Advanced endpoint protection with antivirus, intrusion detection, 
firewall and more

» Uninterrupted protection against malicious websites, phishing 
attacks and spamming

» Proactive scanning of installed applications to detect unforeseen 
vulnerabilities
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Firewall
Monitors inbound and outbound network 
traffic based on rules.

Anti Ransomware
Protection from ransomware attacks 
and automatically takes back-up of files.

Data Loss Prevention (DLP)
Prevents data leakage within or outside 
the organization by monitoring data 
transfer channels.

Asset Management
Vigilant monitoring of hardware and 
software running on endpoints and also 
helps to track software/hardware changes.

Advanced Device Control
Enforce policies regarding use of storage 
devices, mobile and portable devices, 
wireless devices connected to endpoints.

Spam Protection
 Scans your inbox for spam, phishing 
attacks and unsolicited emails that sneak 
through network defenses.

Features


