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End-User License Agreement

QUICK HEAL Endpoint Security End -User License Agreement

PLEASE READ THISQUICK HEAL ENDPOINT SECURITY ENBDUSER LICENSE AGREEMENT
(HEREI NAFTER REFERRED TO AS THE AAGREEMENTO) CAR
TRYING TO ATTEMPT TO USE THIS QUICK HEAL SOFTWARE.

BY USING THIS SOFTWARE OR BY CLICKING THE "I AGREE" BUTTON OR ATTEMPTING
TO/CONSENTING TO INSTALL THE SOFTWARE IN ANY WAY, (SUCH ACTION WILLL
CONSTITUTE A SYMBOL OF YOUR SIGNATURE), YOU ACKNOWLEDGE AND ADMIT THAT

YOU HAVE READ, UNDERSTOOD AND AGREED TO ALL THE TERMS AND CONDITIONS OF

THIS AGREEMENT. THIS AGREEMENT ONCE ACCEPTED Bfi Y OU 0 | AS AN | NDI VI L
(ASSUMING YOU ARE ABOVE 18 YEARS AND/OR HAVING LEGAL CAPACITY TO ENTER

INTO AN AGREEMENT ), OR THE COMPANY OR ANY LEGAL ENTITY THAT WILL BE USING

THE SOFTWARE (HEREINAFTER REFERRED TO AS 'YOU' OR 'YOUR' FOR THE SAKE OF
BREVITY)] SHALL BE A LEGALLY ENFORCEABLE AGREEMENT BETWEEN YOU AND

QUICK HEAL TECHNOLOGIES PRIVATE LIMITED, PUNE, INDIA (HEREINAFTER REFERRED

TO AS AQUI CK HEALO) AND YOU SHALL HAVE THE RI GH
SUBJECT TO THE TERMS AND CONDITIONS MENTIONED IN THIS AREEMENT OR AS

AMENDED BY QUICK HEAL FROM TIME TO TIME. IF YOU DO NOT AGREE TO ALL THE

TERMS AND CONDITIONS BELOW, DO NOT USE SOFTWARE IN ANY WAY AND PROMPTLY

RETURN THE SAME (WITHOUT USING THE SAME) IN YOUR POSSESSION.

In consideration of payment of thécense Fee, evidenced by the Receipt, Quick Heal grants You; a non
exclusive and notransferable right to use of the Software during the License Period (as stated in your
invoice) an Endpoint Security solution, according to the technical requirementibedso the User
Manual and which is subject to the terms and conditions of this Agreement.

Quick Heal reserves all rights not expressly granted, and retains title and ownership of the Software. This
Software and the accompanying written materialstaetoperty of Quick Heal and are copyrighted.

1. DEFINITIONS

a. fiDevicd means the personal digital assistants, sm
devices for which the Software is specifically designed (for such system requirements as
particulaly described in the User manual waww.quickheal.con where the Software will be
installed and/or used.

b. fDistributorsd0 means t he aut hor i zdsuibutdré of Quick Baalt selling |, age
Quick Heal ange of products, including sales through Internet.

c. iLicense periodod means the period commencing
(Effective date) upto the period mentioned in the Invoice.

d. fiNormal working hoursd6 s hal | me an 09 :Iiién Standard timing (IS§):08 0 p . m
Working Days and "Working Days" means Mondays to Fridays inclusive, but excluding bank and
public holidays in the India.
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fiSupportd means the Technical Assistance in order
which may or may not be chargeable to you. Please vefayv.quickheal.confor more details.

fiUpdate® means coll ections of any or al/l among Vi
solutions for new viruses alongith the corrections, improvements or modifications to the
Software.

filUpgrades means any correction, i mprovement, mo d i
form of the new version of the Software which Quick Heal generally releases once in a year.

fiUser Manuald means t he wuser gui de, Hel p Gui de, doc
updated agreements provided on the website of Quick Meak(quickheal.cony explanatory or

other materials as provided from tirtwetime by Quick Heal.

fiYou means the AEnd Userd means an I ndividual/c

his/her own use and not for resale or further distribution:

(i) An individual (such an individual) using/legally acquiring eftwareon his/herown behalf
and every other person (whether authorized or not by such an individual) who uses/has the
possession of the Software; or

(i) An organization (including but not limited to a partnership, joint venture, Limited Liability
partnership, Limited Liabilit Company, Company of any nature, Trust, Governmental
Authority, Unincorporated Organization, Association of Persons) or any person (such person)

who have been authorized by such an Organization to use the Software, accept the Agreement

on behalf of the Qanization and every other person (whether authorized or not by such
person) who uses/has the possession of the Software.

2. RESTRICTIONS

You are liable for risk of loss or damage of the Software while it is in your possession or control. You
(including youremployees, agents, contractors not authorized by Quick Heal) agree not to:

a.

b.
C.
d

J.

K.

emulate, or adapt any portion of the software.
debug, decompile, modify, translate and reverse engineer the software.
try making an attempt to reveal/discover the source code sbfheare.

create derivative works based on the software or any portion thereof with sole exception-of a non
waivalbe right granted to You by any applicable legislation.

remove or alter any copyright notices or proprietary notices on any labels, or niatks o
Software.

reduce any part of the software to human readable form.
Demonstrate, copy, sell the software to any third party.

publish or otherwise disclose information relating to the performance or quality of the software
to any third party.

sublicense, rent or lease any/all portion of the software.
use for unlicensed and illegal purpose.
assign or transfer any of your rights or obligations under this Agreement.

3. ACTIVATION / INSTALLATION

a.

Quick Heal will install Software onsite / remote support. Yieed to follow the steps mentioned

in Quick Start Guide of Software. Quick Heal expressly disclaims any loss of data, loss of profits
during such installation. If you modify your Device or make alterations/modifications to other
vendor sé s eddn\taouemay be seguirddIto repeat activation of the software or
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installation of license key file or in case contact Quick Heal Support. Quick Heal reserves the
right to verify the validity/legality of license and software.

b. Quick Heal will verify theDevice submitted by the user at the time of registration, if there are
problems in verification, product will not be activated / installed. This is an essence term for
activation of product.

c. The license rights granted under this Agreement are limitechéofitst twenty (20) days after
you first install the Product unless you supply registration information required to activate your
licensed copy as described in Activation Wizard of the Product. You can activate the Product
through the Internet. You maysal need to reactivate the Product if you happen-tostall the
product due to some reasons. There are technological measures in this Product that is designed to
prevent unlicensed or illegal use of the Product.

d. You agree that we may use those measifes. agree that Quick Heal's software may use the
measures that can control and prevent piracy of softwares.

e. As the only warranty under this Agreement, and in the absence of accident, abuse or
misapplication, Quick Heal warrants, to the original Licensdg, dhat the disk(s) on which the
software is recorded is free from defects in the materials and workmanship under normal use and
service for a period of thirty (30) days from the date of payment as evidenced by a copy of the
Receipt. Quick Heal's only tibation under this Agreement is, at Quick Heal's option, to either
(a) return payment as evidenced by a copy of the Receipt or (b) replace the disk that does not
meet Quick Heal's limited warranty and which is returned to Quick Heal with the copy of the
Receipt.

4. THIRD PARTY WEBSITE LINKS

At some point the software product includes links to third party sites; you may link to such third party
websites as the user of this software. The third party sites are not under the control of Quick Heal and
Quick Healis not responsible for the contents of any third party website, any links contained in the
third partyodés websites. Qui ck Heal i s providing
convenience and is not responsible for any kind of loss/ daarasijeg out of it.

5. TERM

You are entitled to use Software only during the license period commencing from the date of
activation of the Software upto the period mentioned in your invoice details. Except for evaluation
and beta licenses or other licenses nghtbe term of the license is limited per the evaluation/beta or
other agreement, the term of the license is for the duration mentioned in your Invoice.

6. FEATURES OF SOFTWARE

a. During the License Period of the Software, You have the right to use featsafsnare.

b. During the License Period of the Software, You have the right to receive free Updates of the
Software as and when Quick Heal publishes the Updated-#atabase and free version upgrade
as and when Quick Heal releases new version upgrade. ¢gfes,aunderstand and accept that
You will be required to regularly download Updates published by Quick Heal. Any and all
Updates/upgrades you receive from Quick Heal shall be governed by this Agreement, or as
amended from time to time by Quick Heal.

c. You agee, accept and acknowledge:
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(i) that You are solely responsible for the configuration of the Software Settings and the results,
actions, inactions initiated due to the same and Quick Heal assumes no
liability/responsibility in any case and the Clause of Indiication shall be applicable.

(i) that Quick Heal assumes no liability/responsibility for any data deletion, including but not
limited to any deletion/loss of personal, and/or confidential data; and/or uninstallation of
third party apps; and/or change intsggs; and / or change in contacts and / or Deletion/loss
of contacts, specifically authorized by You or occurs due to the actions, inactions (whether
intentional or not) by You or any third party whom You have authorized to use, handle your
Device due tdeatures of Software.

(i) that to avail/use certain features of the Software, you may be required to incur some cost and
that Quick Heal does not warrant that the usage of certain features of the Software are free of
cost and that Quick Heal shall not entertand expressly disclaims, any claim for
reimbursement of any expenses including but not limited to any direct or incidental expenses
arising out of Your usage of such features of the Software.

(iv) that you be solely responsible and shall comply all appkck's, regulations of India and
any foreign laws including without limitation, privacy, obscenity, confidentiality, copyright
laws for using any report, data, information derived as a result of using the Software.

(v) that while using the Software, Quick Heaiggests some actions to be initiated by You in
your sole benefit, for example fAQuick Heal
applications?o, however such actions ar e
responsibility/liability if you performsch suggestive actions or not and Quick Heal assumes
no responsibility/liability for any liability arising out of such actions/inactions.

7. SUPPORT

Quick Heal offers support features during usage of this software i.e., Live Chat with technical support
team ad/ or the technical support team may, at your discretion, take remote access. The availing of
this support will be solely at your discretion and you are solely responsible to take back up of the
existing data/software/programs in your Device before ampsiuch a support. Quick Heal will not

be held responsible for any loss of data, any kind of direct/ indirect/ consequential loss or damage to
data/ property arising during this entire process. If at any point of time the Technical Support team is
of the @inion that it is beyond their scope, it will be the sole discretion of Quick Heal to suspend,
cease, terminate or refuse such support as Quick Heal does not claim any warranty and/or guarantee
of any kind in providing the support feature.

8. EMAIL/ELECTRONIC COMMUNICATION

Once you register the software by activating / installing the software, Quick Heal may communicate
with you on the contact information submitted during the registration process through email or any
other electronic communication device. Themmunication can be for the purpose of product
verification for your convenience.

9. QUICK HEAL STATUS UPDATE

Upon every update of licensed copy, Quick Heal Update module will send current product status
information to Quick Heal Internet Center. The infotimia that will be sent to the Internet Center
includes the Quick Heal protection health status like, which monitoring service is in what state in the
system. The information will be used to provide quick and better technical support for legitimate
customes.
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All the registered users/subscribers will get the updates free of cost from the date of license activation
till the expiry date of the license.

COLLECTION OF INFORMATION

Quick Heal software may collect the following information which may / may not icoray
personally identifiable information either with or without your discretion/permission for statistical
purpose or enhancing and evaluating the ability, effectiveness and performance of Quick Heal's
product in identifying and/or detecting the maligobehavioral pattern, inherently fraudulent
websites and other Internet security threats/ risks. Password entered by the end users during
registration is not stored at Quick Heal server. This information will not be correlated with any
personally identifiale information except as herein stated and shall include, but not limited to:

a. Any type of Executable files which the Software may identify having a potentially malware
behavioral pattern.

b. Any type of information relating to the status of the software Wisther there occurred any
error while installing the Software or the installation was successful.

c. Any type of URLs of websites visited that the Software deems inherently and potentially
fraudulent.

d. Any type of information that Software deems potentiftiyidulent, posing security risks/ threats.

Any type of information for identifying the Media Access Control (MAC) address of the Device,
Global Positioning System (GPS) on which the Software has been installed.

f. Any type of information for identifying thdnternet Protocol (IP) Address and information
required for effective license administration and enhancing product functionality and usability.

g. You admit that the information/data as collected above can be used for analyzing, preventing and
detecting the gtential internet security risks, publishing any type of data/ reports/ presentations
on the trends collected, sharing the data to create awareness with any organizations, vendors.

INTELLECTUAL PROPERTY RIGHTS

You understand and acknowledge that Quick Heaftware including all subsequent copies in any
media is the sole proprietary of Quick Heal and Quick Heal does not grant any right, title and interest
in Quick Heal Software or in any Intellectual Property of Quick Heal or third party licensor. Any
error corrections, modification, enhancements, updates, upgrades made to Software by you or Quick
Heal will be the sole and exclusive property of Quick Heal. Software and the accompanying written
materials are the property of Quick Heal and are copyrightedyi@ppf the Software or the written
material is expressly forbiddefmhe Software, software, source code, activation code, license keys,
documentation, systems, ideas, information, content, design and other matters related to the software,
trademarks, arthe sole proprietary and Intellectual Property rights of Quick Heal protected under the
Intellectual property Laws and belong to Quick Hdalle in the Software shall remain with Quick

Heal unless and until full payment is received from you. No licenseg ht or i nt er est
logos, trademarks is granted to You under this Agreement and you hereby agree not to remove any
product identification or notices of proprietary restrictions.

YOUR RESPONSIBILITIES

You understand, agree, warrant and asponsible:

a. to adhere and follow the User Manual provided alongwith the Software. Quick Heal has
mentioned the user guidelines in the user manual. Any violation found in terms of usage not
prescribed in the User manual, will result in void warranty wittnadiate effect.

Vi
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b. For any attempt found to open the Software. The Software comes duly sealed and in a tested
condition, hence any attempt found to open the Software or if the security shield found to be
broken will result in cancellation of hardware warranty

c. to immediately notify Quick Heal about the problems, if any arising in the Software and to
request for the support services to the authorized agents, employees of Quick Heal in such format
as notified by Quick Heal from time to time.

d. to carry out all theecommendations of Quick Heal for determining the nature or cause of a
problem and for the resolution of the same. You shall be solely responsible for maintenance and
support of all the designated hardware, servers, networking products, other equipntents a
operating systems, database software on or which you operate the Software.

e. for any loss of or damage to the Software including but not limited to mishandling, misuse,
neglect, improper testing, unauthorized repair, or alteration of the Software osgingcéhat
alters physical or electrical properties of any Software and/or related components.

13. LIMITED WARRANTY AND DISCLAIMERS

a The Software provided by Quick Heal is AAS | S«
any kind, expressed or implied, includingut not limited to the implied warranties of
merchantability, fithess, usage, performance, satisfactory quality, integration, applicability for a
particular use and any other warranties are disclaimed to the fullest extent permissible pursuant to
the applcable law.

b. Quick Heal does not warrant, make any representations that Software will work uninterrupted,
timely, secure or erreiree or shall meet any or all your requirements whether disclosed to Quick
Heal or any of its directors, agents, distributonsl @mployees. The entire risks, faults as to
performance of the Software, to achieve your intended results, the results obtained from the
Software shall be assumed by You.

c. You understand and accept that the Software will substantially perform accorditige to
specifications, descriptions stated in the User Manual, as updated from time to time, subject to the
following and Quick Heal expressly disclaims any and all liabilities arising from the following
circumstances:

(i) incompatibility caused by any softwaend/or hardware components installed on your
Network/server where the Software will be/is installed.

(i) Any actions initiated by You or by third parties which were beyond the reasonable control of
Quick Heal.

(iii) Any failures, malfunctions, defects resultingrfr@buse, improper installation, theft, misuse,
accident, operation or maintenance, acts of God, alteration, power failures, casualty,
alterations, neglect, negpermitted modifications, acts of terrorism, vandalism and
unauthorized repairs.

(iv) If the Softwarehas been mishandled at your premises either purposefully and/or due to in
appropriate working conditions or dueytour negligence and/or attempts have been made to
re-install, repair modify etc. without the supervision of the Quick Heal. The Softwarédshou
be used in the operating environment as mentioned in user guide, if found to be used in other
non supportive environment the warranty will be void.

(v) the deficiencies, defects, in Your premises for operation and related infringements.

(vi) Your violations of he terms and conditions described in the User manual or in this
Agreement.

vii
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14. INDEMNIFICATION

a. You expressly understand, admit and warrant that in no event shall Quick Heal and/or any of its
directors, employees, agents, partners, distributors be liable dmymand against all claims,
expenses, suits, costs, demands, judgments whatsoever made by you and/ or any third party for
any direct, indirect, incidental, special, punitive, consequential and/or exemplary damages
including, but not limited to damages fofoss of business / profits, damages for loss of
confidential / other information, failure to meet any statutory duty / duty of reasonable care / duty
in good faith, economic / notional loss, loss for business interruption, goodwill, damage and loss
of data or programs, or other intangible losses (even if Quick Heal has been advised of the
possibility of such damages), to the fullest extent permissible by law:

()  Arising due to your usage of Software.

(i)  your negligence or inability of using the Software qosurt.

(i) any dispute between you and third party with respect to availing the Software.
(iv) your violation of any rights of any other individual and/or entity.

(v) your breach of the Agreement.

(vi) the failure of Quick Heal to provide Support Service or any other.

(vii) In cese of Hardware problem standard RMA procedure will be followed which may
differ region specific.
(viii) service/information.

b. This limitation will apply to all causes of action whether arise in equity or tort, including but not
limited to breach of contrachreach of warranty, negligence, strict liability, misrepresentations
and You hereby release Quick Heal and/or its directors, employees, agents, distributors from any
and all obligations, liabilities in excess of the limitation stated herein.

c. Notwithstanding any other terms of this Agreement, the maximum liability of Quick Heal for any
claims under this Agreement shall in no event exceed the amounts payable by You towards the
purchase of Quick Heal Software. Claim would vary depending upon the assessmefitydo
Quick Heal and would be subject to above.

15. GENERAL

a. Force Majeure. Quick Heal shall not be liable for any damages or penalty for delay of failure in
performance of its obligations, pursuant to any accepted purchase order, or for failure to give
notice of delay when such delay is caused by the elements, acts of God, delay in transportation,
delay in delivery or performances by Quick He
materials, or labor interruptions, or any other causes beyond thenabdes control of Quick
Heal. Provided that Quick Heal shall Endeavour to complete the task within a reasonable period
after happening of any event as covered under such force majeure.

b. Legal Jurisdiction. This agreement and any matter relating theretdl leasubject only to
jurisdiction of Courts at Pune, India and shall be interpreted as per the terms of the law/s for the
time being in force in India. Any dispute which may arise out of this Agreement, breach of terms
and conditions under this Agreemeshall be settled by direct negotiations between You and
Quick Heal. In the case of failure to resolve the dispute in the manner set out above within 30
days from the date when the dispute arose, the dispute shall be referred to a panel of three
arbitratos, with Quick Heal appointing one arbitrator, You appointing one arbitrator and the
arbitrators so appointed jointly nominating a third presiding arbitrator. The venue of arbitration
shall be Pune. The arbitration proceedings shall be governed by theatiwhitand Conciliation
Act, 1996 and Indian Laws and shall be conducted in the English language. The arbitrators shall

viii
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also decide on the costs of the arbitration proceedings. To the extent possible, after the
commencement of any arbitral proceedingsRhaeties shall continue to perform their respective
obligations under this Agreement. The provisions of this Clause shall survive termination of this
Agreement. Subject to the provisions of this Clause, the Courts in Pune, India shall have
exclusive jurisdition and the parties may pursue any remedy available to them at law or equity.
Notwithstanding this dispute resolution procedure, either party shall have the right to seek an
injunction in a court of appropriate jurisdiction, in the event that it beligvasits intellectual
property rights are at risk.

Complete Agreement This Agreement comprises the entire agreement between the parties
regarding it subject matter, and supersedes any proposals, negotiations, representations,
advertisements, marketing tedals or communications whether, oral or written, with respect to

the Software or to subject matter of this Agreement. You shall be bound by any and all clauses of
the Agreement updated and displayed by Quick Heal on the websitequickheal.conmfrom

time to time. Any waiver by either party of any violation of any provision of this agreement by
the other party will not be deemed to waive any other violation of the same or any other
provision.

Severability. If any of the provisions contained in this Agreement is found by a court of
competent jurisdiction to be invalid, illegal or unenforceable in any respect, the validity, legality
or enforceability of the remaining provisions contained herein shall not be in gngfi®ated or
impaired thereby and the balance of the Agreement will continue in full force and effect to the
maximum extent permitted by law or equity while preserving, to the fullest extent possible, its
original intent.

Survival. The Clauses in this Agement including not limited to rights to License fees
receivabl e, Al ndemni ficationo, ALimited Warran
shall survive expiration or termination of this Agreement.

You cannot assign your rights or delegateahitir obligations under this Agreement. The failure

to exercise or delay in exercising a right or remedy by Quick Heal under this Agreement shall not
constitute a waiver of the right or remedy or a waiver of any prior, concurrent or subsequent right
or remedy.

The Section numbers and headings are included merely for the convenience of the parties and are
not to be construed in interpreting this Agreement.

Quick Heal reserves right to amend this Bygkr License Agreement from time to time and will
keep uplated on its websiteww.quickheal.conmand it would be binding on end user. This is an
essence of use of software.

Quick Heal reserves the right to-operate with any legal process and may provide documents,
information related to your use of the Software.
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About This Document

Thi s Admi

ni stratorodés Guide covers al/l t he i

Endpoint Security in the easiest possible ways. We have ensured that all the detidiésipnohis guide
are updated with the latest enhancements of the product.

The following list describes the conventions that we have followed to prepare this document.

Convention Meaning
Bold Font Anything highlighted in bold indicates that it is a menu title, window title,
check box, drop-down box, dialog, button names, hyperlinks, and so on.
1 This symbol indicates additional information or important information
- about the topic being discussed.
<Step 1> The instruction mentioned in the numbered list indicates actions that you

<Step 2>

need to perform.

nf or ma
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aapters. INTroducing Quick Heal Endpoint
Security

For every organization, security adluable data and resources is of paramount concern. Today
Web technology is an integral part of business processes for all organizations. This puts them
more at risk from new and unknown threats and attacks. Quick Heal Endpoint Security (QHEPS)
is designedo provide complete security solutions to small and enterfaiad networks against
various kinds of malicious threats such as viruses, Trojamsns, backdoors, spyware,
riskware,adult contentand hackers.

QHEPS is a Welbhased management solutiomatimtegrates desktops, laptops and network

servers. It allows you to access all clients and servers in the network and manage them remotely.
You can deploy antivirus software applications, configure security policies, signature pattern
updates and softwamupdates on the clients and servers. You can also monitor clients to check
whether there are any policy breaches or security threats within the organization, and take
appropriate actions for ensuring security across the networks.

How Does Quick Heal Endpoint Security Work?

Quick Heal Endpoint Security (QHEPS) works on the Client/Server architecture where the

console manages all the client agents deployed on the network. The console and client agents can
be installed on almost all flavors of Microsoft Wivd®operating systems. The client agents can

also be installed on the machines with Linux and Mac operating systems (OS). For a detailed
description of console and client agent system requirements and compatibé&®gstem

Requirements

QHEPS helps the administrators deploy Quick Heal AntiVirus remotely on the specified
computers, groups or domains, which are the part of the same domain. Whenever the server copy
of Quick Heal AntiVirus is updated, all computersifigured to update from the server will be
automatically updated without user intervention. QHEPS monitors these processes so that an
administrator can view the computers that have Quick Heal AntiVirus installed, the virus

database date of Quick Heal, wingt Virus Protection is enabled, and if viruses are active in the
memory of workstations. If any virus is found active in the memory of a workstation, that
workstation gets disconnected from the network. If it detects that Quick Heal is uninstalled from
any workstation(s), it reinstalls Quick Heal remotely without user intervention. This keeps the
computers and the network safe from virus threats.

New in this release

Quick Heal Endpoint Security brings you the following new features:

1 With Device Control, ya can controlarioustypes of devices such as Storage devices
(USB storage devices,Internal CD/DVD, Internal card reader, Internal floppy drive, ZIP
Drive), Card reader devices (MTD, SCSI), Wireless devicesRMBluetooth), Mobiles
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(iPhone, Smartphon&|ackberry, iPad,iPod), Camera (Webcam, Digital camera), Local
printers, Network share, Windows portable deviGseAdvanced Device Contrdbr
more information.

1 Added suport for file activity monitor, a feature that lets you know if any suspicious
action has taken place with respect to confidential files such as copy, delete, or rename a
file. SeeFile Activity Monitor for more information.

91 Data Loss Prevention (DLP) helps to monitor & block potential sensitive data going out
of the organization through the channels like Removable devices, Network share,
Clipboard, Print screen, Applicatis and Online services (such as Web browsers, Email
clients, etc.)You can also monitor the following type of data:

A Different files (for example, Office files, Image files, etc.)

A Confidential information (Credit Card Numbers, IBAN Numbers etc.)
A User defired data

SeeData Loss Preventidior more information.

1 Added support for Asset Management and reporting whereby you can see how many
systems that have EPS agent installed on them Platfisenand updates to sofe or
hardware if any.

1 Support for groupwise system redirection for large networks where clients are connected
through lowbandwidth lines

Support for exporting groups directly using the .csv files
Scan and Schedule Scan is supported for Linux endpistds

Support for EPS Messenger

= =4 =4 =

License history available now which lets you know when you have updated the license,
applicable number of endpoints, packs added, removed, license renewal and validity
related information.

9 Source of Infection feature willehp administrators to locate the source of malicious files
being dropped on the endpoints on the network.

1 Entirely new Dashboard with Status, Security, and Compliance views which helps the
administrator to easily look up the needed information.
Available flavors
Quick Heal Endpoint security is available in the following two flavors:
1 Total

I Business
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The following table lists the features that are available in the flavors:

List Status

Business Total

Antispam

IDSIPSProtection

Firewall

Antiphising

Browsing Protection

Web Security

Application Control

Advanced Device Control

Tuneup

PC2Mobile

Vulnerability Scan (VS)

File Activity Monitor(FAM)

Asset Management

XN X[ XXX X NN NS | X

ANANANA N N NN N NA NN NN

FeaturePack Definition: EPS 6.0

Pack Name Features
Productivity Antispam + Web Security
Compliance Application Control + Advanced Device Control + File
Activity Monitor
Performance Tuneup
DLP Data Loss Prevention

Network Deployment Scenarios

Network setup differs from organizationsamanizations depending on their size and
architecture. Some organizations prefer a simple network setup with one server and multiple
clients while some others may prefer a network setup with subnets or DHCP servers. Also, an
organization with a huge netrk setup may have a single server with multiple LAN cards
catering to the needs of networks with different IP ranges.
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Quick Heal realizes the challenges of varying network setups in different organizations.
Thereforewe have providedecommendation fohtee prominent network setupslow:

Scenario 1

Installing Quick Heal Endpoint Security on a network with subnets configured using static IP
address.

Network Setup Description

The entire network is configured using static IP addresses and the networksesropsubnets
connected to the main server. Quick Heal Endpoint Seasiitgtalled on the server and Quick
Heal client agentaredeployed on the endpoint systems in the subnet.

19216810

Quick Heal Endpoint Security Server

Subnet 1-192168.10.X/255,255.255.0 Subnet 2 - 192.168.100.X/255.255.0.0

?

S

._

Quick Heal Recommendation

1 Before installation, ensure that the servest andpoints are connected. Verify this by
pinging server to the endpoints and vice versa.

The server system should be configured using static IP address.
1 During installation of Quick Heal Endpoint Security, select IP Address in the Server
Information Scren.
Scenario 2

Installing Quick Heal Endpoint Security on a network with endpoints configured using DHCP
server
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Network Setup Description

The entire network is configured using a DHCP server. Quick Heal Endpoint Sézunstalled
on server system anke Quick Heal endpoint ageraszdeployed on the endpoint systems.

Computer having static IP Address

Quick Heal Endpoint Security Server

DHCP Server

Metwork Computers Having
Dynamic IP Address

Quick Heal Recommendation

1 Before installation, ensure that the server and endpoints are connected. Verify this by
pinging server to the endpoints and vice versa.

1 The server system andetibHCP server system should be configured using static IP
address.

1 During installation of Quick Heal Endpoint Security, sebactP addresdistedin the
Server Informatiorscreen.
Scenario 3
Installing Quick Heal Endpoint Security on a senugingtwo network cards.
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Network Setup Description

The server consists of two network cards, each catering to a network of different IP ranges (E
one network has the IRRnge of 10.10.0.1 and the other network has the IP Range of
192.168.100.10). Quick HeBhdpoint Securitys installed on the server with two network cards
and Quick Heal endpointsinstalled on all endpoint systems of both the networks.

Server is having two MNetwork Card
First Metwork Card contains IP of range 192 168.100.X

Second Network Card contains 1P of range 10.10.0.X

Quick Heal Endpoint Security Server

Netwaork 1 Metwork 2

=

S

Quick Heal Recommendation

1 Before installation, ensure that the server and endpointoarected. Verify this by
pinging server to the endpoints and vice versa. Try to ping using IP address and system
name.

1 The server system should be configured using static IP address.

During installation of Quick Heal Endpoint Security, select Domain Nanserver
Informationscreen. Provide the target server domain name. You can also use Fully
Qualified Domain Name (FQDN) of the server if the endpoint has access to a DNS
server, which can resolve the FQDN with the end@ol® address.
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Quick Heal Endpoint Security (QHEPS) is simple to install and easy to use. During installation,
read each screen carefully and follow the instructions.

Prerequisites

Remember the following guidelines before installing QHEPS on your computer:

1 A machine wih multiple antivirus software applications installed may result in system

malfunction. We recommend you to remove any other antivirus software/hardware from
your server anéndpointdefore proceeding with the QHEPS installation.

Close all opn programs before proceeding with installing QHEPS.
Network should be configured with TCP/IP protocols.

To install on the server, you must have administrator or domain administrator rights on
the server.

In order to use Login Script Setup, Windows 2000/8e/ Windows 2000 Advanced
Server / Windows 2003 Server / Windows 2008 Server / Windows 2008 Server R2 /
Windows Server 20¥2Vindows Server 2012 Rshould be properly configured with
Active Directory services.

System Requirements

Quick Heal Endpoint Sexity server can be installed on a system with any one of the following
operating systems

T

T
)l
)l

Microsoft Windows 2000 SP 4 Professional / Server / Advanced Server
Microsoft Windows XP Professional (32t/64-bit)
Microsoft Windows Server 2003 Web / StandaEhterprise (32bit/64-bit)

Microsoft Windows Vista Home Basic / Home Premium / Business / Enterprise /
Ultimate (32bit/64-bit)

Microsoft Windows 2008 Server Web / Standard / Enterprisé(324-bit) / Datacenter
(64-bit)

Microsoft Windows 2008 Server RNeb / Standard / Enterprise / Datacenterl{isy

Microsoft Windows 7 Home Basic / Home Premium / Professional / Enterprise / Ultimate
(32-bit/64-bit)

Microsoft Windows 8 Professional / Enterprise{3#64-bit)
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Microsoft Windows 8.1 Professional / Emese (32bit/64-bit)
Microsoft Windows SBS 2011 Standard / Essentials

Microsoft Windows Server 2012 Standard / Essentials / Foundation / Storage Server /
Datacenter (6bit)

1 Microsoft Windows MultiPoint Server 2012 Standard-(6g
Microsoft Windows Sarer 2012 R2 Standard / Datacenter-(6g

Minimum System Requirement for Console System
1 1 GHz 32bit (x86) or 64bit (x64) Intel Pentium processor or equivalent
1 1GB of RAM
1 4000MB of free disk space
1 Internet Explorer 6 or later
1 Monitor that support4024 x 768 resolution in 25€olor mode

Additional Software Required for Console System

Console needs to have Web server services of either Microsoft IIS or Apache Web server on the
system.
If Microsoft IIS is to be configured as Web server, the versigoirements are as follows:
1 1IS Version 5.0 on Windows 2000
1 IS Version 5.1 on Windows XP
1 [1IS Version 6.0 on Windows Server 2003
1 1IS Version 7.0 on Windows Vista and Windows Server 2008
M 1S Version 7.5 on Windows 7 and Windows Server 2008 R2
M IS Version 8.0on Windows 8 and Windows Server 2012
M IS Version 8.5 on Windows 8.1 and Windows Server 2012 R2

If Apache is to be configured as Web server, the version requirement
is as follows:

1 Apache Web Server 2.0 or later

Other Essential Configuration on Console System
1 Administrator or Domain Administrator access on the console system.
1 File and printer sharing for Microsoft Networks installed.
1 Transmission Control Protocol/Internet Protocol (TCP/IP) support installed.
1 Internet Explorer Version 7, 8, 9, 10, or 11.
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Endpoint side requirements
Windows Workstations supported
1 Microsoft Windows 2000 SP 4 Professional / Server / Advanced Server
1 Microsoft Windows XP Home (3bit) / Professional Edition (3Bit/64-bit)
1 Microsoft Windows Server 2003 Web / Standard / Enterpri2ét364-bit)
1

Microsoft Windows Vista Home Basic / Home Premium / Ultimate / Business /
Enterprise (32it/64-bit)

1 Microsoft Windows Server 2008 Web / Standard / Enterpriséi{3@4-bit) / Datacenter
(64-bit)

Microsoft Windows Server 2008 R2 Web / StartaEnterprise / Datacenter (&)

Windows 7 Home Basic / Home Premium / Professional / Enterprise / Ultimate (32
bit/64-bit)

Microsoft Windows 8 Professional / Enterprise{3264-bit)
Microsoft Windows 8.1 Professional / Enterprise-(8264-bit)
Microsoft Windows SBS 2011 Standard / Essentials

Microsoft Windows Server 2012 Standard / Essentials / Foundation / Storage Server /
Datacenter (6bit)

1 Microsoft Windows MultiPoint Server 2012 Standard-(69
1 Microsoft Windows Server 2012 R2 Standardat&xenter (64it)

=a
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Minimum System Requirements for Windows Endpoint
1 1 GB of RAM
1 1800 MB of free disk space

1 1 GHz 32bit (x86) or 64bit (x64) processor for Windows Vista, Windows 2008 Server
and Windows 7

For Windows 2000 Service Pack 4 or later
Internd Explorer 5.5 or later

Administrative privilege is required for installation

Supported Mac Endpoints
1 Mac OS X 10.6, 10.7, 10.8, 10.20.10
1 Mac Computer with Intel Processor

Minimum System Requirements for Mac Endpoint
1 512 MB of RAM




Getting Started

1 1200 MB free hard disspace

Supported Linux Endpoints
32-Bit:
1 Red Hat Enterprise Linux 6.4
Fedora 12, 13, 14, 15, 16, 17, 18, 19, 20
SUSE ES 11 SP2
openSUSE 11.3,11.4,12.1,12.2,12.3,13.1
BOSS 4
Mandriva 2010.1, 2010.2, 2011
CentOS 6.4
1 Ubuntu 104 LTS, 10.10, 11.04, 10,12.04 LTS, 12.10, 13.04, 13.10
64-Bit:
1 CentOS 6.2
1 Fedora 18, 19
1 openSUSE 12.1
1 Ubuntu 12.04.3 LTS, 13.04, 13.10
Minimum System Requirements for Linux Endpoint
1 512 MB of RAM or higher
1 1 GB free hard disk space
1 Intel based processor (or compatible), 3082r higher

=4 =4 A4 -4 A -2

Note: The requirements outlined are minimum system requirements. We recommend that your
system should have higher configuration to obtain best results.

To check for the latest system requirements, wisitwv.quickheal.com

Installing Quick Heal Endpoint Security on Windows
Operating System

To begin installation using the Quick Heal Endpoint Security DVD, follow these steps:

1. Insert the Quick Heal Endpoint Security DVD in the CD/DVD drive.

2. The autorun feare of the CD/DVD is enabled and it opens an installation screen
automatically. Follow the instructions carefully.
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Sacurity Simplified

Sometimes the CD/DVD drive does not start automatically when DVD is inserted. In such a
case, follow these steps for installation:

3. Doubleclick My Computer or the Computer icon on the Desktop.
4. Rightclick CD/DVD drive and seledExplore.
5. Doubleclick Autorun.exe.
To continue witltheinstallation, follow these steps:
1. On the installation screen, clithstall.
2. On the installation wizard, ckcNext.
The license agreement appears. Read the License Agreement carefully.
3. Selectl agreeto accept the license agreement and then click Next.

4. Click Browseif you want to install Quick Heal Endpoint Security on a different locafion.
proceed withnstallation the default path, clidkext.

The Quick Heal Endpoint Security installer will scan your system for virus infection and verify the
installed system components.

5. Select one of the followingveb servers

I. IS Server: Select IIS Server to install@k Heal Endpoint Security on an existing IIS
installation. IfthellS Server is not installed /configured, you can proceed with the

11
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installation using Apache Web Server 2.0 provided in the Quick Heal Endpoint Security
installer.

ii.  Apache Web Server SelectApache Web Server to install Apache 2.0 on an existing
installation. If an Apache Web server version 2.0 or later installation is not fiowvi,
be installed automatically.

6. Click Next.
7. On the server information screen, select one of the faligwi

i.  Domain Name Provide the target server domain name. You can also use Fully Qualified
Domain Name(FQDN) of the server if the endpoint has access to a DNS server, which
can resolve the FQDN with the endpoint IP address.

ii. IP address Provide the IP addre®f the target server. However, selecting IP address is
not recommended if your network is configured using DHCP.

8. Under HTTP Port number, type a port to use as the server listening port. The Quick Heal
Endpoint Security server address will be the follayvin
http:/{Quick_Heal Endpoint_Security_Server_name}:{port number}/ghscan6

9. You can also enable Secured Socket Layer (SSL) secaelyct theEnable Secure Socket
Layer check box and type an SSL port number.
If you enable SSL, this port number will sea®a listening port for the server. The Quick
Heal Endpoint Security server address will be as follows:
https://{Quick _Heal Endpoint_Security Server _name}.{port number}/ghscan6

10. Click Next.
A message appears for your verification about the web servergsett
11.To confirm, clickYes

You can make changes in your setting if required.

If you are "using a proxy server on your network" or "using Socks Version 4 & 5 network", you need
to enter the IP address (or domain name) and port of the proxy, SOCKS V4SS server in
the Connection settings. Username and password are mandatory to log on.

The following Quick Heal Endpoint Security modules require such changes: Registration Wizard,
Update Manager, and Messenger. To enable and configure proxy settings:

I.  SekctEnable proxy settings

ii. Choose HTTP Proxy, Socks V 4 or SOCKS V 5 as per your settings angetfiermthe
following steps

1 IntheServertext box typethelP address of the proxy server or domain name (For
example proxy.yourcompany.com).

1 In Port type the port number of the proxy server (For example: 80).
1 IntheUser name and Passwdields, typein your server logon credentials.
12.Click Next.

The Endpoint Settings screen appeatrs.
Quick Heal will be installed on the endpoint/workstation as pep#ik specified in this screen.

12
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13. Type the endpoint Installation path. Path can be provided using either %PROGRAMFILES%
or %BOOTDRIVE% variable. For example: %PROGRAMFILE&Mick HealQuick Heal
or %BOOTDRIVE%Quick Heal.

14. Specify the Client Agent Communidat Port.

The Quick Heal clients communicateith server to fetch important instructions such as scanning
and updates, and submit the log to Endpoint Security Server using this Port Number, so ensure that
this port number is not used by any other appiaratn the network.

15. Click Next.
A message appears for your confirmation. You can change the port number if required.
16.To confirm, clickYes

The Authentication screen appears.

Create Quick Heal Endpoint Security Administrator password to access the Wele @

endpoint password to access the endpoint settings at the endpoint side. Confirm the passwords in the
text boxes. This helps prevent unauthorized users from accessing the Web console and make changes
in your settings or remove the endpoints. Pasdador Administrator and Endpoints must be

created. However, the password for Administrator and Endpoint should be differenheslse

installation will not proceed.

The installation summary screen appears. You can change your settings if required.
17.Click Next.

A message appears stating that the Network connection on the system will be temporarily disabled if
you continue with the Quick Heal Endpoint Security installation on the system.

18.To continue with installation, clicOK .
The installation starts. Reati¢ important information related to Quick Heal Endpoint Security.
19.Click Next.

20.To registerQuick Heal Endpoint Security and configurdJpdate Manager, click Next. If
you want to perform these tasks later, clear these options.

21.To complete the installation,ick Finish.

Installing Multiple Quick Heal Endpoint Security Server

Quick Heal Endpoint Security multiple server installation is a unique feature of Quick Heal
Endpoint Security. Administrators can install latest version of Endpoint Security where the
prevous versios arealready installed. This feature enables Administrators to easily migrate to
the latest version of Quick Heal Endpoint Security in simple ways.

Upgrading previous version of Quick Heal Endpoint Security to the
latest version

Quick Heal |xdpoint Security can be upgraded in the following way:

1. Install Quick Heal Endpoint Security on the system where previous version of Endpoint
Security is installed.

13
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2. Quick Heal Endpoint Security will detect the previous version and will show the following
message:

Pre-install Scan

Quick Heal Endpoint Security will now scan the system for viruses and system
components before proceeding with the installation.

Quick Heal Endpoint Security

B4

Che & Previous version of Quick Heal Endpoint Security is already installed on the system.
\1) This version can be easily upgraded to the latest version using Multiserver option
HE provided in Quick Heal Endpoint Security installation.

Do you wish to proceed with Multiserver installation of Quick Heal Endpoint Security?

Yes Mo

() () (i

3. To proceed with muliserver installation, clickes

After the installation of the latest version of Quick Heal Endpoint Security is complete, open the
previous version of Quick Heal Endpoint Security and follow these steps:

i. Select AdminSettings > Server> Redirection.

ii. In Server Name/IP text box, type the Server Name or IP Address of the latest version of
Quick Heal Endpoint Security.

iii. In Port text box, type the port number of the latest version of Endpoint Security.

iv. Click Apply.
This will senda notification about the latest version of Quick Heal Endpoint Security to all Quick
Heal endpointand they would beedirected to the latest version.

. The latest version of Quick Heal Endpoint Security will check if there are any previous
version of endpoints in the network. If detected, Quick Heal Endpoint Security will
automatically uninstall the previous version of endpoints and install the latest version.

. After all the endpoints are upgraded, you can uninstall the previous vef<unc& Heal
Endpoint Security from the system.

Before uninstallation, note down the Product Key and Activation Number of your Quick Heal
Endpoint Security that will be required for-eetivation of the latest version of Quick Heal Endpoint
Security.

. After uninstallation of the previous version of Quick Heal Endpoint Securigctieate the
latest version of Quick Heal Endpoint Security with your existing Product Key and
Activation Number.
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You can upgrade all the endpoints to the latest version within 30 days period only.

If you have configured previous version of Quick Heal Endpoint Security site with IS on
Windows XP and 2K-based system and with SSL support enabled, you will not be able to
configure later version of Quick Heal Endpoint Security site with SSL support on the operating
systems mentioned in the preceding section. In this case, you can install the latest version of
Quick Heal Endpoint Security with Apache Web Server.

If you have installed a previous version of Quick Heal Endpoint Security, do not uninstall
Apache Server during uninstallation of the previous version of Quick Heal Endpoint Security.

15
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Quick Heal Endpoint Security must be registered immediately after installation to activate the
copy, elseendpoint deployment will not start.

Registration
Quick Heal Endpoint Security is simple to register.

Registering Online
If your system is connected to the Internet, you can register Quick Heal Endpoint Security online
in the following way:

1. Go toStart > Programs> Quick Heal EPS Console 6.6 Activate Quick Heal EPS
Console.

2. On the Registration Wizard, type the Product Key and then Nksk

3. Type relevant information in the Purchased from, Register for and Name text boxes and then
click Next.

4. Type your pesonal details such asr g a n i enait adldeessAdmiinistratoremail address,
contactnumber, and location details.

5. Click Next.

A confirmation screen appears with the information that you have entered. You can change your
information if required. To change your information, cliBlackto go to the previous screen and
make the required changes.

6. To confirm, clickNext.

It takes a few seconds to register and activate your copy. Please stay connected to the Internet during
this process.

After the activation completes successfully, a message appears with the License validity information
for your reference.

7. To close the Registration Wizard, cliEkish.

1 You can find the Product Key on the User Guide or inside the box. If you have purchased
- the software online using credit card, you will find the Product Key in the email confirming
your order.

Internet Settings

When you open the registration wizard, the system tries to connect to the direct Internet
connection. If the default Internet connectios n o't f ound, it shows the
connected to the I nternet. Pl ease connect to

If you have alternative ways to connect to the Internet, follow these steps to connect to the
Internet and register online:
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1. Click thelnternet Settingsbutton.

2. The Configure Proxy Settings screen appears

3. To set the proxy setting for Internet, selEoable Proxy Setting
The proxy settings details are activated.
In the Sever text box, type the sever name.

5. In the Port text box, type thepg number.

You can also set authentication rule if you use Firewall or proxy server. For this, typsetheame
andpasswordn the Authenticatiordialog box

6. To save your setting, clioRK.
7. Click Retry to connect to thaternet.

If youare connected to the Internet, the online activation wizard opens and you can activate your
product online.

Reactivation
This section includes the following:

Reactivating Quick Heal Endpoint Security

Re-activation is a facility that ensures that you use tloelyrct for the full periodintil your
license expires. Ractivation is very helpful in case yaleanyour endpointwhereall software
products are removed, or you want to install Quick Heal Endpoint Security on asodpents
In such cases, you need teimstall and reactivate Quick Heal Endpoint Security on your
system.

The reactivation process is similar to the activation process, with the exception that you need
not type the complete personal details agamsubmitting theproductkey, the details are
displayed Complete the proceds verifying the details

Note: If your license has expired and you try to reactivate it, a message about it is displayed.

Configuring Update Manager

Update Manager is a tool integrated with Quick Heal Endpoint Security. It is used to download
and manage the updates for Quick Heal Endpoint Security. It provides you the flexibility to
download the updates on a single machine. All the Quick Hedpdint Security clients fetch

the updates from this centralized location. It also provides the facility of automatically updating
Quick Heal Endpoint Security for enhancements or bug fixes.

How to Open Update Manager

To open Update Manager, sel&tart > Programs > Quick Heal EPS Console 6.0 > Update
Manager.
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Update Manager includes the following features:

Status

Status includes information about the latest updates downloaded by Update Manager. It displays
theversion,servicepack, andvirus databaedate of theproduct.

Configuration

Configuration helps you customize and configure Update Manager. To aonégsiration,
follow these steps:

1. SelectStart > Programs > Quick Heal EPS Console 6.6 Update Manager.
2. Click Configuration.
3. Typethe Super Administrator and Password and then €€k
4. If you want to take the updates automatically, séietble Automatic Updates
This feature is enabled by default. Quick Heal recommends that you do not disable this feature.
5. Select the update modi®m the following:

1 Internet Center i Helps you download the updates to your system from the default
Internet Center.

1 Specified URL: Helps you take thiles for updatedrom a diffeentendpointusing the
updates downloaded lilge connected system.

o In Server, type the URL.
o In Port, type the port number.

Note: msg32.htnfile should be present at the update location where the updates are
downloaded in the system widétm Internet connection.

To create msg32.htm file, rename a text file as msg32.htm file.

1 Specified path T Helps you pick the updates from@esified folder of local system
without an internet connectipgiou can specify the path of the local folder where the
updates have been copied fridme other system.

For example, if youdwe downloaded the updates on other system, you can copy them into a
CD/DVD or pen drive and then paste in the local folder and Update Manager will fetch the
updates from this local folder path.

Select the Pick from specified Path option.

Type or browse 1 path to the folder where the updates have been copied in the local
system.

1 Service Pack Helps you download the Quick Heal Endpoint Security Service Fack.
feature is enabledby default

6. Select one of the falwing:

1 ownload updates to: Helps you download the updates to the location as preferred by you.
All Quick Heal Endpoints will take the updates from this centralized location.
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1 Always take backup before downloading new update: Helps you take the backeap of th
existing updates before new updates are downloaded. These backups are used in case a
rollback to previous update is requirddhis feature is enabletly default

91 Delete report after: Helps you delete the reports athpdime interval specifieby you
in the dropdown box. This feature is enabletly default The presetvalue of time
interval in the drogdown box is 10 days.

7. To save your changes, cliéipply.

8. To restorahe default settings, click tH2efault button.

Following are the two buttons that are accessible at all times:
1 Update Now

1 Rollback
Fields Definitions
Update Now Helps you download the updates of Quick Heal Endpoint
Security.
Rollback Helps you take the Update Manager back to the previous

update state. This feature will work only if the Always take
backup before downloading new update option is selected in
the Configuration section of Update Manager. The steps for
performing Rollback are as follows:

1 Click the Rollback button.
The Quick Heal product for the Endpoint Security is displays
1  After confirming the products to be rolled back, click the

Rollback button on the displayed screen or else click
Close to exit the dialog box.

Connection Settings

If a proxy server is being used on the network, you need to provide the IP address (or domain
name) and the port number of the proxy server in the Connection Settings. To access Connection
Settings, follow these steps:

1. SelectStart > Programs > Quick Heal EPS Camsole 6.0> Update Manager.
2. Click Connection Settings
3. Type the Super Administrator Password and dlék.
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To enable HTTP proxy settings, follow these steps:
1. In theConnection Typelist, selecHTTP.

2. SelectEnable Proxy.

3. In Proxy Type, select HTTP Proxysock4 / Sock5.
4

In Server, type the IP address of the proxy server or domain name (e.g.
proxy.yourcompany.com).

In Port, type the port number of the proxy server (e.g. 80).

If required, type your logon credentials in User Name and Pasdielisito Authenticate in
case of firewall or proxy server section.

7. To save the changes, cliglpply.
8. To restore the default settings, click thefault button.

Reports

The Reports section includes a log of updates or rollback activity. It provides the details such as
Date, Time, and Status of the updates or rollback activity.

To access Reports, follow these steps:

1. SelectStart > Programs > Quick Heal EPS Console 6.6 Update Manager.
2. Click Reports.

You can perform the following actions on reports:

Fields Description

View Select a report and click View to get the complete details of
the downloaded update or rollback.

Delete Select a report and click Delete to delete the report.

Delete All Click Delete All to delete all the reports in the section.

Previous Helps you view the previous report.

Next Helps you view the next report.

Save As Helps you save a copy of the report in text format on your
local machine.

Print Helps you take a printout of the report.

Close Helps you exit from the report window.

Uninstalling Quick Heal Endpoint Security

Uninstalling Quick Heal Endpoint Security may expose your systems and valuable data to virus
threats. However, if you need to uninstall Quick Heal Endpoint Security, follow these steps:

1. Go toStart > Programs > Quick Heal EPS Cmsole 6.0> Uninstall EPS Console

2. Quick Heal Endpoint Security Uninstaller will prompt for the Password.
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Type Super Administrator Password.
Click Next.
After the uninstallation, the product key is displayed.

Note down the product key as you might regjitiwhen you rénstall the Quick Heal Endpoint
Security. Select Restart System Now to restart the system immediately or Restart system later to
restart system later.

To complete uninstallation of Quick Heal Endpoint Security, dhicksh.

1 If you have assigned a script to install endpoint by Login Script Setup to domain servers, clear it
through the Login Script Setup before proceeding with uninstallation.

1 If you have configured the Quick Heal Endpoint Security site with Apache Web Server, the
uninstallation wizard will prompt you to uninstall Apache Web Server. Select Uninstall Apache
Server only if no other site is running on Apache.

1 Before proceeding with uninstallation, ensure that all other running programs are closed.
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aapters. AbDOUt Quick Heal Endpoint
Security Dashboard

Quick Heal Endpoint security has a wesised graphical console that displays the current status
of the health of endpoints and highlights critical security situations that need immediate
attention.

This section explains how to navigate tweb console.
To open the Web console:

1 Openthebrowser on a system in your network dyple:
http:/{Quick_Heal Endpoint_Security Server_name}:{port number}/ghscané.

9 If your system uses SSL, type:
https://{Quick_Heal Endpoint_Security Serveanme}:{port number}/ghscan6
The Quick Heal Endpoint Security Home page appeatrs.

T Type the user name UserdNanddexttbhox and Ssiger at or 6 i n t
Administrator Password in the Password text box, and then clidkotfia button. The
web console appes with a summary of the current health status of the network.

Areas on the web console

When you log on to the Quick Heal Endpoint Security console, the Home page is displayed by
default. The options that appear on the console are as follows:

| {3} Admin Settings (MW Support ¢ Help

Endpoint Security 6.0 Total Home  Clients m Reports M

Themenu laron the upper most right corner highlighted in yellow includes the following
options that are common to all pages:

Menus Description

Admin Settings | Helps you configure the settings related to the features such as
Server and Endpoints.

Support Helps you find out all the support options that Quick Heal provides.

Help Includes the Help file that helps you know about all the features,
how they work and how to configure them.

Logout With this button, you can log out from the current session.

Product name

Welcome {3} Admin Settings Support ? Help | [3 Log Out
Endpoint Security 6.0 Total Home  Clients m Reports A &
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The product name section includes the following:

Menu Description

Product Name and | Displays the product name and its current version.
Version

{a Admin Settings Support '7 Help E) Log Out

Endpoint Security 6.0 Total Home  Clients m Reports M

The user interface of the web console also includes the links to the following pages:

Pages Description

Home Helps you visit the Home page, which is the Quick Heal Endpoint
Security Dashboard.

Clients Helps you configure the settings related to Endpoint Status and
Endpoint Action.

Settings Helps you configure the settings related to Endpoint Settings and
Schedule Settings.

Reports Helps you generate reports on all the features that you need.

Alerts (Bell Icon) Displays alert messages for the following critical situations:

Update Manager not updated
License expired
License limit exceeded

1

1

1

M License about to expire
1 New service pack available
1

SMS credit limit has been reached to maximum

Messenger Displays the messages related to security information, new service
pack released, new EPS version released etc.
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Dashboard Area

{5} admin settings | [® support ? nelp | [ ozow
Endpoint Security 6.0 Total m Clients  Settings Reports @ &5
Cuick Heal E 15 ty 5.0 (B 5. Threat Level - Mormal
Quick Heal Endpoint Security 6.0 (Buikd 6.0.1
Endpoint Security Chent, Viersion 15.00, Vires Database 22 jl 2014, Updzte Manager ew License F
Network Health e
m Fhizhing Pazt 7 Days v Top Attacks
Attack Name Type Envipoints
Mo data availzble
L . L L . & &
17 h 18 Ju 18 b 20 21 b 2 23
Status Security Compliance Assets
Protection Connection Update
ndpoint(s ndpaoint(s Endpoint]s
|
Deployed B unprotectsd C online M offine Disconnected virus Definition up-to- B virus Definition not w
0L 128 01 0 0 date to-date
o1 o

The dashboard area on the Home paggewidgets for the following:

Overview

Feature Description

Product version Displays the product version along with the build number. The build number is
useful for troubleshooting purposes. The EPS service Pack information is
available. It also includes virus database date that helps in understanding if your
version is updated or whether it needs updates.

Update Manager | Link for running the Update Manager. See Update Manager for more information.

View license Displays the links for:

Status: Displays currently held licensee information, installation number, product
key, product type, validity and the maximum number of Endpoints permitted.

License order form: Displays the License order form to order new feature/license
License History: Displays the license history details.

Threat Level Displays current threat level of your network. The threat levels include:

Normal: Indicates that 12% of the endpoints detected viral infection in last 24
hours.

Elevated: Indicates that 24% of the endpoints detected viral infection in last 24
hours.

High: Indicates that 36% of the endpoints detected viral infection in last 24 hours.
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Feature Description

Critical: Indicates that more than 36% of the endpoints detected viral infection in
last 24 hours.

Important: Thorough scanning of the entire network is recommended if the threat
level alert is High or Critical.

Alert An alert appears if the health of the network needs an immediate action. Click the
More link to see all the alerts. (The More link is displayed only if multiple alerts are
available.) You can take appropriate action to fix the issue.

Network Health

Feature Description

Network Health Graphical representation of the network health for the categories of Virus and
Phishing, Click the respective tab to get the details of that category.

It shows how secure your system is currently. This status is displayed over a 4-
level grid by colored dots that are in ascending level with green at the lowest level
and red at the highest level. These colored dots indicate the following:

Green (Normal): Indicates endpoint is not infected and is secure.
Yellow (Elevated): Indicates low level of endpoint infection.

Orange (High): Indicates high level of endpoint infection that requires immediate
action.

Red (Critical): Indicates critical level of endpoint infection that requires immediate
action.

The right pane carries a table with Top Attacks, the type and the total number of
endpoints affected.

View for drop Gives a graphical representation of the network health for the selected time
down list period. The graphs can be viewed for the following time periods:

1 Past 7 Days: Displays the report of the last seven days.
f Today: Displays the report of the t
1 Past 15 Days: Displays the report of the last 15 days.

1 Past 30 Days: Displays the report of the last 30 days.

Top Attacks Displays the top attacks on systems by Attack Name, type, number of endpoints
infected. Clicking the endpoint count opens a window with details of the actual
endpoint infected.

Status
Feature Description

Status Tab Displays the information for the following categories:
1 Protection
1 Connection
1 Update

Protection Displays the number of endpoints deployed in the network, unprotected endpoints
across your network and the endpoints on which deployment of any client has
failed.

Connection Displays the total number of connections registered to the system with the break-
up for online, offline and disconnected endpoints. Also displays information about
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offline endpoints and Disconnected endpoints and when they last connected.

Update Displays the number of endpoints on which the Virus definitions are not up-to-
date.
Click the number under the category to check information about the Endpoint
name, Domain, IP address, and Virus Database date.

Enumerate Click Enumerate to generate a list of all the unprotected endpoints connected to
the network.
Note: This may take some time and a link to a list of all these endpoints with their
endpoint name, domain name and operating system platform name will be
displayed.

Security
Feature Description
Security Tab Displays the protection status for the following :

1  Virus protection
1  Phishing protection

1  Browsing Protection

Web Security

Displays the information for top 5 website categories, which were blocked in past
7 days in graph and a list of the top 5 websites which were blocked in past 7 days
in table with URL, type and count columns.

Note: This feature is optional and will be visible only if you have purchased the
license for Web Security feature. See Web Security for more information.

Data Loss
Prevention

Displays the number of data leak attempts over last 7 days and a list of the top
users who were trying to leak the data.

Note: This feature is optional and will be visible only if you have purchased the
license for DLP. See Data Loss Prevention for more information.

Vulnerabilities

Displays the number of affected endpoints and a comparative list of the top
vulnerabilities, severity level and the total number of vulnerabilities detected. Also,
displays a graphical widget for the listed data.

Compliance
Feature Description
Advanced Displays the information for top device types that breached the policies in past 7

Device Control

days and a list of the top 5 user who were associated with it specifying the user
name, endpoint name and the count of breaches.

Application Displays the information for top applications that were blocked in the past 7 days
control and a list of the top 5 users who attempted to access the blocked applications
specifying the user name, endpoint name and count.
Assets
Feature Description
Hardware Displays the number of hardware changes detected on EPS 6.0 endpoints only
changes for endpoints with Windows operating system.
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About Quick Heal Endpoint Security Dashboard

Software Displays the number of software changes detected on EPS 6.0 endpoints only for
changes endpoints with Windows operating system.
Platforms Displays the total number of endpoints installed on that platform.

Click the columns in the bar graph to display extended information related to a
specific category. The endpoint IP address is displayed along with the platform on
which it was installed.

Note: This feature is applicable to all endpoints for Windows, Linux, and MAC
operating systems.

Software Displays the number of endpoints which contain installed software(s). it is also in
Installed the form of a bar graph which can be toggled to display the number of software
least installed v/s the number of software most installed. Click on the columns in
the bar graph to display extended information related to a speific category. The
endpoint IP address is displayed along with the software name. This feature is
applicable only for endpoints with Windows operating system.
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Chapter 5. CI | entS

The Clients page includes features that help you manage and control all tieeddi@oyed in

the network. You can verify the current status of the clients and carry out various activities. You
can scan endpoint computers, update the software application, improve system performance,
install and uninstall Quick Heal Endpoint Securitye@t remotely. You can also manage

endpoint groups, create and apply scanning policies and so on.

Welcome £} Admin Settings Support ? Help [®> Log Out

Endpoint Security 6.0 Total Home m Settings  Reports M &

Clients

Client Status Client Action Client Deployment Manage Groups Manage Policies Assets

The following features are available in the Clients tab as shown in the above screen:
Client Status

Client Action

Client Deployment

Manage Groups

Manage Plicies

= =4 =42 4 A -

Assets

Client Status tab

Client Status tab gives ttstatus of all the endpoints in the network. The status inclenidsoint

name, group name, domain name, IP and MAC addresses. The tab also shows protection status,
installation status, product version, virus database date, last scaprdtgetion polices among

others, and thenabledsecurity features

To view the Client Status, follow these steps:

1. Log on to the Quick Heal Endpoint Security web coasold then sele@lients > Client
Status

2. Under EPS Console, select a group name.
In the right pane, all the endpoints of a relevant group are displayed.
4. Select an endpoint ardick View Status

The status of the selected endpoint appears.

It alsoincludes aView Installer Lodink that helps you view if Quick Heal is not installed on any
Client endpoints. Click theiew Installer Lodink to view the reason why a client failed to deploy.
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You can either export the status or take a print out if megli

Terms

Definition

Show endpoints
within subgroup

Helps you view endpoints that are in a
subgroup.

View Status

Helps you view the status of the clients.

Remove Client

Helps you remove an offline client from a group.

Search

Helps you search the client by endpoint name.

Csv

Helps you save the report in CSV format.

Client Action tab

Clients

Using the features on the Client Action tadu can scan endpoints remotely, update virus
definitions, and improve performance of the endpoints. You can also verifpitiq@iance to
security policies, for e.g. identifying unauthorized applications installed on any of the endpoints

in the network.

You can remotely scan individual endpoints or endpoints in a group, customize scan settings and
stop scanning as per your faence. You can improve the performance of your endpoints by
cleaning up disk space, registry entries, and schedule defragmentation at next boot. You can
update the QHEPS virus database for the endpoints and verify security comiplaamnce

unauthorized applications are installed on any endpoints.

The following table shows a comparison of the features in Client Action that are applicable for

different Quick Heal Endpoint Security clients on different operating systems:

Clients
Features i j
Windows Mac Linux
Scan v v v
Update \/ ‘/ \/
Tuneup -/ X X
Application Control Scan -/ X X
Vulnerability Scan -/ X X

Scan

This feature allows remote scanning of any endpoint in the network. You can initiate a manual

scan with preconfigured policies. This featueduces the additional task of personally

overseeing each target endpoint.

To initiate scanning, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then dilexats > Client

Action.
2. Click Scan
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A window displaying all the gups appears. Each group includes the names of endpoints belonging
to that group.

UnderEPS Consoleselect a group.
In the right pane, all the endpoints of a relevant group are displayed.
To initiate scanning, cliclotify Start Scan.

The selected endpda@are scanned for compliance.

You can stop scanning by clicking Notify Stop Scan or stop sending notification by clicking Stop
Notification any time you prefer.

Terms Definition

Show offline clients Helps you view the endpoints that are not online or are
disconnected from the network.

Show endpoints within | Helps you display the endpoints that are in a subgroup.

subgroup

Scan Settings Helps you customize scan settings.

Notify Start Scan Helps you notify the clients to start scanning.
Notify Stop Scan Helps you notify the clients to stop scanning.
Stop Notification Helps you stop notification.

Scan Settings

This feature allows you to customize the scan settings for a client machine.

To
1.

configure Scasettings follow these steps:

Log on to the Quicldeal Endpoint Security web console and then séents > Client
Action > Scan

On the Scan screen, cli@can Settings
On the Scan Settings screen, carry out the following:
Select either Quick Scan or Full System Scan.

Quick Scan includes scanningtbé drive where operating system is installed and Full System
Scan includes scanning of all fixed drives.

Select either Automatic or Advanced scan mode.
Automatic scanning involves optimum scanning and is selected by default.

Under Select the items to s¢caelect the files, file types (executable files, packed files,
archive files), and mailboxes that you want to scan.

In Archive Scan Level, set the scan level.

You can set the level for scanning in an archive file. The default scan level is 2. Increasing t
default scan level may affect the scanning speed.

To remove an infected file from your system follow the below steps in the Select action
tab:
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A If an infected file is found in your active folder/drives on you system, select whether
you want to repair, dete, or skip the file.

A If an infected file is found in an archived folder on your syststect whether you
want to delete, quarantine, or skip the file.

vi.  Under Antimalware Scan Settings, seleetform Antimalware scan if required.

vii.  In Select action to be performed when malware found select an action from the
following:
A Clean
A Skip

viii. ~ Under Boot Time SaaSettings, sele®erform Boot Time Scan.

The Select Boot Time Scan Mode option is activated.
ix.  Select one of the following scan options
A Quick Scan

A Full System Scan
The setting for Boot Time Scan is applied only once and is not saved.

X.  After configuring the scan setting, clickpply .
The new setting is applied.

1 1  Scan packed files, Scan mailboxes, Antimalware Scan Settings, and Boot Time
- Scan Settings are available only in the clients with Windows operating systems.

1  Notification for Scan from QHEPS web console will not be sent if the user is not
logged on to the Mac system.

Update

Using this feature, you can update the client applications on any endpoint in the network
remotely. Quick Heal releases updates regularly to fix technical issues ardkgrosiection
against new threats. Hence, it is recommended that the protection saftwargdated
regularlyfor the latest virus definitions.

To update follow these steps:
1. Log on to the Quick Heal Endpoint Security web consolesatettClients > Client Action.
2. Click Update.

A window displaying all the groups appears. Each group includes the names of endpoints belonging
to that group.

3. Under EPS Console, select a group.

In the right pane, all the endpoints of a relevant group aspldiyed.
4. Select an endpoint and then clidbtify Update Now.

The selected endpoints are updated with latest virus definitions.

5. To stopthe updataotices click the Stop Notification button
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Terms Definition

Select endpoints with Helps you update endpoints with outdated virus
out-of-date Quick Heal | definitions.

Show endpoints within | Helps you display endpoints that are in a subgroup.

subgroup
Notify Update Now Helps you notify endpoints to update Quick Heal.
Stop Notification Helps you stop update notices.

1 Notification for update from QHEPS web console will not be sent if the user is not logged on to the
Mac system.

Tuneup

This facility improves the performance of the endpoints by defragmentation and by cleaning
unwanted and juk files and invalid and obsolete registry entries. While you work in
applications, computers write junks on the drives or when youwwedisites, temporary files are
createdbn your systemSuch junks and files occupy spaces in memory resulting inrgjowi
down of theendpoints Tuning up your computers cleansthpsefiles improving their
performance.

1 1  The Tuneup feature is available only in the clients with Windows operating systems.

1  The Tuneup feature is not available for Windows Server operating system.

To tune up the endpoints, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then Sdieats > Client
Action.

Click Tuneup.

A window displaying all the groups appears. Each group includes the nasrefpoints
belonging to the group.

4. Under EPS Console, select a group for which you want to perform Tuneup

By default it shows all the endpoints present unldeEPS console.
In the right pane, all the endpoints of a relevant group are displayed.

5. Sekct an endpoint and then cliblotify Start Tuneup.

Tuneup notifications are sent to the selected endpoints and Tuneup is performed on those endpoints.

You can stop Tunewgztivity by clickingNotify Stop Tuneupr stopnotification by clickingStop
Notificationbuttonany time you prefer.

Terms Definition

Show offline clients Helps you view the endpoints that are not
online or disconnected from the network.

Show endpoints within | Helps you display those endpoints that are
subgroup in a subgroup.

Tuneup Settings Helps you customize Tuneup settings.
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Notify Start Tuneup Helps you notify the clients to start Tuneup.
Notify Stop Tuneup Helps you notify the clients to stop Tuneup.
Stop Notification Helps you stop notification.

Tuneup Settings

These settings allow you to carry out different types of cleanups such as disks, registry entries, or
schedule a defragmentation at next boot.

To customize Tuneup settings, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console andstblectClients > Client
Action > Tuneup.

2. On the Tuneup screen, click thaneup Settingsbutton.
3. On the Tuneup Settings popup, select any of the following:
1 Disk Cleanup
1 Registry Cleanup
1 Defragment at next boot
Default options are preselected
4. To saveyour settings, clicl&pply.

Disk Cleanup: Helps you find and remove invalithwanted junk files frorhard disk These

files consume hard disk space a&halv down the system considerably. D@leanup deletes
these files freeing up space thabe used for other applications and helps in improving system
performance. This feature also deletes temporary filésnet cachamproper shortcyigarbage
name files and empty fodals.

Registry Cleanup Helps you remove invalid and obsolete registry entries from the system

these mayappear due to improper uninstallation, rexstent fonts, and so on. Sometimes

during uninstallation, the registry entries are not deleted. €adslto slower performance of the
system. The Registry Cleanup removes such invalid registry entries to boost the performance of
thesystem.

Defragment Helps you defragment vital files, such as page files and registry hives for
improving the performancd the system. Files are often stored in fragments in different

locations slowing down system performance. Defragment reduces the number of fragments and
clubs all the fragments into one contiguous chunk to improve system performance.

Application Control Scan

This allows you to check whether security compliance policies framed by your organization are
being followed on each endpoint. It also helps you in verifying whether endpoints have any
unauthorized applications other than the authorized ones runnthgron

_!_ The Application Control Scan feature is available only in the clients with Windows operating systems.

To scan endpoints for compliance control, follow these steps:
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1. Log on to the Quick Heal Endpoint Security web console and then &dilexats > Client
Action.

2. Click Application Control Scan.

A window displaying all the groups appears. Each group includes the names of endpoints belonging
to the group.

3. Under EPS Console, select a group.
In the right pane, all the endpoints of a relevant group arpldjed.
With the Scan Settings button, select your scan setting.
5. Select an endpoint and then cligktify Start Scan.

The selected endpoints are scanned for compliance.

You can stop scanning by clicking Notify Stop Scan or stop sending notificatiookityocitop
Notification any time you prefer.

Terms Definition

Show offline clients Helps you view the endpoints that are not online or
disconnected from the network.

Show endpoints within | Helps display the endpoints that are in a subgroup.

subgroup

Scan Settings Helps you customize the scan settings for application
control.

Notify Start Scan Helps you notify the clients to start scanning.

Notify Stop Scan Helps you notify the clients to stop scanning.

Stop Notification Helps you stop notification.

Scan Settings

This feature helps you customize your scan preference. To customize Scan Settings, follow these
steps:

1. Log on to the Quick Heal Endpoint Security web console and then dilexats > Client
Action > Application Control Scan.

2. On the Applicéion Control Scan, click thBcan Settinggutton and then select any of the
following:

1 Unauthorized applications Helps you initiate scannirfigr unauthorized applications
present ortheclientd endpoint

1 Unauthorized and authorized applicdions: Helps you initiate scanning both for
unauthorized and authorized applications presetit@clientd endpoint

1 Allinstalled applications: Helps you initiate scanning for all applications installed on a
client.

You can select any one of thations for application control scan.
Scanning by first two options may tdkagertime.

3. Tosaveyour settings, cliclApply.
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Vulnerability Scan

This feature allows you to scan the known vulnerabilities in the installed applications of various
vendos such as Adobe, Apple, Mozilla, Oracle etc. and the operating systems on the endpoints
in your network and assess their security status. You can probe the endpoints for applications,

and operating system patches for possible vulnerabilities. This ishilgireate security

measures against the known vulnerabilities and secure the endpoints against data outage.

To enable Vulnerability Scan, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then dilexats > Client
Action.

2. Click Vulnerability Scan.
3. On the Vulnerability Scan page, click tBean Settingshutton.
The Scan Settings dialog appears.
4. UnderScanfor vulnerability against following software vendors, select any of the following:
1 Microsoft applications and other vasrdapplications
1 Microsoft applications only
91 Other vendor applications only
5. To save your settings, clidkpply.
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aapers. ClleNt Deployment

The Client Deployment tab on the Clients page helps you synchronize Active Directory groups
to remotely deploy and installu@k Heal Endpoint Security Client on endpoints. You can also
make a compressed Quick Heal Endpoint Security Client setup Package whiclexsraeting

file to simplify delivery through email, CIROM, or similar media. You can also enable login
script £tup to deploy Quick Heal Endpoint Security Client on remote systems when they log on
to the selected domain or deploy Quick Heal Endpoint Security Clients through imaging. It also
allows you to uninstall clients remotely.

The following table shows a comgon of the features in Client Deployment that are applicable
for different Quick Heal Endpoint Security clients on different operating systems:

Clients
Features
Windows Mac Linux
Through Active Directory -/ X X
Remote Install -/ X X
Notify Install -/ -/ X
Client Packager -/ -/ X
Login Script -/ X X
Disk Imaging -/ X X
Remote Uninstall ‘/ \/ /

Through Active Directory

This feature helps you sync with Active Directory groups. Once you sync the group, the clients
will get installed on all the endpoints whicbme under your domain network. A periodic check

is carried out to find if any new endpoint is added to your network. When a new endpoint is
added, the client gets automatically installed on that endpoint.

You can also exclude certain endpoints from ticéw& Directory group so that the client is not
installed on these endpoints.

Notes:
1 This installation method is available only with Microsoft Windows operating system.

1 To synchronize with Active Directory your console should be installed on the domain
madiine or should be a member of the domain.

Synchronization cannot be done widlsfaultgroup.

Groups shown in Red Color are already synched with Active Directory.
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1 The user should have permissions of Domain Admins to synchronize with Active
Directory.

1 The cefault synchronization time interval is GLOBAL.

Synchronizing with Active Directory
To sync Active Directory groups, follow these steps:

1.

Log on to the Quick Heal Endpoint Security web console and then Sdileats > Client
Deployment

Click Through Acti\e Directory.
A window appears with all the groups.
Under EPS Console, select a group.

In the right pane, Active Directory Container and Synchronization Interval of the selected group are
displayed, if already synched.

Right-click a group and select Synchipe with Active Directory.
The Select a Domain screen appears.

Select a domain and clidkext.

The Authentication screen appears.

Specify the user name in the format of "domain nasername" and enter a valid password
and then clickNext.

The Select Acte Directory Container screen appears.
Select Domain Name or Active Directory Container for Synchronization.

If you select a Domain Name, the whole Active Directory gets synched and if you select any Active
Directory Container then only the selected conégigets synched.

Click Next.
The Synchronization screen appears.

In Synchronization Interval, type the time interval when a periodic check is to be performed
for this group and then clidkinish.

Time should be specified between 1 to 24 hours.
The directoy is successfully synched.

Editing Synchronization

This feature gives you the flexibility to edit the time interval for carrying out periodic checks to
find if a new endpoint is added to the network.

The frequency can be changed depending on how manyoandften new endpoints are added.

To edit the time interval, follow these steps:

1.

Log on to the Quick Heal Endpoint Security web console and the Siiewts > Client
Deployment
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2. Click Through Active Directory.
A window appears with all the groups.
3. Unde EPS Console, rightlick an already synched group and cliedit Synchronization.
The authentication screen for Synchronization with Active Directory appears.
4. Type the password and clitdext.
The Synchronization screen appears.
5. In the Synchronization terval text box, type the time interval.
Time should be specified between 1 to 24 hours.
6. To save the new setting, cli€hnish.

New synchronization setting is saved successfully.

Removing Synchronization
With this feature, you can remove the synchronizatiba group in the following way:

1. Log on to theQuick Heal Endpoint Security @ Console and then seleCtients > Client
Deploymert.

2. Click Through Active Directory.
A window appears with all the groups.

3. Under EPS Console, riglatick a group that has &ady been synchronized and click
Remove Synchronization

The synchronization of the selected group is removed successfully.

Exclusion

With this facility, selected workstations can be excluded from having the EPS Console client
installed on them. You can exde workstations by Host Name, IP Address or IP Range.

To exclude a workstation, follow these steps:

1. Log on to theQuick Heal Endpoint Security @ Console and then seleCtients > Client
Deployment> Through Active Directory.

2. On the Through Active Diory page, click th&xclusion button.
A popup appears with the options about how you want to exclude a workstation.
3. On the Exclude Workstations screen, select one of the following:

1 Exclude by Host Name If you select this option, type the Host Name alick Add.
The workstation is added to the Excluded Workstations list.

1 Exclude by IP Address If you select this option, type the IP address and click Add. The
workstation is added to the Excluded Workstations list.

1 Exclude by IP Range If you select this ption, type the Start IP Range and End IP
Range details and cliockdd. The workstations are added to the Excluded Workstations
list.
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4. To save your settings, clikave

Note: You can delete a workstation from the exclusion list whenever you prefer.

Remote Install

This feature allows you to deploy the Quick Heal client on all supported Windows operating
systems (OS).You can also install Quick Heal client on multiple endpoints at a time. Before
proceeding with Remote Install, it is recommended that you gagdhrthe following
requirements and changes:

Exception Rules:

T

On Windows Vista and later operating systems, Remote Installation is possible only with
O0Buiin tAdmi ni strator 6 -iarc cAdimitni sTtor e&tn@arbd ea dBa
endpoints running Windowsista (or later), follow these steps:

0 Open Command Prompt in administrative mode.
o Type 6énet user adminibBntem ator /[ active: yes

o Change t he paisns wlod ndi noifsCoirtBaliPiapieltoUser r o m
Accounts.

For remote installation of Endmt Security Client on Windows XP Professional Edition,
follow these steps:

0 OpenMy Computer.

Go toTools > Folder.

Click theView tab.

Clear the option Use simple file sharing.
Click Apply and then clickOK.

Remote Installation of Quick Heal is not suped on Windows XP Home Edition. To
install the Quick Heal client on Windows XP Home Edition, other methods of installation
can be used, like Notify Install, Login Script, and Client Packager provided in Quick
Heal Endpoint Security.

o O O O

Remote Install is nadupported with the users having blank passwords on Windows XP
and later operating systems.

To install Quick Heal Client on systems which are under Domain Controller, specify the
user name in 'DOMAINNAMEUJser Name' format where DOMAINNAME is the name
of theDomain Controller and User Name is the name of the Domain Administrator.

For Remote Install, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then dilexats > Client
Deployment> Remote Install

The Remote Install pagg@ens.
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2. You can initiate remote installation in any one of the following ways:
1 Remote Installation by Computers

i.  Under Network Places, select an endpoint, and thenAtick You can select
multiple number of endpoints. You can also search an endpoint Bynitheomputer
utility.

Any endpoint in your network can be searched without enumerating the network.

For adding an endpoint you are required to provide the user credentials of the target
endpoint, having administrator rights.

ii.  Onthe Enter Network Passwaildlog, type the user credentials of the target
endpoint and then clickK.

Repeat these steps for all the endpoints that you have selected. .

If the entered user credentials are correct, the target endpoints appear in the Endpoints
selected to protect lis

In case the user credentials to an endpoint are incorrect or you do not remember the user
credentials to an endpoint, you can skip to the next endpoint and provide the user credentials
to that endpoint by clicking the Skip button.

1 Remote Installation biP Address

i.  Click the Add by IP Address button (you need not select any computer from the
Network Places list)

ii.  Onthe Add Computer by IP Address dialog, select either of the following options:

A Add by IP Address Range If you select this option, you mustguide a range of
IP Addresses in the Start IP Address option and the End IP Address option. This
is helpful if you want to install the Quick Heal client on a number of endpoints
which are available in serial IP Address range at one go.

A Add by IP Address If you select this option, you need to provide the IP Address
of the target endpoint.

3. Once you have entered the IP Address, dlekt.

For all the endpoints on which you want to install the client, you must provide the user credentials
using the User Acamts option.

4. For User Accounts under Add Computer by IP Address, &lodk.
The Add User dialog appears.

5. On the Add User dialog, type the user credentials and thenG@kck
Repeat this for all the computers on which you want to install the client.

6. On theUser Accounts list, clickinish.
All the endpoints are added to the Endpoints selected to protect list.

7. Click Install.

Upon completion of the installation of the Quick Heal client agent, the installation status appears in
the Result field of the selecteddpoints list.
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! The Remote Install feature is available only in the clients with Windows operating systems.

Notify Install

This facility allows you to send email notification to the endpoints in the network to install the
Quick Heal Endpoint Securityient. The message can be typed and saved for future
notifications. This can be edited whenever required.

To notify clients to install the Quick Heal client, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then dilexats > Client
Deployment> Notify Install .

The Notify Install screen appears.

2. Inthe To field, type the email address. In case of multiple recipients insert a semi colon (;)
between email addresses.

Modify the subject line of the message if necessary.
3. Click Send Noaotification.
The default email program on your system opens. Send the mail using the email program.

Users have to click the link provided in the email that will redirect to the Quick Heal client
installation Web page. The users need to install Acti@e clickinstall to proceed with the

Quick Heal client installation. After the Quick Heal client installation is finished, the Quick Heal
AntiVirus installation will be initiated by the Quick Heal client.

! The Notify Install feature is available only in the clients with Microsoft Windows and Mac operating
systems.

Client Packager

Client Packager can compress the Quick Heal client setup and update files iniexsraeling

file to simplify delivery through email, CIROM, or similar media. It also indlies an email
function that can open your default email client and allow you to send the package from the
Client Packager tool.

In Quick Heal Endpoint Security 6.0, Client packager can be created with or without the Quick
Heal installer and also with M&iased client packager. The Client agent installer including
Quick Heal installer is helpful in situations where there are network bandwidth limitations to
download the Quick Heal installer from the Endpoint Security server. In such cases, you can
create theClient agent installer including the Quick Heal installer and burn into a CD/DVD or
copy it to a USB removable disk for deployment on endpoints.

When users receive the package, they just have to dolidkehe setup program to install. The
Quick Heal clents installed through Client Packager communicates to the Quick Heal Endpoint
Security server.
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To create a Windows Quick Heal Client package, follow these steps:

1.
2.

Go toStart > Programs > Quick Heal EPS Console 6.6 Client Packager.
To create client paeger installer, select any of the following options:

1 Create Client Agent installer including Quick Heal installer. Select this option to
create the packager as an executable file. Quick Heal installer is integrated with this
packager so it is useful in deging the Quick Heal clients in low bandwidth
workstations.

1 Create Client Agent installer without Quick Heal installer. Select this option to create
the packager as an executable file. Quick Heal installer is not integrated with this
packager so this paage is smaller in size and is helpful in distributing through email
attachments for installation.

1 Create MSI Client Agent installer: Select this option to create the packager as a
Microsoft installer packagé&his package is useful in deploying the QuickaHclients
through the following:

1 Active Directory group policies

1 Microsoft SMS server

Select the setup type from the following:

1 32-bit for 32-bit client packager

1 64-bit for 64-bit client packager.

Under Select Group, clidBrowseto select a group froine EPS Console groups list.

The selected group gets assigned to the client packager and the installed client through that client
packager will move to the selected group of EPS Console.

5. Specify the folder path where you want to save Quick Heal ClienaBack

Click Create.

1 1 Toinstall Endpoint Security Client on 32-bit operating system, use 32-bit Client packager.
- 1 Toinstall Endpoint Security Client on 64-bit operating system, use 64-bit Client packager.

To create a Mac Quick Heal Client package, follow these steps:

Open Client Packagen®HEPS server following the listed path

1.
2.

Go toStart > Programs > Quick Heal EPS Console 6.6 Client Packager

To create cknt packager installer, Sel€cteate Client Agent Installéor Mac option.
Administratorneals todownload the Mac Client build frothefollowing URL:

1 http://dlupdate.quickheal.com/builds/eps6.0/EPSMACCL.DMG

After downloading, opy ittoil Qu i ¢ KEnddaenaSecurity 6\ddmin\Webbuildla ¢ ma ¢ 0

4. Create a package usijient Packager.

The TAR file created aftgackaging will be saved at acmbatder.
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Whenthe administratodownload AGNSETP fromthelink provided inthe ema i | for ONoti
|l nstall 6, the s dromtipreAGMAC foldebaf EP® sewerl o a d e d

Sending the package through email

You need to have the default mail client installed to use the Client Packager email function.
To send the package from the console, follow these steps:

1. Click Send mail

The default emibclient will open. The email with the default subject and message appears. However,
you can make changes to the subject and message, if required.

2. Inthe To field, specify the recipients of this package.

If required, you can also mark your email to othecipients in your organization in the Cc or Bcc
recipients.

3. Click Send

Note: Send mail button will remain disable for Mac Client PackagdrClient Agent installer
including Quick Heal installesption.

Login Script
This section includes the following.

Installing Login Script

This feature allows you to assign a login script to the users so that they can deploy Quick Heal
Client on remote systems when they log on to the selected domain. You can assign a script called
QHEPS.BAT to the selected users in doenain. This script will install Quick Heal Endpoint
Protection on the system when the user logs on to the concerned domain.

! The Login Script feature is available only in the clients with Windows operating systems.

Opening Login Script Setup

To open te Login Script Setup, follow these steps:

1. SelectStart > Programs > Quick Heal EPS Console 6.0

2. Click Login Script Setup.

3. Type the Super Administrator Password of Quick Heal Endpoint Security an®#ick
The Login Script Setup application opens. Thepaftel of the application includes a tréke
structure that displays all the domains in your network.

Assigning Login Script

To assign Login Script, follow these steps:

1. Doubleclick theDomain.
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2. Click theDomain Name

3. Type the User Name and Password efiiser having administrative privileges of the
selected domain. A list of all users of the selected domain is displayed in the right panel.

I.  Select a user or multiple users from the list to assign login script.
ii. To select all users, cliockheck All.
iii.  To desetct all the selected users, clidhcheck All.

4. Select Overwrite existing Login Script if you want to overwrite the existing assigned login
script of the selected users.

5. To assign login script to the selected users, @iggly .

When a user logs on to therdain server, the assigned login script will deploy the Quick Heal client
on the user system.

1 1  Users who do not have administrative privileges under the domain are shown in red color.

1 The Result for a user can either be Assigned or Not Assigned. If the Result of a user is
Assigned, it indicates that a script is assigned to that user. If the Result of a user is Not
Assigned, it indicates that no scripts are assigned to that user.

1 The Quick Heal client will get deployed only by the users having administrative privileges
on Windows 2000 and later operating systems.

6. To exit the Login Script Setup application, cliClose

Installing Quick Heal Endpoint Security on Mac Operating
Endpoints

Before continuing, create a Mac Client Packager (Rafgr

After theMac Client Packager has been created, the administrator can install EPS client using
Notify Install method.

Notify Install allows you to send-mail notification to the endpoints in the network to install the
Quick Heal Endpint Security client.

To notify clients to install the Quick Heal cliem¢ferthe Notify Install section.

A Notify Install message containing a link for the installer file is sent from the administrator
before insting Quick Heal Endpoint Security.

To install Quick Heal Endpoint Security, follow these steps:

1. Toinstall QHEPS Cliendbn aMac systemtype the link in the browsdsent to you in the-e
mail).

A web page appears that displays the prerequisites forlliatsten and includes a link to the installer
file (Download Mac Client). Please read the prerequisites carefully.

2. Click through the Download Mac Client link.
A tar file is downloaded that includes the installer.

3. Go to the location where you have savedt#indile and extract all its components.
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4. Doubleclick the installer file (EPSMACCL.DMG).

Run the Installer to start the Quick Heal Endpoint Security installation.
Quick Heal Endpoint Security is installed successfully.

1 Installation of Standalone Quick Heal Total Security for Mac build will proceed even if QHEPS client is
installed.

Installing Quick Heal Endpoint Security Client on Linux-
based Endpoints
Quick Heal clients need to be manually installed by the Administrator on Linux endpoints. To
installthe Quick Heal client on Linux endpoints, follow these steps:
1. Fol |l ow the steps according to your endpointa
1 For the 32bit Linux Endpoint, download thépslin32.tar.g&file from the following url:
A http://dlupdate.quickheal.com/builds/eps6.0/epslin32.tar.gz

And copy i t \EndpointtS@uurityd¥ddmihevadbuilde ps|l i n326 f ol de
located inQuick Heal EPS server installation.

1 For the 64bit Linux Endpoint, dwnload the epslin64.tar.gz file from the following url:
http://dlupdate.quickheal.com/builds/eps6.0/epslin64.tar.gz

And copy i t \EndpointtS@uurity®c¥ddntihevadbuldle ps|l i n646 f ol de
locatedin Quick Heal EPS server installation folder.

2. Copy the epslin32 or epslinédlder (according to the configuration your Linux
Endpoint.

3. Open the terminal on yolinux endpointand log in as a root user
4. Trace the path whe the epslin32 or epslin64 folder is saved.
5. Type the command ./install to execute the installation script of Quick Heal.

The installation script will do the following:
1 It copies the necessary files to /usr/lib/Quick Heal folder.

1 It will install Quick Healclient successfully.
6. This completes the Quick Heal clienttakation

Online Protection is supported only on 32-bit Operating Systems.

Quick Heal GUI Scanner is available only on 32-bit endpoints, it will not be available for 64 bit endpoints. Quick
Heal settings can be configured for 64 bit endpoint using command line interface.

After installation:
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1 If Online Protection is not installed by ./install script, you can install online protection by
running ./install script with-online parameter. If aoimatic installation of Dazuko fails,
it prompts for the dazuko file. Quick Heal Online Protection (ghdaemon) requires
Dazuko, a free software project providing access control. In order to use ghdaemon, you
will need to compile Dazuko as kernel module ampde into the kernel. Visit
http://dazuko.ordor more details.

1 Configure Quick Heal Online Protection. You can configure Quick Heal Online
Protection later by running "configghonline” from /usr/lib/QuickHeal/QuickHeal.

Disk Imaging

You can deploy Endpoint Security client also through disk imaging like Sysprep.
To deploy clients through Disk Imaging, follow these steps:

1. Disconnect the computer that will be used as a source for disk imaging from the network, or
ensure thathis computer is not able to communicate to the Endpoint Security server.

2. Install operating system and other applications.
3. Install Client. To install Client, follow these steps:
i.  Create a Client Packager without AV Build

ii. Create a Client Packager with AV i
4. Create a disk image.

Note: All the Endpoint Security clients have GUID (Globally Unique Identifier). If the Endpoint
Security client (after installation on the endpoint that is the source for disk imaging)
communicates with the Endpoint Security sertee server will automatically assign GUID to

this client. If such a client is Disk Imaged, then the Endpoint Security server will not able to
uniquely identify the clients after deployment of the image on multiple endpoints. To avoid this,
ensure that #n Endpoint Security client does not communicate with the Endpoint Security server
when it gets installed on the computer that is the source for disk imaging.

! The Disk Imaging feature is available only in the clients with Windows operating systems.

Firewall Exception Rules

Operating systems such as Windows and Linux have their own Firewall bundled with them. If
the user prefers to retain the firewall bundled with the Operating System, then exceptions can be
created with Endpoint security for such systehtgese exception rules are created during
installation of Quick Heal Endpoint Security. For the system on which Quick Heal Endpoint
Security is installed, the exceptions will be automatically created during installation. For the
Quick Heal client the excéipn will automatically be created during deployment of Quick Heal
clients.

The system with Quick Heal Endpoint Security will require three exception rules: one for the
server, one for its own client, and one for the Endpoint Security site configured on it
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The following are the exception rules for server:
1 Agent Server 6.0
91 Client Agent 6.0
1 Endpoint Security Site Port 6.0

The system with the Quick Heal client will require one exception rule to be created. The
following is the exception rule for clients:

1 Client Agent 6.0

If the client system is a Linukiased system, the exception rule will be created in its Firewall as a
port number.

Remote Uninstall

With Remote Uninstall, you can remove the Quick Heal client along with AntiVirus program
from the computers oyour network remotely.

! The Remote Uninstall feature is available in the clients with Microsoft Windows, Mac, and Linux operating
systems.

To remove the client through Remote Uninstall, follow these steps:

1. Log on to the Quick Heal Endpoint Security weginsole and then seleCtients > Client
Deployment > Remote Uninstall

The Remote Uninstall dialog appears that displays all the groups. Each group includes the name of
endpoints belonging to the group.

2. Select the endpoint from which you want to unindtadl Quick Heal client. To uninstall
Quick Heal Client from all endpoints, click the checkboxes available to the endpoint name
columns.

You can also schedule uninstallation from endpoints that are not online or not present in the network
by selecting Showffline clientsSelect the Show Endpoints within subgroup to display the name of
endpoints that are in the subgroup from the list of endpoints without actually exploring the network.

3. Select Start Uninstall Notification.

The uninstallation starts.

Stop Uninstallation Notifications

If you want to send notifications to stop uninstallation to the endpoints that have not yet started
uninstallation, follow these steps:

1. Select the endpoints from which you want the clients should not be removed.
2. Click Stop Uninstall Notification.

3. Clients that have not yet started the client uninstallation will skip the uninstallation request.
However, clients that are already running the uninstallation program cannot stop the
uninstallation procedure.
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Terms Definition

Show offline clients Helps you view the endpoints that are not online or are
disconnected from the network.

Show endpoints within | Helps display the endpoints that are in a subgroup.
subgroup

! Noatification for Remote Uninstall from QHEPS web console will not be sent if the user is not logged on to
the Mac system.
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This feature helps you create groups and subgroups, and apply a policy to a group (or a
subgroup). A group includes a number of endpoints and all the endpoints within a group share
the same qlicy. You can delete or rename a group or set different policies for different group.
You can also move endpoints from one group to another. You can export or import groups from
one EPS server to another along with policies assigned to them.

Adding a Group

To add a new group, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then €dilexats > Manage
Groups.

2. Select the root node, for example Endpoint Security, and therctigkit.

A submenu appears with the options sastdd Group, Delete Group, Rename Group, Import from
Active Directory, and Set Policy. However, only Add Group is enabled.

3. SelectAdd Group.

The Add Group screen appears.

In the Enter Group Name text box, type a group name.
5. Click OK.

The new group is addl.

Terms Definition

Show endpoints within | Helps you display the endpoints that are in a subgroup.

subgroup
Search Helps you search an endpoint by its name or IP Address.
Csv Helps you save the report in CSV format.

1 No subgroup can be created under the Default group.

Adding a Subgroup

To add a subgroup, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then Sdilexats > Manage
Groups.

2. Under EPS Console, select a group and then-dligk it.
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A submenu appears withd options such as Add Group, Delete Group, Rename Group, Import from
Active Directory, and Set Policy.

SelectAdd Group.

The Add Group screen appears.

In the Enter Group Name text box, type a group name.
Click OK.

The subgroup is added.

Deleting a Group

To delete a group, follow these steps:

1.

Log on to the Quick Heal Endpoint Security web console and then &dilexats > Manage
Groups.

Under EPS Console, select a group and then-digtK it.

A submenu appears with the options such as Add Group, Deletgp GRename Group, Import from
Active Directory, and Set Policy.

SelectDelete Group A confirmation message is displayed.

4. Click OK.

The selected group is deleted.

Note: If you delete a group that includes subgroups, then all the subgroups are aldo delete

Renaming a Group

To rename a group, follow these steps:

1.

Log on to the Quick Heal Endpoint Security web console and then &dilexts > Manage
Groups.

Under EPS Console, select a group and then-digtK it.

A submenu appears with the options suchdd Group, Delete Group, Rename Group, Import from
Active Directory, and Set Policy.

SelectRename Group

The Rename Group screen appears. The old group name is also displayed.
In the Enter New Name text box, type a new group name.

Click OK.

The group nam is modified. However, the policy applied earlier to this group does not change. To
change a policy, you have to apply a new policy.
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Importing from Active Directory

This feature allows you to import Active Directory Structure in the console. This isihelpén

you need to have group structure in the console that is already available in the Active Directory.
Note:

1 To import from Active Directory, your Console must be installed on the domain machine
or it should be a member of the domain.

T Al mport vFer oDm rAeccttior yo cannot be done with t
To import Active Directory Structure, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and sgliectts > Manage
Groups.

2. Under EPS Console, riglatick a group.

Add Group, Datte Group, Rename Group, Import from Active Directory, and Set Policy options are
displayed.

3. Select the Import from Active Directory option.
The Active Domain Controller dialog appeatrs.

4. Select a domain and then cliblext.
The authentication screen appears

5. Type the user name in the format "domain nauser name" and then enter your password.
Click Next.

6. On the Select Active Directory Container screen, select a Domain Name or Active Directory
Container to import.

7. If you select a Domain Name, the whole Aetirectory will get imported and if you select
any Active Directory Container, only the selected container will get imported.

8. Click theFinish button.

Setting Policy to a Group
Policies may include different client settings for different groups in am@aton.To set a
policy to a group, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then €dileats > Manage
Groups.

2. Under EPS Console, select a group and then-dligk it.

A submenu appears with the options sucAdd Group, Delete Group, Rename Group, and Import
from Active Directory, and Set Policy.

3. Click theSet Policyoption.

A list of policies appears.
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4. Select the policy that you want to apply.

The policy is applied. The applied policy is displayed in thet pginel along with the endpoint name,
group, and other details.

Changing Group of an Endpoint

This is helpful if you think an endpoint should be in a certain group or the group has to be
changed because of policy change at your organization. In casege eharcorporated, the
protection policy of the new group will apply.

To change group of an endpoint, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then €dileats > Manage
Groups.

2. Under EPS Console, select a group.
Alist of all endpoints of the selected group is displayed in the right panel.
3. Select an endpoint and drag it to a different group where you want.

The endpoint is included in the new group.

Exporting groups and policies

This feature allows you to export gfmiand policies assigned to them from one EPS server to
another. This is helpful when you need to move groups from one EPS server to another or in case
of reinstallation. The data is downloaded to a .db file. You must copy that file to another server
and wse the import option to import groups and policies assigned to them.

To export groups and policies assigned to them, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and sgliectts > Manage
Groups.

2. Click Export.
Amessageisids pl ayed as foll owsd Do you want to save
3. Click Save

The file containing groups and policies assigned to them is saved.

Importing groups and policies

This feature allows you to import entire groups and policies assigned to them &dar&n
server to another. The groups data is downloaded to a .db file when you export the groups. You
must copy that file to another server and use the import option for groups.
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To import groups, follow these steps:

1. Log on to the Quick Heal Endpoint Sedynveb console and seleCtients > Manage
Groups.

2. Click Import .
The wizard to select file appears

3. Select file which is exported previously

The groups and policies agsed to them are imported aadnessage is displayed as follows
1 "File imported succssfully".

Note: Policies which are not assigned to any group are not exported or imported from Manage
Groups page. Those policies can be exported or imported by using Export or Import option on
Clients > Manage Policies page
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Each organiation prefers to enforce a policy that regulates its users. Quick Heal Endpoint
Security allows the administrators to create policies that help centrally control and manage the
users belonging to a group.

You can create a policy about permission to visiy @ertain Websites, scan their systems
regularly and implement policy for email communication. You can also restrict usage of certain
applications and USBased device§.he Manage Policies featugéves you the flexibility and
control over creating nepolicies and modifying or removing an existing polibytferent

protection policies can be created for different groups for better control.

Policies may include different client settings and scan schedules. Once a policy is created, it can
be easily appdid to a group. The users under a group or a subgroup will inherit the same policy.
A group is nothing but a department in an organization. You should create groups before you
create a policy setting.

To learn about how to create a grospeAdding a Group

Understanding Security Policy Scenario

The following example illustrates how different security policies can be created within an
organization for different departments. Two departments namely Marketing and Accounts have
beentaken as an example.

Policy Settings for Marketing and Account Departments Compared

Client Settings Policy Features Marketing Dept. | Accounts Dept.
Scan Settings Scan mode Automatic Advanced
Virus Protection Setting Enabled Enabled
Block suspicious packed Enabled Enabled
files
Automatic Rogueware scan | Enabled Enabled
Disconnect Infected Not Enabled Enabled

Endpoints from the network

Email Settings Email Protection Enabled Enabled
Trusted Email Clients Enabled Enabled
Protection
Spam Protection Level Soft Strict
External Drives Scan External Drives Enabled Enabled
Settings -
Autorun Protection Enabled Enabled
Mobile Scan Not Enabled Enabled

IDS/IPS IDS/IPS Enabled Enabled

54



Manage Policies

Disconnect system from the | Not Enabled Enabled
network (only in case of
DDOS and Port Scanning
attack)
Firewall Firewall Enabled Enabled
Level Low High
Web Security Browsing Protection Enabled Enabled
Phishing Protection Enabled Enabled
Web Categories Business Allowed Denied
Social Networking Denied Denied
Application Control CD/DVD Applications Authorized Unauthorized
Games Unauthorized Unauthorized
Advanced Device Enable Advanced Device Enabled Enabled
Control Control
Device Types No devices Devices selected
enabled and enabled
Exceptions Not enabled Enabled and
appropriately added
Data Loss Prevention | Enable Data Loss Enabled Enabled
Prevention
Select Data Transfer Monitor Monitor Transfer
Channels Network Share, | through Application,
Monitor Monitor Removable
Clipboard, devices
Disable Print
screen
Select Data to be monitored | File Types, File Types,
Confidential Confidential Data
Data, User
Defined
Dictionaries
Actions Block and Report only
Report
File Activity Monitor Enable File Activity Monitor | Enabled Enabled
Removable Drives Enabled Enabled
Network Drives Enabled Enabled
Local Drives Not Enabled Enabled
Update Setting Automatic update Enabled Enabled
Download from Internet Enabled Not Enabled
Download from Endpoint Not Enabled Enabled
Security Server
Internet Settings Proxy Settings Enabled Not Enabled
General Settings Authorize access to the Enabled Enabled

client settings
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Creating Polices

You can create different policies with different client settings and scan schedules to apply to
different groups. This can help you maadge groups and users in a better way.

Creating a new policy
To create a new policy, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then Sdileats > Manage
Policies

2. To create a new policy, cliokdd.

The new policy s8ngs screen appears.
3. In the Policy Name text box, type the policy name.

After naming the new policy, you need to configure the client settings and schedule settings.
4. To save your settings, clickave Policy

1. While creating a new policy, you can alloletclients to configure their own
- settings by selecting the Let clients configure their own settings option.

Note: If you enable this option, tAelvancedDeviceControl andDatal oss
Prevention features are disabled.

Renaming a policy
To rename a policyfpllow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then Sdieats > Manage
Policies

2. Click the policy that you want to rename.
The selected policy appears with its settings

3. In the Policy Name text box, rename the policy.
You can change the policy settings also.

4. To saveyour setting, clicksave Policy

Deleting a policy
To delete a policy, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then Edileats > Manage
Policies

2. Select the policyhat you want to delete, and then clidklete
A confirmation message appears.

3. If you are sure to delete the selected policy, cHES.
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If the selected policy is applied to a group, it cannot be deleted and a message about Failed to delete
policies appeas.

! If a policy is applied to group and you want to delete it, apply a different policy to that group so the target
policy is not applied to any group and then delete such a policy successfully.

Importing and Exporting Policies

This feature allows you tonport or export the policies of Quick Heal Endpoint Security. If you
need reinstallation or have multiple endpoints and want the same settings, you can simply
export the settings configured on your current endpoint and easily import them on the
endpoin(s). Both the default settings and the settings made by you can be exported.

Tip: The settings must be exported before you uninstall Quick Heal Endpoint Security. Importing
or exporting the settings can be done in the same way.

Exporting a policy

To expot the policy settings, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then €dilets > Manage
Policies

2. Select a policy that you want to export and then clickexgort button.
3. Select the drive and folder in which yaant to store the policy.

4. Click Save
The policy settings file is exported to the selected location.

Importing a policy
To import the policy settings, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then €dilexats > Manage
Policies

2. Click thelmport button.
3. Select the Import Settings file from the location where it exists.
A new message appears that allows you to select which policies you want to import.

4. Select the policies that you want to import and then ¢hgbort .
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Quick Heal EPS 6.0 has a new feature whereby you can keep a watch on the System information,
hardware informatiorsoftwareinstalled and Updates that have been carried out on your

systems. You can also view the hardware changes if any that deetorthe configuration of the
systems in your network. You can also keep a tab on the list of the endpoints where the changes
have actually been carried out and export the above information to a .csv file.

Viewing the details for Endpoints

To view detaildollow the given steps:
1. Log on to the Quick Heal Endpoint Security web console.

2. Click Clients > Assets The Assets view displays with the details of assets such as Endpoint
name, group, domain, IP address, Operating system, and manufacturer name.

To lookup the details for a particular Endpoint, enter the Endpoint name in the search textbox and
click the search icon.

3. Select an Endpoint from the displayed list and click/@aw Detailsto obtain more details
regarding the changes to the asset in terms tésyfardware, software and Updates
installed.

Enabling Asset Management
You can enable the Asset Management reporting by the following procedure.
1. Log on to theQuick Heal Endpoint Security web console

2. Click Admin Settings> Clients.
3. Click Asset Managemenh
4. EnableAsset Management
5. Click Apply.
!
1  The Asset Management feature is available only for clients with Windows operating systems.

1  The details of some software(s) may not be displayed in Assets.

58



Chapter 10. Settl n g S

This feature allows the administrators te sed customize the settings of the default policy. The
default policy is available as soon as you install the product on your system. The default policy
includes both the client settings and schedule scan settings and is optimal for security that you
canapply to a group. However, you can customize the settings according to the requirement but
its name cannot be changed. The default policy is also available in the Manage Policies option
(Quick Heal Endpoint Security > Clients > Manage Police} from where pu can customize

its settings.

Importantly, if you have customized the settings and later you want to revert to the default
settings, you can do so by clicking the Default button.

Client Settings

This section includes the following.

Scan Settings

This fedure allows you to define a policy on how to initiate the scan of the client systems in your
organization. The policy can be refined to enable Virus Protection or DNA scanning or include
blocking of any suspicious packed files, and other settings.

The following table shows a comparison of the features in Scan Settings that are applicable for
different Quick Heal Endpoint Security clients on different operating systems:

Clients
Features
Windows Mac Linux
Automatic scan mode \/ \/ X
Scan executable files \/ \/ X
Scan all files (Takes longer time) -/ -/ X
Scan packed files -/ X X
Scan mailboxes -/ X X
Scan archives files -/ -/ X

To create a policy for Scan Settings, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then Seliéicigs
2. On the Settings screen, cliican Settings

3. Under Scanner Settings, select the scan mode.

The Scan Mode includésitomaticand Advanced
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You can enable Virus Protection, Advanced DNAScan, Block Suspicious files, Automatic Rogueware
Scan, Disconnect facted Endpoints from the network, Exclude files and folders, and exclude
extensions from being scanned.

4. Tosaveyour setting, clicksave Policy

Scanner Settings
Under Scanner Settings, you can select either of the following scanning options:

1 Automatic*: This is the default scan setting that ensures optimum protection to the
clients.

1 Advanced If you select this option, you may further need to customize the configuration
of scanning options as per your requirement. When you select this option, othesfeatur
are activated that are described as follows:

Features Description
Select items to scan Select either of the options to scan:
Scan executable files: Includes scanning of executable
files only.

Scan all files: Includes scanning of all files but takes
longer time for scanning.

Scan Packed Files* Scans packed files inside an executable file.
Scan Mailboxes* Scans emails inside the mailbox files.
Scan Archive Files* Scans compressed files such as ZIP and ARJ files

including other files.

Archive Scan Level You can set the level for scanning in an archive file. The
default scan level is set to 2.

You can increase the default scan level however that may
affect the scanning speed.

Select action to be performed You can select an action that you want to take when a
when virus found in archive file | virus is found in archive file during an on-demand scan.
You can select any one of the following actions:

1 Delete i Deletes the entire archive file even if a single
file within the archive is infected.

1 Quarantine i Quarantines the archive containing the
infected file(s).

1 Skipi Takes no action even if a virus is found in an
archive file.

Select action to be performed You can select an action that you want to take when a
when a virus is found virus is found during manual scan. You can select any one
of the following actions:

1 Repairi All the infected files are repaired
automatically. The files that are not repairable are
deleted.

1 Deletei All the infected files are deleted
automatically.

9 Skipi Takes no action even if a virus is found in a
file.
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! To know for which clients the asterisked features are applicable, see the comparison
table.

Virus Protection Settings

This feature helps you continuously monitor the client systems against uhasesay infiltrate

from sources such as email attachments, Internet downloads, file transfer, and file execution. It is
recommended that you always keep Virus Protection enabled to keep the client systems clean
and secure from any potential threats.

The fllowing table shows a comparison of the features in Virus Protection Settings that are
applicable for different flavors of Quick Heal Endpoint Security clients:

Clients
Features
Windows Mac Linux

Load Virus Protection at Startup \/ \/ /
Display alert messages \/ \/ X
Report source of infection -/ X X
Select action to be performed

when a virus is found '/ '/ S

With Virus Protection, you can configure the following:

Features Description

Enables real-time protection to load every time the system
is started.

Load Virus protection at Startup

Display Alert messages Displays an alert message with virus name and file name,
whenever any infected file is detected by the virus

protection.

Report source of infection Displays the source IP address of the system where the

virus is detected.

Select the action to be You can select an action that you want to take when a
performed when a virus is found | virus is found during manual scan. You can select any
one of the following actions:

Repair i All the infected files are repaired automatically.
The files that are not repairable are deleted.

Delete i All the infected files are deleted automatically.
Deny Access i Access to an infected file is blocked.

Advanced DNAScan Settings

Helps you safeguard the client systems evemagaew and unknown malicious threats whose
signatures are not present in the virus definition database. DNAScan is an indigenous technology
of Quick Heal to detect and eliminate new types of malware in the system. DNAScan technology
successfully traps spected files with very less false alarms.
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Advanced DNAScan Settings also includes the following:

Features Description
Enable DNAScan Helps in scanning the systems based on Digital Network
Architecture (DNA) pattern.
Enable Behavior detection Helps in scanning the files and systems based on their
system behavior. If the files or systems behave suspiciously or

their behavior changes by itself is considered as
suspicious. This detection can be categorized based on
their criticality level as Low, Moderate, and High. You can
select the detection criticality level depending on how
often suspicious files are reported in your systems.

Submit suspicious files Helps in submitting suspicious files to the Quick Heal
research lab automatically for further analysis.

Show notification while Displays a notification while submitting DNA suspicious

submitting files files.

! 1 The Advanced DNAScan Settings feature is available only in the clients with

Windows operating systems.

1T The 6éBehavior det ect isaatapgligasld fa WiddowscXR n
64-bit and Windows Server platforms.

Block suspicious packed files

This feature helps you identify and block access to the suspicious packed files. Suspicious
packed files are malicious programs that are compressedl@dpansd encrypted using a variety
of methods. These files when unpacked can cause serious harm to the endpoint systems.

It is recommended that you always keep this option enabled to ensure that the clients do not
access any suspicious files and thus prethenspread of infection.

! The Block suspicious packed files feature is available only in the clients with Windows operating systems.

Automatic Rogueware Scan Settings

This feature automatically scans and removes rogueware and fakewassoftwarelf this
feature is enabled, all the files are scanned for possible rogueware present in a file.

! The Automatic Rogueware Scan feature is available only in the clients with Windows operating
systems.

Disconnect Infected Endpoints from the network

This digonnects the infected endpoint(s) from the network. The following options are available:

1 When nonrepairable virus found: Disconnects thendpoint if a nonrepairable virus
is found running in the memory.

1 When suspicious file found by DNAScanbDisconnectshe endpoint if any suspicious
file is found running in the memory.
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The Disconnect Infected Endpoint is from the network feature is available only in the clients with Windows
operating systems.

Exclude Files and Folders

This feature helps you decidéieh files and folders should be omitted from scanning for known
viruses, Advanced DNAScan, and Suspicious Packed files. It is helpful in case you trust certain
files and folders and want to exclude them from scanning.

The following table shows a companisof the features in Exclude Files and Folders that are
applicable for different Quick Heal Endpoint Security clients on different operating systems:

Clients
Features
Windows Mac Linux
Exclude from: Known Virus
Detection ‘/ ‘/ X
Exclude from: DNAScan 1/ X X
Exclude from: Suspicious
Packed Files Scan '/ X X
Exclude from: Behavior
Detection '/ . =

To add a file or a folder, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then cliGetiiagstab.

2. On the Settings screenjald Scan Settings
3. Under Exclude File and Folders, cligkid.
4. On the Exclude Item screen, select either of the following:

T

T

Exclude Folder. If you select Exclude Folder, type the folder path in Enter folder path.

If you want a subfolder also to be excludemhf scanning, select Include Subfolder.
Exclude File If you select Exclude File, type the file path in Enter file path.

5. Under Exclude from, select any of the following as per your requirement:

1 Known Virus Detection
1 DNAScan
1 Suspicious Packed Files Scan
1 Behavior Detection
6. To save your settings, clicBK.
Important:
9 If you select Known Virus Detection, DNAScan and Suspicious Packed File Scan will

also be enforced and all the three options will be selected.
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1 If you select DNAScan, Suspicious Packed File Sciflralso be enforced and both the
options will be selected.

1 However, you can select Suspicious Packed File Scan or Behavior Detection as a single
option.
Exclude Extensions

This feature helps you exclude the files from scanning bytirealvirus protectio by their
extensions. This is helpful in troubleshooting performance related issues by excluding certain
categories of files that may be causing the issue.

To exclude a file extension from scanning, follow these steps:

1 Under Exclude Extensions, type artansion in the file extension name text box, and
then click Add.

The file extension should in the format: xml, html, zip etc. without any dots.

! The Exclude Extensions feature is available only in the clients with Windows and Mac operating systems.

Email Settings

This feature allows you to customize the protection rules for receiving emails from various
sources. You can set rules for blocking spam, phishing and virus infected emails.

The following table shows a comparison of the features in Email Settiaggare applicable for
different Quick Heal Endpoint Security clients on different operating systems:

Clients
Features
Windows Mac Linux
Enable Email Protection \/ / X
Enable Trusted Email Clients
Protection ‘/ 4 X

To configure Email Settings, follothese steps:

1. Log on to the Quick Heal Endpoint Security web console and then cliGethiagstab.
2. On the Settings screen, cliknail Settings

3. Select the options that you want to enable.

The Email Setting options include: Email Protection, Trusted E@iaints Protection, Spam
Protection, Spam Protection Level, white list, and black list.

4. Tosaveyour setting, click Save Policy

Email Protection

With this feature, you can apply the protection rules to all incoming emails. These rules include
blockinginfected attachments (malware, spam and viruses) in the emails.
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To apply email protection to the users in a group, select Enable Email Protection. Once the
feature is enabled, all incoming emails will be scanned before they are sent to Inbox.

! The Email Protection feature is available only in the clients with Microsoft Windows and Mac operating

systems.

Trusted Email Clients Protection

Since email happens to be the most widely used medium of communication, it is used as a
convenient mode to deliver malveaand other threats. Virus authors always look for new
methods to automatically execute their viral codes using the vulnerabilities of popular email

clients. Worms also use their own SMTP engine routine to spread their infection.

Trusted Email Clients Ptection is an advanced option that authenticates eseading
system before

application o

n the

t

sends

spreading further. It includes a default email client list that is allowed to send emails. Email
clientsin the default list include Microsoft Outlook Express, Microsoft Outlook, Eudora, and

Netscape Navigator.

Trusted Email Clients Protection supports most of the commonly used email clients such as
Microsoft Outlook Express, Microsoft Outlook, Eudora andsiape Navigator. If your email

client is different from the ones mentioned, you can add such email clients in the trusted email

client list.

! The Trusted Email Clients Protection feature is available only in the clients with Windows operating

systems.

Spam Protection

This feature allows you to differentiate genuine emails and filter out unwanted email such as

€ ma

spam, phishing, and adult emails. We recommend you to always keep Spam Protection enabled.
If you enable Spam Protection, the Spam Protection | &Vkite list, and Black list options are

also activated.

The following table shows a comparison of the features in Spam Protection that are applicable
for different Quick Heal Endpoint Security clients on different operating systems:

Clients
Features
Windows Mac Linux
Spam Protection »/ »/ X
Spam Protection Level »/ X X
Enable White list v v X
Enable Black list v v X

Configuring Spam Protection

To configure Spam Protection, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console bed tlick theSettingstab.
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2. On the Settings screen, goQtent Settings> Email Settings

3. SelectEnable Spam Protection
Under Spam protection level, set the protection level from the following:
1 Soft: Applies soft filtering spam protection policy.

1 Moderate: Ensures optimum filtering. It is recommended to have moderate filtering
enabled. However, this is selected by default also.

1 Strict: Enforces strict filtering criteria. However, it is not ideal as it may block even
genuine emails. Select strict filtegronly if you receive too many junk emails

5. Select Enable white list to implement protection rules for whitelisted emails.
6. Select Enable email black list to implement the protection rules for blacklisted emails.
7. To save your settings, clickave Policy

! To know for which clients the asterisked features are applicable, see the comparison table.

Setting spam protection rule for Whitelist

Whitelist is the list of trusted email addresses. Content from the whitelistedIBs&lallowed
to skip the spam protection filtering policy and is not tagged as SPAM.

This is helpful if you find that some genuine email IDs get detected as SPAM. Or if you have
blacklisted a domain but want to receive emails from certain email addhessdahat domain.

To add email addresses in the whitelist, follow these steps:
1. SelectEnable White List.

Check whether Spam Protection is enabled. If Spam Protection is enabled only then the whitelist
option is activated.

2. In the Email ID text box, type amail address or a domain and then chckl.
You can import email addresses or domains from text file usirighart button.
Note:
1 An emails address should be in the fornaac@abc.com
1 A domain name should be ingliormat:*@mytest.com

! The same email ID cannot be entered in both blacklist and whitelist.

Setting spam protection rule for Blacklist

Blacklist is the list of email addresses from which all emails are filteregh@cese of their
content. All the emails from the addresses listed here are tagged as "[SPAM]

This feature is useful particularly if your server uses an open mail relay, which is used to send
and receive emails from unknown senders. This mailer sysarhe misused by spammers.

With blacklist, you can filter incoming emails that you do not want or are from unknown senders
both by email IDs and domains.
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To add email addresses in the blacklist, follow these steps:

1. SelectEnable black List.

Check whetheBpam Protection is enabled. If Spam Protection is enabled only then the blacklist
option is activated.

2. IntheEmail ID text box, type an email address or a domain and thenAuidk
You can import email addresses or domains from text file usirigart button.
Note:
1 An emails address should be in the format: abc@abc.com.
1 A domain name should be in the format: *@mytest.com.

_!_ The same email ID cannot be entered in both blacklist and whitelist.

External Drives Settings

Whenever your system comes in @mttwith any external devices, your system is at risk that
viruses and malwares may infiltrate through them. This feature allows you to set protection rules
for external devices such as CDs, DVDs, and W&Bed drives.

The following table shows a companisof the features in External Drives Settings that are
applicable for different Quick Heal Endpoint Security clients on different operating systems:

Clients
Features
Windows Mac Linux
Scan External Drives 1/ X X
Autorun Protection Settings 1/ X X
Mobile Scan Settings »/ X X

To configure External Drives Settings, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console and then cli@etiiagstab
2. On the Settings screen, cliBkternal Drives Settings.

3. Select the options that you waatenable.

The External Drives Settings options include: External Drives Settings, Autorun Protection Settings,
and Mobile Scan Settings.

4. To saveyour setting, clicksave Policy
External Drives Settings includes the following:

External Drives Settings

With External Drives Settings, you can scan the W8&Bed drives as soon as they are attached

to your system. The USBased drives should always be scanned for viruses before accessing it
from your system, as these devices are convenient mediums for ti@ngfeses and malwares
from one system to another.
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Autorun Protection Settings

Autorun Protection protects your system from autorun malware that tries to sneak into the system
from USB-based devices or CDs/DVDs using the autorun feature of the insipkedting

system.

Mobile Scan Settings

This feature scans for viruses, spywares and other malwares in mobile devices. To scan your
mobile device you need to connect it to PC using any of the following methods:

1 USB Cable
1 Bluetooth
Note: The Mobile Scan faate is not supported on server operating systems.

IDS/IPS

When you create a network where numerous machines are deployed, security is of paramount
concern. With IDS/IPS, you can detect attacks from various sources such as IDS/IPS, Port
scanning attack, Disbuted Denial of Service (DDOS) and so on. This detection implements a
security layer to all communications and cordons your systems from unwanted intrusions or
attack. You can also take actions like blocking the attackers for certain time, disconthecting
infected system from the network, and also send an alert message to the administrator.

! The IDS/IPS feature is available only in the clients with Microsoft Windows.

You can create different policies with varying IDS/IPS settings and apply thém ¢gwdups so
that each has separate policies based on the requirement.

1. Log on to the Quick Heal Endpoint Security web console and then cli@etiiagstab
2. On the Settings screen, clitRS/IPS.
3. Enable any of the following:
1 Enable IDS/IPS
1 Detect Port Saaning Attack
1 Detect DDOS(Distributed Denial of Service) Attack
4. From the following, select an action to be performed when attack is detected:
Bl ock Attackers I P for e Minutes.
Enter time here.
Disconnect endpoint from the network (only in case of DDOS andS2anning attack).

Display alert message when attack is detected.

= =A 4 A4

This helps you take an appropriate action when attack is detected.
5. To save your settirgyclick Save Policy
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Customization for Port Scanning

Further customization settings for Detect Fwanning Attack and Detect DDOS (Distributed
Denial of Service) Attack are as follows:

1.

On thelDS/IPS screen, click Customize available nexDetect Port Scanning Attackor
Detect DDOS (Distributed Denial of Service) Attack.

A dialog for further setting appears

Select one of the levels from:

1 Soft: Detects attack if many ports are scanned.

1 Normal: Detects attack if multiple ports are scanned.
9 Strict: Detects attack even if a single port is scanned.
1

Custom: Helps you customize the attack condition and Ioeinof scanned ports exceeds
than field.

To exclude an IP address that you do not want to be scannedidtiaknder Excluded IP
Addresses.

4. On the Add IP Address screen, type an IP Address or IP range and thédiclick

6.

To exclude Port that you do not wda be scanned, clickdd available under Excluded
Ports.

On the Add Port screen, type a Port or Port range and therOd{ick

Customization for Distributed Denial of Service

Further customization settings for Distributed Denial of Service Attack amdl@ass:

1.

On the IDS/IPS screen, click Customize available next to Detect DDOS (Distributed Denial
of Service) Attack.

A dialog for further settings appears

Select one of the levels from:

1 Soft: Detects if many attacks occur.

1 Normal: Detects if multiple attdes occur.

1 Strict: Detects attack even if a single attack occurs.
1

Custom: Helps you customize the attack condition and number of attack sources exceeds
than the specified limits.

To exclude an IP address that you do not want to be scannedid@tiaknder Excluded IP
Addresses.

4. On the Add IP Address screen, type an IP Address or IP range and theédkclick

To exclude Port that you do not want to be scanned, &lickoption available under
Excluded Ports.

On the Add Port screen, type a Port or Port rangerardclickOK .
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Firewall

Firewall shields your system by monitoring both inbound and outbound network traffic. It
analyzes all incoming traffic whether it is secure and should be allowed through, and checks
whether the outgoing communication follows thenptiance that you have set for security
policies. Firewall works silently in the background and monitors network activity for malicious
behavior.

You can create different policies for various groups/departments like enabling Firewall
protection, applying ifFewall security level with an exception rule and other settings according to
the requirements. For example, you can apply security level as High for the Accounts
Department, and apply an exception rule by entering the policy with additional policysetting
You can also apply thBisplay alert message when firewall violation occanglEnable firewall
reportsoptions. While for Marketing Department, you can create a policy with security level as
Low without an exception rule and apply tBeable firewall eportsoptions only.

1 The Firewall feature is available only in the clients with Microsoft Windows.

To configure a policy for Firewall setting, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console and then cli@etiiagstab
2. Onthe Settings screen, cliékrewall.
3. ToenableFirewall, selecEnable Firewall.
4. Inthelevel option, select one of the following:
1 Block all
1 High
1 Medium
T Low

5. If you want an alert message about firewall violation, sédesyilay alert message when
firewall violation occurs.

6. If youwantreports for all blocked connections, select Enable firewall reports.
7. To saveyour setting, click Save Policy

Note: If the Firewall policy is set as 'Block All' or 'High', Firewall will block all connections and
generate mangeports that may impact your network traffic.

Exceptions
Security Level Description

Block all Blocks all Inbound and Outbound traffic without any exception. This
is the strictest level of security.

High Blocks all Inbound and Outbound traffic with an exception rule. The
exception policy can be created for allowing or denying traffic either
for inbound or outbound through certain communication Protocols,
IP address, Ports such as TCP, UDP, ICMP.
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Medium Blocks all Inbound and allows all Outbound traffic with an exception
rule.

The exception policy can be created for allowing or denying traffic
either for inbound or outbound through certain communication
Protocols, IP address, Ports such as TCP, UDP, and ICMP. For
example, if you allow receiving data from a certain IP address, the
users can receive data but cannot send to the same IP address.

To take more advantage of this security level policy, it is advisable
that you allow receiving inbound traffic and block outbound traffic.

Low Allows all Inbound and Outbound traffic.

When you apply Low security level, it is advisable that you create
an exception rule for denying particular inbound or outbound data
with the help of certain Protocols, IP address, and Ports to take
more advantage of the security level policy.

Exceptions

With exceptions, you can allow genuine programs to perform communication irrespective of
Firewall level set as High or Medium. You can add exception to allow inbound and outbound
communication through IP Addresses and Ports. With Excepyonscan block or allow

Inbound and Outbound communication, through IP Addresses and Ports.

To configure a policy with the Exceptions rule, follow these steps:
1. Under Exceptions, clickdd.

2. On the Add/Edit Exception screen, type a name in the Exceptiomr lathbox and select a
protocol. ClickNext.

The protocol includes: TCP, UDP, and ICMP.
3. Select a direction for traffic and then clislext.
Traffic direction includes: Inbound and Outbound.

If you select Outbound, the setting applies only to the Outbtaffet. If you select both
Inbound and Outbound, the setting applies to both types of traffic.

4. Under IP Address, type an IP address or IP range and themNebtk

If you select Any IP Addresses, you need not type an IP address as all IP addressekloghkdd.
5. Under TCP/UDP Ports, type a port or port range and thenbézk

If you select All Ports, you need not type a port as all ports are selected.

6. Under Action, select either Allow or Deny. Cli€knish.

Web Security

This feature helps you createcurity policies for a department or group where Browsing and
Phishing Protection can be enabled. This blocks malicious and phishing welsitesin also
restrict or allow access to the websites as per your requirement.

The following table shows a comgon of the features Web Securitythat are applicable for
different Quick Heal Endpoint Security clients on different operating systems:
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Clients
Features
Windows Mac Linux

Browsing Protection / / X
Phishing Protection / / X
Restrict access to particular

categories of Websites (Web / / X
Categories)

Block specified websites / / X

Settings

To create a policy foweb Securityfollow these steps:

1.
2.
3.

Log on to the Quick Heal Endpoint Security web console and then cliGettiagstab
On the Settings screenjad Web Security.

Under Web Security, select either of the following or both:

1 Browsing Protection

1 Phishing Protection

Select Display alert message when website is blocked if you want to get an alert message
when a blocked website is accessed by a user.

Under Web Categories, restrict or allow access to the Websites based on their categories as
per the security policy of your organization.

If you block a category, all thé&/ebsitesunder it will be blocked.

Under Block specified websites, enter the websitasytbu want to blocKThis is helpful if
you are sure to block certain Websites.

Select Enable Web Security reports if you want to generate reports for all blocked websites.
If you select this option, a large number of reports will be generated depamutinghe web usage.
To saveyour setting, click Save Policy

The features such as Display alert message when website is blocked and Enable Web Security reports are
available only in the clients with Windows operating systems.

Browsing Protection Settings

While users visit malicious websites some files may get installed on their systems. These files
can spread malware, slow down the system, or corrupt other files. These attacks can cause
substantial harm to the system.

Browsing Protection ensures thaalmious websites are blocked while the users in a group are
accessing the Internet. Once the feature is enabled, any site that is accessed is scanned and
blocked if found to be malicious.
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Phishing Protection Settings

Phishing is a fraudulent attempt, ally made through email, to steal your personal information.
These emails usually appear to have been sent from seemingkmaeth organizations and

sites such as banks, companies and services seeking for your personal information such as credit
card nunber, social security number, account number or password.

Administrators can enable Phishing Protection that prevents users from accessing phishing and
fraudulent websites. As soon as a site is accessed, it is scanned for any phishing behavior. If
found sothen it is blocked to prevent any phishing attempts.

Exclusion for Browsing Protection and Phishing Protection

Exclusion enables you to apply an exception rule to the protection policy for Browsing

Protection and Phishing Protection. This helps you erdid URLSs of the sites that are actually
genuine but get erroneously detected either as malicious or phishing sites. You are recommended
to exclude only those URLSs that you trtstbe safe and genuine.

You can exclude the URLs in the following way:

1. On the Web Security screen, click tBgclusion button.
The Exclude URLs dialog appears

2. In the Enter URL text box, type the URL and then chdd.

The Report Miscategorized URL dialog appears. You can report about miscategorization of the URL
to the Quick Healab if it gets detected either as malicious or a phishing site.

3. Select one of the reasons from the following:
1 URL is getting detected as Malicious.
1 URL is getting detected as Phish.

4. To report about miscategorization, cligks If you do not want to repbabout
miscategorization, click No.

The URL is added in the Exclude URL list.
5. To save your settings, clicBK.

Settings Description
Add Helps you exclude a URL from being detected as malicious or
phishing.
Delete Helps you delete a URL from the Excluded URL list.
Report Helps you report if a URL is miscategorized.

Web Categories
There are certain concerns that most organizations may face:

1 System infection by malware.
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1 Users browsing unwanted websites.
1 The employees idling away time.

To avoid these aerns the administrators need to have a policy that regulates users and their
web access activities.

The Web Categories feature helps the administrators centrally control and manage the browsing
behavior of the users. The administrators can create daiffeeeurity polices for different groups
according to their requirements and priorities.

_!_ The Web Categories feature is available only in the clients with Microsoft Windows and Mac operating
systems.

To configure Web Categories, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then clicRetimgstab

2. On the Settings screen, cligkeb Security.

3. Under Web Categories, select Restrict access to particular categories of Websites.
The web categories are enabled and you camatipdeny access to each category.

4. Under Status to each category, select ettierv or Deny.

Exclusion for Web Categories

Exclusion helps you apply an exception rule to the protection policy for Web Categories. This
helps you when you want to restrictass to a website category but you want to allow certain
websites from the restricted category.

You can enlist such websites in the Exclusion list in the following way:
1. Under the Web Categories screen, clickExelusion button.
The Exclude URLs dialog ppars
2. In the Enter URL text box, type the URL and then chdd.
The URL is added in the Exclude URL list.
3. Select Also Exclude Subdomains if you want to exclude the subdomains also.
4. To save your settirgyclick OK.

Settings Description

Add Helps you exclude a URL from being restricted even if it belongs to
the blocked category.

Delete Helps you delete a URL from the Excluded URL list.

Block specified websites

This feature is helpful in restricting access to certain websites or when a website doks not fa
into an appropriate category. It is also helpful if you have a shorter list of the websites that you
would prefer to restrict the websites than blocking the entire category.

To block websites, follow these steps:
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1. On the Web Security screen, select Reiséiccess to particular Websites under Block
specified websites.

The Block specified websites features (Add, Delete, Delete All) are activated.
2. To add a website, clickdd.
3. On the Add URL screen, type a URL in the Enter URL text box.

If you want to bloclsubdomain select Also Block Subdomains. For example, if you block
www.google.com and select 'Also block subdomains', all its subdomains such as mail.google.com will
also be blocked.

4. To save your settirgyclick OK.

! 1 The Block specified websites feature is available only in the clients with Microsoft Windows and Mac
operating systems.

1  The Also Block Subdomains feature is not applicable for the clients with Mac operating systems.

Application Control

Organizations usually face the following concerns whilagiapplications:
1 Noillegal or fake applications should be installed on client systems.
1 Malicious applications should not infect the systems.
1 Unnecessary applications should not clog the systems.

With this feature, the administrators can authorize or tinogize the users to access and work

with certain applications, so that no one accesses an unwanted application. If the users try to
access an unauthorized application, a notification can also be sent to the users about why they
cannot access the applicati

The administrators can create various policies based on the requirement of the groups or
departments. For example, for the users of the Marketing Dept., you can allow access to File
Sharing Applications and Web Browser while restrict access to all aipdications. For the
Accounts Dept., you can allow access to Archive Tools and Web Browsers only.

! The Application Control feature is available only in the clients with Windows operating systems.

To create a policy foApplication Contro] follow these steps:

1. Log on to theQuick Heal Endpoint Security web consolend then click th&ettingstab

2. On the Settings screen, cligipplication Control .

3. To block access to an application, select Block unauthorized application when accessed.
4

If you want tosenda notification when a blocked application is accessed, Jétsify
clients when an unauthorized application is blocked.

5. SelecteitherAuthorized or Unauthorized to each application category as per your
requirement.

You can also customize the settingh® application category by clicking the Custom button.

75



Settings

6. To save your setting, clicRave Policy

Custom

You can customize the application settings that would authorize or unauthorize specific
applications or categories. If you authorize or unauthorize plicapon category, all the
applications listed under that category are either allowed or blocked.

For example, from the application category 'Email Clients', you can unauthorize access to
‘Thunderbird', and 'MailWasher' and authorize access to all teeaytplications. Similarly, for

t he application version O0Thunderbird', you ca
authorize access to all the other versions of that application.

You can customize the applications in the following way:
1. Under Applicaion Control, clickCustomto an application category.

Ensure that the optioBlock unauthorized application when accesiseselected, only then you can
click the Custom option.

A list of applications under the selected application category appears

2. In thelist of applications, select all application names that you want to unauthorize and leave
out those that you want to authorize.

3. To saveyour setting, clickSave Policy.

Add Application

This feature allows you to add a new application to the default litingg and unauthorizing of

an application or file that belongs to the operating system or other system specific aspects may
cause system malfunction. Hence it is advised to add an application that is not a part of operating
system or other system relatedgrams.

You can add an application in the following way:

1. On the Application Control screen, click tGeistom Applications button undeAdd
Application

On the Custom Applications screen, clis#td Application.
Browse and give the path to the application.
In the Application Name text box, type an application name.

a bk~ 0D

In the Application Category list, select a category.

You can also write a reason for adding a new application to the default list of applications. This helps
Quick Heal to improve the quality ofalsoftware product.

You can also submit the application metadata to the Quick Heal lab.

6. To add the application, clickdd Application.

Submit Application metadata to Quick Heal lab

With this option, you can send metadata of an application to the Quickabddal including it
in the application categories. Metadata includes information of application such as its Name,
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Version, Company Name, and MD5. You can also provide the reason for adding the application.
This information will help us to improve the Ajpgation Control module.

Application Categories include thousands of applications based on their functionalities. If you
block a category, all the applications in that category are blocked.

However, if you have unauthorized an application category bapplication is not yet blocked,
you can submit that application. Quick Heal analyzes the application and then enlists it in the
category.

Note:

1 User may get application blocked prompt even while copying or renaming any
unauthorized application.

1 Some unautbrized applications may start in case the application executable is updated
due to software update. Such applications can be added to Endpoint Security Console and
you are recommended to submit the Metadata to the Quick Heal lab.

Advanced Device Control

While working with data storage devices such as CD/DVDs and-hk&Bd devices such as pen
drives, organizations are concerned with the following:

1 Client systems are clean and no malware is installed on them.
1 Autorun feature does not activate any infection.
1 Unnecessary data or applications do not clog the systems.

This feature allows the administrators to create policies with varying rights. For example,
administrators can block complete access to removable devices, give Read only and no write
access so thabthing can be written on the external devices. They can also customize access to
admin configured devices. Once the policy is applied to a group, the access rights are also
applied. You can use the exception list to exclude the devices from the devicé golnty.

1 1 On Windows 2000 and Windows XP SP1 and below Operating Systems, you will not be able to block
L devices other than USB storage devices.

1  Advanced Device Control feature is available in the clients with Windows and Mac operating systems.

To create a policy for Advanced Device Control, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console and then cliGetitiagstab
2. On the left pane of the Settings screen, cidvancedDevice Control
3. To enableselectEnable AdvancedDeviceControl.
4. Under Select Access policy for Device Types, select a category from the following:
1 Storage Device
1 Card Readers
1 Wireless
1 Mobile & Portable devices
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Interface
Camera
Others

5. For the corresponding device under that category setecbfothe following as per your
requirement:

T

Block

1 Allow

T

Read only

Note: Options under any category are available only if you select that category.

6. To save your setting, clicRave Policyon the left pane.

This policy is applied to all the devices thaeaonfigured in the list. Even if you add@vice the
same policy will apply unless you customize the policy.

Note

For Windows Client

T

Only formatted USB Pen Drives with NTFS File System can be added for authorization.

USB Pen Drives with GUID Partitiohable (GPT) Partition Style cannot be added for
authorization.

If an authorized and encrypted device is formatted, the device will be treated as
unauthorized. Hence, Administrator will need to add the device again in Device Control
and configure the polies accordingly.

USB devices connected to the systems in the network of QHEPS 6.0 server will not be
enumerated i\dmin Settings> Server > Manage Devices> Add Devices> Network
Devicedlist.

Some devices (eg. Nokia phones, BlackBerry phones) may ndechggboot or device
re-attachment for device access rights to be applied.

On blocking SATA Controller fromdvancedDevice Control, you may frequently see
SATA Controller blocked prompts even when actual blocking is not performed.

Some Mobile Phones or &mphones connected in USB mode will be detected under
"USB Storage Device" category and can be controlled by the same category i.e "USB
Storage Device" ilddvancedDevice Control.

While any ongoing session of Webcam or Bluetooth is in progress, chaegegsaight
to block will not interrupt this current ongoing session. The device may need re
attachment or system reboot for access rights to be applied.

External CD/DVD reader will not be enumerateddsimin Settings> Server> Manage
Devices> Add Devices > Network Deviceslist and also exceptiomle camot be
created for the same.

For Mac Client
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1 If the option Read only is selectedAdvancedDevice Control of QHEPS and a USB
device is attached, such a device may not be accessible from the left pardenfor
some time.

1 If a USB device is already attached to the machine and you are installing Mac client, the
device may not be shown as mounted for a fraction of seconds.

1 Ifan NTFS USB device is attached to the machine during installation of Mag thent
copies of the attached USB may be visible for a few seconds.

1 If a USB device is to be shown as mounted emgunted using terminal commands, the
Device Control policy will not apply to that device.

1 If you are installing Mac client on Mac OSX 10.9ilghan FAT USB device is attached
to the machine, such a device will not be displayed as mounted. To show the device
mounted, you need to disconnect the device and reconnect it.

9 iDevices,Webcam,CIDVD may need device rattachment for device access rigtatde
applied.

1 Exception functionality will not be applicable for Bluetooth;AjWebcam,External CD
DVD.

All mobile phones except i&vices will be detected as USB Storage device.

Blocking functionality will not work for Blackberry Mobile if the mobileegsnnected to
Mac system in Sync Media mode and $omeAndroid mobile if connected to Mac
system in "MTP" mode.

1 Blocking functionality will not work for External Hard disk.

Adding exceptions to the device control list

You can add exceptions for removabkvices that are used by authorized persons so that the
devices are excluded from the policy.

To add devices to the exceptions list you must first authorize the devices by adding the device to
the server. To do so,

1. Log on to the web console Qfuick Heal EPS 6.0

2. Click Admin Settings > Server > Manage Devices.

3. Click Add Devices.

4. Select from Network Devices, USB Devices, or Other Devices.

If you want to add a USB Device, select USB Device and in the Add Device dialog box, add the
device name and clicRK.

If you want to add a network device, select Network Devices. The list of devices detected in the
network is displayed. Select the device and €k

If you want to add any other device, select the Other Device option, select device type, and in the Add
Device dialog box, add the required details such as Device name, Device Vendor ID, Product ID, and
the serial number. ClicK,
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5. Click Settings> Client Settings> AdvancedDevice Control Ensure that the option for
EnableAdvancedDevice control is selected.

Click Exceptions.

Click Add.

Select the device(s) to add to exception from the devices displayed in the list.
Click OK.

10.Click Yesto the Managed Devices confirmation dialog box.

© ® N O

11. Set the access permissions as required.
12.Click Save Policy

Adding Device to Server
To know about how to add a device to the sesegManage Devices

Data Loss Prevention

You can now prevent unauthorized loss, pilferage, or leakagonfidential company data using
the Data Loss PreventidDLP) feature of the EPS 6.0. You can also view a report of the users
who attempted to cause the unauthorized leakage of confidential daRe@®&s for Data Loss
Prevention for more informamn.

The DLP feature can stop any such unauthorized activity that is carried out through the following
channels:

1 Using the Print Screen option to save the screenshot (Applicable only for Windows
platform)

1 Using Removable Devices to copy data (Applicably éor Windows platform)

For selected File Types, the Removable Devices gedad Onlfmo de when o6 Moni t or
Removabl e Devicesd6 option is selected.

1 Using Network Share accessed using UNC Path or Mapped Network Drive (Applicable
only for Windows platform)

Using the Clipboard to paste information from one application to another

1 Using online services of thirgarty Application/Services to send data such as email, file
sharing apps, cloud services, web browsers and other applications using social media.

You can also identify the type of data that you want to monitor such as:
1. File Types

1 Graphic Files (Audio, Video, Images)

1 Office Files (MS Office, Open Office, Kingsoft Office)

1 Programmind-iles

1 SomeOtherFile Types (Compressed files étc
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2. Confidential Data
i Corfidential data such as Credit/Debit Cards

1 Personal information such as Social Security Number (SSN), Email ID, Phone Numbers,
Driving License Number, Health Insurance Number, Passport Number, ID, International
Banking Account Number (IBAN).

3. UserDefinedDictionary where you can specify the word(s)/string(s) that must be flagged if
used in communication.

Note:

Confidential Data & User Defined Dictionary Data will not be monitored and blockiedkiin the
Subject Line or Message Body of email, instaegsanger communication.

You can either choose to betified through email notification when an attempt is made to leak
information, or prevent the attempt from being carried out successfully.

Note:

i Data Loss Prevention feature is not available in bottfsEBRIsiness and Total flavor. User need to
purchasea DLP pack separately to avail this feature.

91 DLP feature is not available on Windows 2000 Operating System.
Monitoring /preventing leakage of data
1. Log on to the web console Qluick Heal EPS 6.0

2. Go toSetings > Client settings>Data Loss Prevention

Select the option to enable Data Loss Prevention. You can choose to select the option for an Alert
message on the endpoint on which an attempt is made at data leakage.

3. Next, select the channels that you wanntanitor from the following:
Disable Print Screen (applicable only in Windows platforms)
Monitor Removable Devices (applicable only in Windows platforms)

Monitor Network Share (applicable only in Windows platforms)

= =4 4 =

Monitor Clipboard
1 Monitor DataTransferghroughApplication/Online Services

4. Select the applications that you want to monitor for attempts at data pilferage by clicking on
the Applications drop down list. Do one of the following:

You can select all the applications in the group
1 Select the applations one by one after expanding the group caret.

Select all Mac platform applications by clicking the Mac group icon.
Select all Windows applications by clicking on the Windows icon.

Select all Web Browsers or one by one after expanding the group caret.

= =4 4 =

Select allE-mail applications or one by one after expanding the group caret.
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Select all Instant Messaging applications or one by one after expanding the group caret.

1 Select all File Shariri@loud Servicegapplications or one by one after expanding the
group caret.

1 Select All Social Media/Others applications or one by one after expanding the group
caret

5. Next, configure the settings féile Types,ConfidentialData and UselDefinedDictionary.

6. Configure the action to be performed after the attemptsiigdaiut, i.e. Block and Report
or Report only.

Alert prompts will not be displayed for Report Only action.

Screeshotcannot baaken even when "Report only" action is selected for "Disable Print
Screen”

7. Click Save Policy

Note:
For Mac Client:

1 Confidental & User Dictionary Data will not be blocked in subject line, message bo«
email or messenger communication.

1 Prompts and report will be generated in case if monitored file type is downloaded.

Certain file types(POT,PPT,PPTX,DOC,DOCx,XLS,XLSX,RTF) eamihg unicode
data will not be blocked.

File Activity Monitor

This feature lets you monitor any suspicious activity related to the confidential files on your
computer, a network drive or a removable drive. Apart from a default set of files, you can
custanize and select the file types that you want to monitor. You can monitor the selected file
types for actions such as copy, delete, or rename. You can generate a report for the file activity
from the Reports page.

! The File Activity Monitor feature is available in the clients with Windows and Mac operating systems.

Enabling File Activity Monitor

To enable file activity monitor follow the given steps:

1. Log on to the web console of Quick Heal EPS 6.0.

2. Go toSettings> Client settings> File Activity Monitor .

3. Sel ect AEnable File Activity Monitor.o

4. 1 n the "Select File Types and Events to moni

select the drives that you want to monitor for file activity.

82



Settings

Note: Selection of event is not applicable for Removable DiNetsyork Drives. You can

sel ect

t o

monitor

'All Files' to be monitored.

To remove a folder path from the exclusions, click on the delete icon which appears when you click

o n | y Fd Hembvable ®dvesayautcan gelett y

In the File types list, select the file types that you want to monitor for all the drive types or
you canselect all the file types listed by using 'All File Types' check box.

In the Custom Files, you can add your own file types that you want to exclude+@icdd
a new file type extension to be monitored. Use the delete icon to remove a file or fpéder ty

Enter the folder paths that you want to exclude from the monitoring, for &\Mga;.

on the list entry. If you click on the delete icon, a messagésttisplayed to confirm the delete

action.

8. Click Save Policy

Update Settings

When a work environment has a large number of systems installed, the challenge that the

administrators usually face is how to update all the endpoints for security patches.

This feature allows you to create policies for taking the updates automatically for the endpoints.
You can create polices that help different clients take the updates from different sources. Taking
the updates from different sources reduce the load on le siewyer.

f

The following table shows a comparison of the features in Update Settings that are applicable for

different Quick Heal Endpoint Security clients on different operating systems:

Clients
Features
Windows Mac Linux
Enable Automatic Update / -/ /
Show update notification window v v X
Frequency v v X
Update Mode / \/ /

To create a policy fodpdate Settings follow these steps:
1.

window.

1 Automaic

1 As per schedule

2. On the Settings screen, clithpdate Settings
3.
4. To display notification window when the updates are taken, select Show update notification

To take the updates automatically, selecéble Automatic Update

Under Frequency, set the schedule when you want to take the updates.

Log on to the Quick Heal Endpoint Security web console and then cliGetiiagstab
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If you select As per schedule, Daily Start time and Repeat after are activated that you can set
as per requirement.

6. To set how to take the updates, select one of the following options under Update Mode:
1 Download from Internet
1 Download fom Endpoint Security Server
1 Download from Specified Update Servers
For creating different policies, you can select different options for Update Mode.

If you select Download from Specified Update Servers, you should enter the update server
locations in thdist.

7. To save your settings, clickave Policy
_!_ 1 If you select the option Download from Specified Update Servers, the Linux client will download the
updates from the Endpoint Security server.

1 Ifaclientis on roaming mode and has enabled Roaming Client, the client will try to take the updates from
the Endpoint Security Server. If the server is not reachable, the updates will be automatically taken from
the Internet Center.

1 The Roaming Client feature is available only in the clients with Microsoft Windows operating systems.

To know for which clients the asterisked features are applicable, see the comparison table.

Entering update server locations

If you select thédownload from Specified Updates Serversption, you are advesl to enter

the update server location to take the updates. In case of large networks, you can also deploy
multiple Update Managers. This helps load balancing as the endpoints can take the updates from
different servers. If you have configured multiple dpElManagers in your network, specify

their URLSs in this section. You can configure clients to take the updates from these locations in
Client Settings.

To enter a server location, follow these steps:
1. On the Quick Heal Endpoint Security Dashboard, clickido

2. On the Home page, click thépdate Managerlink, available next to the product name and
version details.

3. On the Update Manager screen, click Alternate Update Managers.
In the Enter Update Manager URL text box, typgéRL and then clickAdd.
You can arange the URLs according to your priority. The URLs added will be available in the
update server location list idpdate Settings

Internet Settings

This feature gives the administrators a wider choice of creating policies for the client modules
that needrternet connection to function. You can configure different settings for the server and
port so that the client modules such as Quick Update, Spam Protection, Web Security, and
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Messenger have Internet connection. This is very helpful in allowing the wiahiles to
function in a secure work environment where default Internet connection is not allowed.

To create a policy witinternetSettings, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console and then cli@etiiagstab
2. On theSettings screen, clidkternet Settings.
3. To set the proxy setting for Internet, seleoable Proxy Setting
The proxy settings details are activated.
4. In Proxy Type, select the proxy type that you need for Internet connection.
Proxy types include: HTTPrBxy, SOCKS V4, and SOCKS V5.
In Proxy Server, type the sever name.
In Port, type the port number.

You can also set authentication rule if you use Firewall or proxy server. For this, type the User name
and Password under Authentication.

7. To save your sett click Save Policy.

! The Internet Settings feature is applicable for the clients such as Microsoft Windows, Mac, and Linux
operating systems.

General Settings

This feature allows you to create a policy that authorizes the clients to access cliegg aatt
change their own password, enable or disable Safe Mode Protection, Self Protection, and News
Alert.

The following table shows a comparison of the features in General Settings that are applicable
for different Quick Heal Endpoint Security clients different operating systems:

Clients
Features
Windows Mac Linux

Authorize access to the client

settings \/ -/ X
Enable Safe Mode Protection \/ X

Enable Self Protection -/ X X
Enable News Alert \/ X

To create a policy foGeneralSettings, follow tlese steps:

1. Log on to the Quick Heal Endpoint Security web console and then cli@etiiagstab
2. On the Settings screen, cli@eneral Settings

3. To give access to the client settings, sefathorize access to the client settings*.

Password setting is dvated.
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4. In Enter Password, type the password and theéypethe same password in Confirm
Password.

The clients will have to use these passwords for accessing the client settings.
To activate Safe Mode Protection, select Enable Safe Mode Protection*.
To activate Self Protection, seldehable Self Protectiort.

To get the news alert about various incidents, s&leable Newsalert*.

© N o o

To save your setting, click Save Policy.

_!_ To know for which clients the asterisked features are applicable, see the comparison table.

Schedule Settings

Scanning regularly keeps the systems clean and safe. In a large organization the client systems
may be installed in physically separated environments.

To centrally manage all the systems about hogcem and when to initiate scanning, the
administrator must have a policy. This feature helps you create policies for scheduling scans for
the client systems.

You can schedule scanning for the following.

Client Scan

This feature allows you to create pelcto initiate scanning the clients automatically at a
convenient time. You can define whether the scan should run daily or weekly, select scan mode
(Quick Scan, Full System Scan). You can also enable Antimalware while scanning. This will
supplement otheautomatic protection features to ensure that the client systems remain malware
free.

The following table shows a comparison of the features in Client Scan that are applicable for
different Quick Heal Endpoint Security clients on different operating systems

Clients
Features
Windows Mac Linux
Client Schedule Scan / / -/
Antimalware Scan Settings 1/ X X

To create a scan schedule policy for Client Scan, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console and then cliGetiiagstab
2. On the Settings screen, goSohedule Settings Client Scan

3. Configure the following settings: Client Schedule Scan, Scanner Settings, and Antimalware
Scan Settings.

4. To save your settings, clickave Policy
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Note: You can revert to the default settimgsenever you prefer by clicking the Default button.

Client Schedule Scan

This feature helps you define scan schedules for the clients at a certain frequency.
To configure Client Schedule Scan, follow these steps:

1. Under Client Schedule Scan, selEaiable ScheduleScan

2. In Frequency, select either the Daily or Weekly option.

3. In Start At, set time in hours and minutes.
4

If you want to repeat scanning of your clients, seReppeat Scarand set the frequency after
what interval the scan should be repeated.

5. Toget notification when a client is offline, sel@bbtify if client is off-line.

Scanner Settings

This feature helps you define what scan mode you prefer for scanning the clients or what items
you want to scan.

To configureScanner Settingsfollow these sps:
1. Under How to Scareelect a scan mode from the following:

1 Quick Scan(Scan Drive where operating system is installed)
1 Full System ScanScan all the fixed drives)

2. To set optimal setting, select thetomatic option.
3. To set advanced setting, selea Advancedoption.
If you select the Advanced option, further settings such as scan items and scan types are activated.
4. Under Select items to scan, select any of the following:
Scan executable files
Scan all files (Takes longer time)

Scan packed files

= =2 =2 =

Scanmailboxes
1 Scan archives files
5. If you select the Scan archives files option, you can set the following also:

1 Archive Scan Level You can set up to level 5.

9 Select action to be performed when virus is found in archive file: You can select one of
the actiongrom Delete, Quarantine, and Skip.

6. In Select action to be performed when a virus is found, select an action from the following:
Repair, Delete, Skip.
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Antimalware Scan Settings

This feature helps you enable scanning for malware. To configure AntimalwareSgttings,
follow these steps:

1. To enable scanning for malware, seleetform Antimalware scan.

2. In Select action to be performed when malware found, select an action from the following:
Clean and Skip.

Scan packed files, Scan mailboxes, and Antimalware Scan Settings are available only in the clients with Windows
operating system.

Application Control

This feature allows you to create polices to initiate scanning of the applications installed on the
clients automatically at a convenient time. It alsphglou scan all authorized and unauthorized
applications present on the clients.

To create a policy for scanning applications, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console and then cli@etiiagstab
2. On the Settings screggo to Schedul&ettings> Application Control .
3. Configure the following settings: Application Control Schedule Scan and Scan and Report.
4. To save your setting, clicRave Policy
Note: You can revert to the default settings whenever you prefer by clickimgefault button.

_!_ The Application Control Schedule Scan feature is available only in the clients with Windows operating
systems.

Application Control Schedule Scan

This feature helps you define schedules to scan applications at a preferred ordspeqifiency.
To configure Application Control Schedule Scan, follow these steps

1. Under Application Control Schedule Scan, select Enable Schedule Scan
2. In Frequency, select either the DaillyWeeklyoption.

3. In Start At, set time in hours and minutes.
4

If you want to repeat scanning for the applications, select Repeat Scan and set the frequency
of interval after which the scan should be repeated.

5. To get notification when a client is offline, selégttify if client is off-line.

Scan and Report
This feature ablws you to initiate scanning of the applications in various ways.
Under Scan and Report, select one of the following options:

1 Unauthorized applications

1 Unauthorized and authorized applications
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1 Allinstalled applications

Tuneup

This feature helps you cregielices to tune up the clients automatically at preferred time and
intervals.

To create a policy for Tuneup, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console and then cliGetitiagstab
2. On the Settings screen, goSoheduleSettings> Tuneup.
3. Configure the following settings: Tuneup Schedule Scan and Tuneup Settings.
4. To save your setting, clicRave Policy
Note: You can revert to the default settings whenever you prefer by clicking the Default button.

! The Tuneup Schedule Scan feature is available only in the clients with Windows Desktop operating
systems.

Tuneup Schedule Scan

This feature helps you define schedules to tune up the clients at the preferred frequency.
To configureTuneup ScheduleScan, follow these steps:

1. Under Tuneup Schedule Scan, seletable ScheduleScan

2. In Weekday, select a day of the week.

3. In Start At, set time in hours and minutes.
4

. If you want to repeat scanning, select Repeat Scan and set the frequency after what interval
the scan should be repedte

5. To get notification when a client is offline, selégttify if client is off-line.

Tuneup Settings

This feature helps you define how the tuneup process should run and what should be cleaned.
You can select either or all of the following options:

9 Disk cleanup
1 Registry cleanup
1 Defragment at next boot

Vulnerability Scan

This feature helps you schedule vulnerability scan for the clients so that the clients are scanned
for possible vulnerabilities.

To create a policy for Vulnerability Scan, follow these steps
1. Log on to the Quick Heal Endpoint Security web console and then click the Settings tab
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2. On the Settings screen, goSohedule Settings Vulnerability Scan.

3. Configure the following setting&ulnerability ScanandScan and Repart

4. To save your setting, clicRave Policy

Note: You can revert to the default settings whenever you prefer by clicking the Default button.

The Vulnerability Scan feature is available only in the clients with Windows operating systems.

Scheduling Vulnerability Scan

This feature helps you define schedules to initiate vulnerability scan of the clients as per your
convenience.

To schedule Vulnerability Scan, follow these steps:

1.
2
3.
4

5.

Under Vulnerabity Scan, select Enable Schedule Scan
In Weekday, select a day of the week.
In Start At, set time in hours and minutes.

If you want to repeat scanning, selBeapeat Scarand then set the frequency after what
interval the scan should be repeated.

To get motification when a client is offline, selelbtify if client is off-line.

Scan and Report

Under Scan and Report, select any of the following:

1 Microsoft applications and other vendor applications
1 Microsoft applications only

1 Other vendor applications only
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This menu provides the latest information of all clients and keeps comprehensive logs about
virus incidents, policies, and updates. It gives the latest status of all the connected online clients
and the last update report of the offline cliekise these logs to assess virus protection policies

of your organization and identify clients that are at a higher risk of infection. You can use these
logs to verify if the clients have the latest updates.

Client

This feature helps you view the reportsatifonline and offline clients. The reports of clients are
available on the following modules: Virus Scan, AntiMalware Scan, Web Security, Tuneup,
AdvancedDevice Control, Application Control, IDS/IPS, Firewall, Vulnerability Scan, File
Activity Monitor, and Asset Management.

Viewing Reports of Virus Scan

This feature helps you generate reports about whether any virus is found after scanning the
clients through the Virus Protection, Scanner Scheduler, Memory Scan, and Email Protection
modules.

To view repats of Virus Scan, follow these steps:

1. Log on to theQuick Heal Endpoint Security web console and then click tReportstab
2. On the Reports page, sel@ltent > Virus Scan.

3. On the General Reports page, select the start and end dates for the reports.

4. Selet¢ a Group Name and an Endpoint Name.

If you want to generate reports for a group, leave the endpoint name text box blank. If you want to
generate reports for an endpoint name, enter the endpoint name in the text field. The reports will be
generated for thieendpoint name.

5. Select theReport Type.
The report can be displayed both in Chart and Tabular forms.
6. To generate the report on the selected parametersGeickrate

After clicking Generate button, a collapsible summary is displayed. If you wantrigectize
parameters, click Modify Parameters.

If you generate the report in chart format, you can print the report by clicking the Print option. If you
generate the report in tabular format, you can also save the report as CSV or PDF.
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This report page didays the following details of the clients:

Fields Description
Date and Time Displays the date and time when the report is generated.
Endpoint Name Displays the name of the endpoint.
Domain Displays the domain to which the selected client logs in.
File Name Displays the file names that are infected with viruses.
Virus Name Displays the virus names that infect the files.
Action Taken Displays the actions that were taken against viruses.
View Details Displays further details for a report. To view the details, click
the View Details link.

Viewing Reports of AntiMalware Scan

This feature helps you generate reports about whether any malware is found after scanning the
clients through the Schedule Scan and On Demand Scan modules (Clients > Client Action >
Scan).

To view reports of Antimalware Scan, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then cli¢kejperts tab
2. On the Reports page, sel@itent > AntiMalware Scan.

3. On the General Reports page, select the startaddlates for the reports.

4. Select a Group Name and an Endpoint Name.

If you want to generate reports for a group, leave the endpoint name text box blank. If you want to
generate reports for an endpoint name, enter the endpoint name in the text fieldpditte will be
generated for that endpoint name.

5. Select thdrReport Type.
The report can be displayed both in Chart and Tabular forms.
6. To generate the report on the selected parametersGeickrate

After clicking Generate button, a collapsible summarglisplaye. If you want to change the
parameters, click Modify Parameters.

If you generate the report in chart format, you can print the report by clicking the Print option. If
you generate the report in tabular format, you can also save the repoN as BISF.

This report page displays the following details of the clients:

Fields Description
Date and Time Displays the date and time when the report is generated.
Endpoint Name Displays the name of the endpoint.
Domain Displays the domain to which the selected client logs in.
Name of Malware Displays the malware names.

92



Reports

Type of Malware Displays the malware types.
Action Taken Displays the actions that were taken against the malware
attack.

Viewing Reports of Web Security

This feature helps you gen&saeports on whether any websites were blocked through the
Browsing Protection, Phishing Protection, or block websites modbétt{gs> Client
Settings> Web Security).

To view reports of Web Security, follow these steps:

1.

Log on to the Quick Heal Endpu Security web console and then click Beportstab

2. On the Reports page, sel@ltent > Web Security.
3.
4. Select a group name and an endpoint name.

On the General Reports page, select the start and end dates for the reports.

If you want to generate reparfor a group, leave the endpoint name text box blank. If you want to
generate reports for an endpoint name, enter the endpoint name in the text field. The reports will be
generated for that endpoint name.

Select theReport Type.
The report can be displagiboth in Chart and Tabular forms.
To generate the report on the selected parametersGxic&rate

After clicking Generate button, a collapsible summary is displayed. If you want to change the
parameters, cliciModify Parameters

If you generate the port in chart format, you can print the report by clicking the Print option. If you
generate the report in tabular format, you can also save the report as CSV or PDF.

Note: In case of Business flavor of Quick Heal Endpoint Security only the Tabular feypoait
for Web Security is available.

This report page displays the following details of the clients:

Fields Description
Date and Time Displays the date and time when the report is generated.
Endpoint Name Displays the name of the endpoint.
Domain Displays the domain to which the selected client logs in.
Blocked Websites Displays the websites that were blocked.
Category Displays the category the blocked websites belong to.

Viewing Reports of Tuneup

This feature helps you generate reports on how miamyts were tuned up and how many were
not tuned up at aliQlients > Client Action > Tuneup).

To view reports of Tuneup, follow these steps:
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Log on to the Quick Heal Endpoint Security web console and then cli¢keiberts tab
On the Reports page, sel&@itent > Tuneup.
The reports are displayed in chart format.

To generate reports for a group, selectGneup Name.

4. Select therReport Type.

The report can be displayed both in Chart and Tabular forms.
To generate the report on the selected parameteis Geticerate

After clicking Generate button, a collapsible summary is displayed. If you want to change the
parameters, clickéModify Parameters

If you generate the report in chart format, you can print the report by clicking the Print option. If
you generte the report in tabular format, you can print it or can also save it as CSV or PDF.

This report page displays the following details of the clients:

Fields Description

Date and Time

Displays the date and time when Tuneup is performed.

Endpoint Name

Displays the name of the endpoint.

Domain

Displays the domain to which the selected client logs in.

Tuneup Status

Displays whether the client was tuned up.

Last Performed

Displays when last Tuneup was performed.

Viewing Reports of Advanced Device Control

This feature helps you generate reports on polices for device control such as whether removable
devices have been blocked and what actions were taken against unauthorized Settings>
Client Settings> AdvancedDevice Control).

To view reports oAdvancedDevice Control, follow these steps:

1.

Log on to the Quick Heal Endpoint Security web console and then cli¢keperts tab

2. On the Reports page, sel@ltent > AdvancedDevice Control
3.
4. Select a Group Name and an Endpoint Name.

On the General Reports page, select the start and end datesrépaitts.

If you want to generate reports for a group, leave the endpoint name text box blank. If you want to
generate reports for an endpoint name, enter the endpoint name in the text field. The reports will be
generated for that endpoint name.

Select theReport Type.
The report can be displayed both in Chart and Tabular forms.
To generate the report on the selected parametersGxic&rate

After clicking Generate button, a collapsible summary is displayedulfwant to change the
parameters, clickodify Parameters

94



Reports

If you generate the report in chart format, you can print the report by clicking the Print option. If you
generate the report in tabular format, you can also save the report as CSV or PDF.

= Device Control prompts and reports will not be generated for "Network Share".

This report page foAdvancedDevice Control displays the following details of the clients:

Fields Description
Date and Time Displays the date and time when the report is generated.
Endpoint Name Displays the name of the endpoint.
Domain Displays the domain to which the selected client logs in.
User Name Displays the user name that belongs to the domain.
Device Name Displays the device name that breached the policy.
Device Type Displays the device type of the device.
Serial Number Displays the serial number of the device.
Action Taken Displays the action that was taken against the violation of the
Device Control policy.

Viewing Reports for Data Loss Prevention (DLP)

This fedure helps you generate and view reports related to attempts at pilfering or copying data
in an unauthorized manner. The report pinpoints the user, endpoint on which the attempt was
carried out, the time and channel of operation.

Viewing reports for DLP

Log on to the web console of EPS 6.0

Click Reports > Client > Data Loss Prevention

Enter the start date and end date for the period you want the data for.

Select theGroup name.

Select the channel through which the suspected activity might be carried out.

Select Report Type Chart / Tabular

Click Generate

© N o a0 s~ wDdh R

Click Chart / Tabular to change between the chart and tabular versions of the same report.

After clicking Generate button, a collapsible summary is displayed. If you want to change the
parameters, clickodify Parameters

= Prompts and reports will not be generated for "Disable Print Screen” functionality.

Viewing Reports for Application Control

This feature helps you generate reports on how many applications were accessed or installed or
whether they werauthorized or unauthorized applications.
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he reports on Application Control can be generated for On Access Scan and Application

Installed separately.

On Access Scan

To view reports for On Access Scan, follow these steps:

1.
2.
3.

Log on to the Quick Heal EndpoiSecurity web console and then click tReports tab.
On the Reports page, sel€@itent > Application Control .

On the General Reports page, click @ Access Scarmab to generate reports on the
applications that were accessed.

Select the start and endtés for the reports.
Select &Group Nameand an Endpoint Name.

If you want to generate reports for a group, leave the endpoint name text box blank. If you want to
generate reports for an endpoint name, enter the endpoint name in the text field. Thew#duets
generated for that endpoint name.

Select theReport Type.
The report can be displayed both in Chart and Tabular forms.
To generate the report on the selected parametersGxic&rate

After clicking Generate button, Collapsible Summary will ispldyed.In addition,if you want to

change the parameters then you can do it by using Modify Parameters button.

If you generate the report in chart format, you can print the report by clicking the Print option. If you
generate the report in tabular foat you can also save the report as CSV or PDF.

This report page displays the following details of the clients:

Fields Description

Date and Time Displays the date and time when the report is generated.

Endpoint Name Displays the name of the endpoint for which the report is
generated.

Domain Displays the domain to which the selected client logs in.

User Name Displays the user name that belongs to the domain.

Blocked Application Displays the applications that were blocked.

Application Version Displays the version of the applications that were blocked.

Application Category | Displays the category of the blocked applications.

Application Path _IZ)islezljlyds the path of the blocked applications where they were
installed.

Application Installed

To view reports foApplication Installed, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console and then cli¢keiberts tab

2. On the Reports page, sel€itent > Application Control .
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3. On the Generate Reports page, clickAlpplication Installed tab b generate reports.
Select the start and end dates for the reports.
Select a Group Name and an Endpoint Name.

If you want to generate reports for a group, leave the endpoint name text box blank. If you want to
generate reports for an endpoint name, erteréndpoint name in the text field. The reports will be
generated for that endpoint name.

6. To generate the report on the selected parametersGeickrate

After clicking Generate button, Collapsé Summary will be displayed. In additidryou want to

change the parameters then you can do it by using Modify Parameters button.

You can take the print of the generated report or can also save the report as CSV or PDF using the
respective buttons.

This report page displays the following details of the client

Fields Description

Date and Time Displays the date and time when the report is generated.

Endpoint Name Displays the name of the endpoint for which the report is
generated.

Domain Displays the domain to which the selected client logs in.

Group Name Displays the group name that the selected client belongs to.

Module Name Displays the module name that scanned the applications.

Summary Displays the summary of the installed applications.

View Details Displays further details of the installed applications. To view
the details, click the View Details link.
It also includes information of what authorized and
unauthorized applications are present on client machine.

Viewing Reports of IDS/IPS

This feature helps you generate reports on whether there w&oerscanning attack, DDOS
(Distributed Denial of Service) attack, or any attempt of intrusion, and what actions were taken.

To view reports of IDS/IPS, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then cli¢keiberts tab
2. On the Reports page, sel@ltent > IDS/IPS.

3. On the General Reports page, select the start and end dates for the reports.

4. Select a Group name and an Endpoint name.

If you want to generate reports for a group, leave the endpoint name text boxibjankwant to
generate reports for an endpoint name, enter the endpoint name in the text field. The reports will be
generated for that endpoint name.

5. In Report For, select the attack type for which the report is to be generated.

The report can be generatdor the following modules: Intrusions Prevention, Port Scanning, and
DDOS Attack.
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6. To generate the report on the selected parametersGxickrate

After clicking Generate button, Collapsible Summary will be displdyeaddition,if you want to
changethe parameters then you can do it by using Modify Parameters button.

You can take the print of the generated report or can also save the report as CSV or PDF using the
respective buttons.

This report page on Intrusion Prevention displays the followingldef the clients:

Fields Description
Date and Time Displays the date and time when the report is generated.
Endpoint Name Displays the name of the endpoint for which the report is
generated.
Domain Displays the domain to which the selected client logs in.

Vulnerability Detected | Displays the vulnerability detected in a client.

Action Taken Displays the actions that were taken against the attack.

View Details Displays further details of the installed applications. To view
the details, click the View Details link.

This report page on Port Scanning displays the following details of the clients:

Fields Description
Date and Time Displays the date and time when the report is generated.
Endpoint Name Displays the name of the endpoint for which the report is
generated.
Domain Displays the domain to which the selected client logs in.
Attacker IP Displays the IP address of the attacker.
Attacker MAC Displays the MAC address of the attacker.
Address
Scanned Ports Displays the Ports that were scanned.
Action Taken Displays the actions that were taken against the attack

This report page on DDOS displays the following details of the clients:

Fields Description
Date and Time Displays the date and time when the report is generated.
Endpoint Name Displays the name of the endpoint for which the report is
generated.
Domain Displays the domain to which the selected client logs in.
Attacker IP Displays the IP address of the attacker.
Attacker MAC Displays the MAC address of the attacker.
Address
Action Taken Displays the actions that were taken against the attack.
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Viewing Reports of Firewall

This feature helps you generate reports on the protection policy for Firewall such as the blocked
traffic for communications (Inbound or Outbound) and Firewall siclavel (Settings> Client
Settings> Firewall).

To view reports of Firewall, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then cli¢keberts tab
2. On the Reports page, sel@ltent > Firewall.

3. On the General Reponpgge, select the start and end dates for the reports.

4. Select a Group name and an Endpoint name.

If you want to generate a report for a group, leave the endpoint name text box blank. If you want to
generate a report for an endpoint name, select the groogerend then type an endpoint name. The
report will be generated for the endpoint name that belongs to the selected group.

5. To generate the report on the selected parametersGxic&rate

After clicking Generate button, Collapsible Summary will be diggldyp addition,if you want to

change the parameters then you can do it by using Modify Parameters button.

If you generate the report in chart format, you can print the report by clicking the Print option. If you
generate the report in tabular format,ycan also save the report as CSV or PDF.

This report page on Firewall displays the following details of the clients:

Fields Description

Date and Time Displays the date and time when the report is generated.

Endpoint Name Displays the name of the endpoint for which the report is
generated.

Domain Displays the domain to which the selected client logs in.

Local IP Displays the local IP address.

Remote IP Displays the remote IP address.

Protocol Displays the Protocol name.

Direction Displays the direction of the blocked communication traffic.

Firewall Level Displays the level of the Firewall security policy.

View Details Displays further details of the installed applications. To view
the details, click the View Details link.

Viewing Reports of Vulnerability Scan

This feature helps you generate reports on vulnerabilities present in the endpoints in the network.
Reports can be filtered based on any of the following categories:

1 All Vulnerability
1 Severity
1 Vendor
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1 Top Vulnerability
To view reports of Vularability Scan, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console and then cli¢kejberts tab
2. On the Reports page, sel@itent > Vulnerability Scan.
3. On the Generate Reports page, select the start and end dates for the reports.
4. Select a Group name and an Endpoint name.

If you want to generate a report for a group, leave the endpoint name text box blank. If you want to
generate a report for an endpoint name, select the group name and then type an endpoint name. The
report will begenerated for the endpoint name that belongs to the selected group.

In Report Type, select the type of report you want to generate.
To generate the report on the selected parametersGxic&rate

After clicking Generate button, Collapsible Summary lélidisplayedin addition,if you want to

change the parameters then you can do it by using Modify Parameters button.

If you generate the report in chart format, you can print the report by clicking the Print option. If you
generate the report in tabuldormat, you can also save the report as CSV or PDF.

This report page on Vulnerability Scan displays the following details of the clients:

Fields Description

Date and Time Displays the date and time when the report is generated.

Endpoint Name Displays the name of the endpoint for which the report is
generated.

Domain Displays the domain to which the selected client logs in.

Vulnerability ID Displays the unique CVE-ID of a vulnerability incident.

Vulnerability Title Displays the description of a vulnerability incident.

Severity Displays the criticality of a vulnerability incident.

Vendor Displays the name of a vendor from where the vulnerability is
reported.

View Details Displays further details of the vulnerability. To view the details,
click the View Details link.

Reports for File Activity Monitor

This feature lets you view reports for suspicious file activity as per the configured settings. You
can generate the reports using the following parameters:

Start date
End date
Location

Group name

= =4 4 A -2

Endpoirt name
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I Event

Reports are available in a tabular format or a pie chart format. The report also displays the
information about the attempts made, the name of the user, the endpoint name and the number of
incidents for all the local, network or removable davYou can click on the link above the

charts to view the file type split up against locations. You can also view a summary of the

activity for a particular file type such as deleting a file. You can view the file activity related to a
person.

Viewing reports for file activity
1. Log on to the Quick Heal Endpoint Security web console

2. Click Reports> Clients > File Activity Monitor

3. In the Generate Reports section, enter the start date and end dates between which you want to
monitor file activity.

4. Select the loation group name, Endpoint name and the type of event you want to monitor.

5. Click Generate The report is generated and displayed on the screen. You can switch
between a tabular view and a-uieart view.

After clickingGenerate button, a collapsible somary is displayed. If you want to change the
parameters, clickodify Parameters.

If you generate the report in chart format, you can print the report by clicking the Print option. If you
generate the report in tabular formatou can also save the repag CSV or PDF.

This report page for File Activity Monitor displays the following details of the clients:

Fields Description
Date and Time Displays the date and time when the report is generated.
Endpoint Name Displays the name of the endpoint.
Domain Displays the domain to which the selected client logs in.
File Name Displays the file name which is being monitored.
Location Displays the type of Drive.
User Name Displays the user name that belongs to the domain.
Details Displays the details of the event.

Reports for Asset Management

The Asset Management tab on the Reports page lets you generate reports related to the assets or
the Endpoints. You can generate these reports for a particular periodygseypr for a

particular Endpoint. Reports aagailable in a bar and chart format. You can also choose the
category of report required, i.e. a hardware changes report or a software changes report. You can
print these reports if required.

Viewing reports for asset management
1. Log on to the Quick Heal Eipoint Security web console and then click Reports tab.
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On the Reports page, clidkssset Management

In the Generate Reports area, enter or select the criteria for the required report. You can generate a
report for a particular period, or select theply of report required, or look up the report for a
particular endpoint by entering the name of the endpoint in the corresponding field.

Select theReport type, whether bar chart or tabular.

4. Click Generate The report is displayed on the screen. Use tim joon if you want to print

the report.

Server

This feature helps you check the event logs of all the incidents that took place on server.

To view the event logs on Server, follow these steps:

1.

Log on to the Quick Heal Endpoint Security web console aga ¢hick theReportstab

2. On the Reports page, click tBervertab.
3.
4. On the Event Logs page, select the category for the reports.

Select the start and end dates for the reports.

You can print the report or save the report as CSV or PDF using their regpbativns. You can
also delete the event logs, if you prefer.

Fields Description

Delete

Helps you delete the event logs.

Print

Helps you take the print of the event logs.

Csv

Helps you save the report in CSV format.

PDF

Helps you save the report in PDF format.

Manage

This feature helps you manage the reports generated on server and clients. You can set when the
reports can be removed automatically. You can also export the reports and delete them manually.

Managing Settings
This feature helps you set @ to remove the reports automatically in the following way:
1. Log on to the Quick Heal Endpoint Security web console and then cli¢kepberts tab

2. On the Reports page, seldtanage> Settings

3. On the Settings page, set the following:

1 InAutomaticallydele e r eports ol der thanédays, set
reports should be deleted automatically.
T I'n Automatically email reports for pasté

past days for which the reports are required.
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1 Inthe Email Addrestext box, type the email addresses.
If you type multiple email IDs, separate them by a comma.

4. UnderEmail Frequency, set frequency and time when the reports should be sent.
5. UnderSelect Reportso email, set the types of reports that you want to email.
6. Tosave your settings, clicRave
Note: If any module contains more than 1000 records, then only latest 1000 records will be mailed.

Managing Export

This feature helps you export the reports in PDF in the following way:

1. Log on to the Quick Heal Endpoint Seity web console and then click tReports tab

2. On the Reports page, seldtanage> Export.

3. Under Select Criteria, select what reports you want to export from the following:
1 To export all the reports, select All Reports.

1 In As per below criteria, set tlugiteria such as start date and end date, select a group
name, and then type an endpoint name.

4. Under Select Reports, select the modules for which you want to export the reports.
The modules of the flavor of Quick Heal Endpoint Security that you mighahavdésplayed.
5. After setting all the criteria, clickExport to export the reports in PDF.

Managing Delete Reports

This feature helps you delete the reports manually in the following way:

1. Log on to the Quick Heal Endpoint Security web console and thdntbk&keports tab
2. On the Reports page, seldtanage > Delete Reports

3. Under Manually delete reports, select one of the following options:

T Del ete reports older than éeédays: Select th
than the days you want to.

1 Delete all reports: Select this option if you want to remove all the reports generated till
now.

4. Under Select Reports, select the report types that you want to remove from the following:
1 Clients Reports
1 Server Reports

5. After setting the criteria, clickeleteto remove the reports.
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The Admin Settings section includes the following topics:

Server

This feature allows you to configure various settings related to server. This includes settings on
how to send notifications and for what reasons, Sigdtngs, and adding devices to allow
access, redirecting server in case of need, and managing users.

Password

To prevent unauthorized users from modifying your settings or removing the Quick Heal client
from endpoints it is advisable that you passwomtect Quick Heal Endpoint Security. Quick
Heal Endpoint Security requires you to specify a console password; however, you can modify
your password from the Quick Heal Endpoint Security.

To change the console password, follow these steps:

1. Log on to the Quik Heal Endpoint Security web console and then clickMthain Settings
tab

2. On the Admin Settings page, goServer> ChangePassword
In the Old Password text box, type curr@aper Administrator Password

In the New Password text box, type the new pasdwand then rype the new password in
the Confirm Password text box.

5. Click Apply.

Notification

This feature helps you set rules for sending notifications for various events such as when virus is
detected, virus is active in memory, or there is a \outbreak. Notifications are sent against
intrusion detection, if an unauthorized device or application is accessed or virus definitions get
outdated. This also includes alerts for failure of synchronization with Active Directory, or any
license related imirmation etc. Notifications keep you informed about the incidents occurring
across the network so that appropriate action can be taken to avoid any mishap.

Notification includes the following:
1 Email & SMS Notificationfor various incidents.

1 Configure Email & SMS for Event Notificatioior creating a list of Email IDs and
Mobile Numbers for sending SMS.
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Email & SMS Notification
To configure Email & SMS Notification, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then cliékdingn Settings
tab.

2. On the Admin Settings page, goServer > Notification.

3. To activate notifications to be sent, select the Select Event for which notification should be
sent opton under Email & SMS Notification.

All other options undeNotificationsto be sent are activated.

4. Under Virus Infection and Virus Outbreak, select the mediums through which you want to
get the notification for the following incidents:

1 Virus detected oerdpoint
1 Virus active orendpoint

9 Virus outbreak in network

You can get notifications either through Email or SMS or both. However, for Virus detected on
endpointsyou can get the notification only through email.

If you select the option Virus outbreak ietwork, you can further customize the settings on when you
want the notifications. This alerts you on virus outbreaks.

To customize Virus outbreak in network, follow these steps:
1 Next to Virus outbreak in network, clickustomize
1 The Virus Outbreak detaiscreen appears.

I Under Total number of virus incidents exceeds, set number of incidents and the number
of systems on which the virus outbreak happens.

1 Under And in the time span of, set time about how often the notification will be triggered.
1 To save yousetting, clickSave
5. UnderIPS/IDS, select the events for which you want to get notifications:
1 Intrusion detected oandpoint
1 Port Scanning incident detected @mdpoint

1 DDOS Attack detected oendpoint
Note: The notification for Intrusion Preventionrche sent through emails only.

6. UnderAdvancedDevice Control, select the events for which you want to get notifications:

1 Attempt tobreach the Devic€ontrol policy
Note: The notification for Device Control event can be sent tir@mail only.

7. Under Application Control, select the events for which you want to get notifications:

1 Attempt to access unauthorized application
Note: The notification for Application Control event can be sent through email only.
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8. Under Update, select tmeedium through which you want to get the notification for the
following incidents:

1 Service pack is available
1 Clients are not updated to latest virus definitions

1 Update Manager virus definition date is older
Note: The notification for Clients is not updateent can be sent through email only.

9. Under Install through Active Directory, select the medium through which you want to get the
notification for the following incidents:

1 Synchronization with Active Directory failed

10.Under Disconnected Endpoints, selé events for which you want to get notification:
1 Endpoint disconnected from the netwallke toinfection
1 Endpoint disconnected from the netwalke toDDOS Attack

1 Endpoint disconnected from the netwaite toPort Scan
Note: The notification for all indents can be sent through email only.

11.Under License related, select the medium through which you want to get notification for any
of the following incidents:

1 License expired
1 License is about to expire
1 License limit exceeds
12.Under Data Loss Prevention, efe@hotification for event
1 Attempt to breaclbatal ossPrevention policy.
13.Under Asset Management, enable notification for event
1 Hardware changes made in the Endpoint.
14.To save your setting, clickpply.

Configuring Email & SMS for Event Notification
To canfigure Email & SMS Event Notification, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then clidkdiinéen Settings
tab

2. On the Admin Settings page, goServer > Notification.
In Configure Email & SMS foEvent Notification, click Configure.
The Email & SMS Notification prompt appears.

4. In the List of Email IDs, type an email address and then élatk
You can enter multiple email addresses.

5. In the List of Mobile Numbers, type a mobile number and then élatk
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6. To save themail addresses and mobile numbers, cNpgly.
7. To save your setting, clickpply.

Note: For receiving email naotifications, yeuill need to configure SMTP settings first.

1 Currently notification through SMS facility is available only for the usersase
India.

For some events, SMS Notification may not be applicable.

Mobile numbers listed in the National Do Not Call Registry (DND) list may or ma’
not be able to receive notification depending on the Indian government's current
telephone regulatory paies.

Buy Now
This feature helps you buy Quick Heal Endpoint Security SMS bundle for sending notification.

Number of sms leftdisplays how many SMS notifications can be sent. As you send the
notifications, this limit is consumed. . To continue sendingfipation, you need to have SMS
limit that you can increase by buying the SMS bundle.

You can buy the SMS bundle in any of the following ways:

1 By clicking theBuy Now link: This link will redirect you to the portal of Quick Heal
Endpoint Security SMS burelfor notification where you can buy SMS bundle.

1 By visiting theonline portal directly: You can also visit the online portal directly to buy
the SMS bundle. The URL for SMS bundlenigp://www.quickheatom/in/en/psms

Note: The SMS natification bundle can be bought only if the users are based in India.

On the shopping portal, follow the instructions about how to buy the SMS bundle.

As soon as you buy the SMS bundle, the limit inNloenber of sms leftoption gets updated
with due limit. If you find that the limit has not been reflected, you can update it by clicking the
Update License Information button.

You can refresh the SMS bundle limit by updating the license information in the following way:
1. Log onto the Quick Heal Endpoint Security web console and then clickdinge tab

2. On the Home page, click théew Licenselink.

3. On the License Manager, click the Status button.

4. On the License Status screen, click thmlate Licenselnformation button.

Your license is refreshed to display the updated balance.

SMTP Settings

This feature helps you set the SMTP Host Details. All emails from Endpoint Security Server
such as Notification mails and Report mails will be sent to the SMTP Server for further routing.

107


http://www.quickheal.com/in/en/psms

Admin Settings

To configure the SMIP Settings, follow these steps:

1.

a s b

Log on to the Quick Heal Endpoint Security web console and then cliékdiinén Settings
tab

On the Admin Settings page, goServer> SMTP Settings

In the SMTP Server text box, type the IP Address or domame of SMTP server.
In the Port text box, type the port number.

In the Notify from Email Address text box, type the email address.

This email address will appear as From Address in all the emails sent from EPS server.
For user authentication, type thger name in theser nametext box.

The User name field depends on your SMTP server. It may ask you to provide either user name or
email ID.

7. In thePasswordtext box, type the password.

8. In the Notify from Email Address text box, type the email address. &rhail address will

appear as From Address in all emails sent from EPS server.
In User Authentication Method, select either of the following:
1 None: Select this option to send email notification through HTTP protocol.

1 SSL: Select this option to send enrakification through SSL (Secure Sockets Layer)
protocol.

1 TLS: Select this option to send email notification through TLS (Transport Layer
Security) protocol.

10.To apply your settings, clickpply.

Manage Devices

Use the settings listed in tAelvancedDevice Control feature under the Settings meget{ings
> Client Settings> AdvancedDevice Control) to manage the devices.

Adding exceptions to the device control policy

You can add exceptions for removable devices that are used by authorized persortbeso that
devices are excluded from the policy.

1.
2.

On the Admin Settings page, goServer > Manage Devices

Click the appropriate device category under the Add Device drop listviimatappears. The
following categories are displayed:

1 Network Device A list of devices connected to the network is automatically obtained.

1 USB Device Use this option if you want to add a USB device that is not in the Network
Device list and not connected.

An Add Device dialog box appears if you select this option. Enter the dewviceand
ot her details. You can also select the
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within your corporate networko to make t he
that do not have Endpoint Security Client installed.

9 Other devices Usethis option if you want to add a device that is not connected, and not
in the list. Select the device type and enter the corresponding details for that device.

3. Select the devices that you want to manage from the displayed list an@Klick

After the dewde appears in the list, toggle the button under Authorized to Yes or No as
required. You can also use the Edit icon that appears to change the device name as it
appears or use the Trashbox icon tale the device from the list.

Note If you set thalevie authorizedpermission talNog thenthat device cannot be added to the
exceptions list.

4. To add the device to the exceptions list, g8éttings> Client Settings> Advanced
Device Control

Click onExceptionstab.

Click Add. The Managed Devices dialogxbdisplays the list of authorized devices.
Toggle theAdd to Exceptionsbutton for that device.

Click OK.

Click Yeson the Managed Devices confirmation dialog box. The device is now added in the
list of exceptions.

© © N o 0

To delete a device, select the devicel then click the trash icon that appears.
10. Set the acceggermissionss required.
11.Click Save Policy
Note:

In case you are accessing web console on Windows Vista, turn off the 'Protected Mode' option in
Internet Explorer.

If you are unable to add devicésough the web console, you can also use the Device Control
Tool to add USB Storage devices. This tool is available at the following location on the EPS
Server: <Installation foldetAdmin\dcconfig.exe

Redirection

This feature helps you change the EPS&eior upgrading your EPS to new version. This helps
in redirecting the existing clients to new EPS Server and thereby using the new EPS server for
communication. You can select the clients or configure all of the clients to be redirected to the
new serve This feature is particularly useful in cases of large networks where the clients are
connected through lowandwidthlines. You can use this feature to move the clients in groups
selectively to the new server so thatdreection is gradual and at yoconvenience.

In case of software version upgrade, the previous version EPS Client will get uninstalled and
new version of EPS Client will get installed.

109



Admin Settings

1 The Redirection feature is not applicable for the clients with Mac operating syste
However, Redigction is applicable for the client installed on Linux operating syste
only if the redirected server has the same EPS Server version.

To configure Redirection, follow these steps:

1. Log on to theQuick Heal Endpoint Security web consol@and then click thé&dmin
Settingstab.

On the Admin Settings page, goServer > Redirection.
In the Server Name/IP text box, type the sever name or IP address.
In the Port text box, type the Port number.

a bk~ DN

Select the type of redirection from the following options:
1 Select alkclients to be redirected.

1 Redirect select clients. If you select this option, the Select clients link is displayed. Click
Select clients. In the Select clients dialog box that appears, select the clients that you
want to redirect and clickone

Note: Usehe search box on the upper right side to search for endpoints by name or IP address.
1 To apply your settings, clickpply .

Manage Users

This feature helps you create a list of users of administrator level and report viewer level.
Different types of usensiclude:

Super Administrator

A Super Administrator user has access to all the features of Quick Heal Endpoint Security. A
Super Administrator can create and modify Administrator users. Only such a user has the
privilege to uninstall Quick Heal Endpoint Seity.

There can only be one user with Super Administrator priviléhes default user name for Super
Admi ni strator is 6administrator 6.
Administrator

User with Administrator privileges has all the privileges of a Super Administrator, with two
exceptions:

1. Such a user cannot create another user with Administrator privileges.
2. Such a user cannot uninstall Quick Heal Endpoint Security.

Report Viewer

A user with the Report Viewer privileges can only view reports and status of features. This user
has no other prileges. However, this type of users can change their own password.
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Creating New Users

To create a new user, follow these steps:

1.

Log on to the Quick Heal Endpoint Security web console and then cliédiine Settings
tab

2. On the Admin Settings page, goServer> Manage Users

3. On the Manage Users page, clis#td User.

N o o b

8.

An Add/Edit User dialog appears.

In the User Name text box, type the user name.

In the New Password text box, type the new password.

In the Confirm New Password text box;tgpe the new pasvord.
From the Type list, select the user type.

The user type includegdministratorand Report Viewer.

To save you settings, clickave

Modifying Existing Users

To modify the settings of an existing user, follow these steps:

1.

B

© N o O

Log on to the Quick Healr€lpoint Security web console and then click Algenin Settings
tah

On the Admin Settings page, goServer> Manage Users

A list of all users appears.

Click the Edit button next to the user that you want to edit.

You can modify the setting accordingtte right privileges assigned to you.
The Add/Edit User dialog appears.

In the New Password text box, type the new password.

In the Confirm New Password text box;tyge the new password.

From the Type list, select the new type if you want.

To save you géngs, clickSave

Deleting Users

To delete an existing user, follow these steps:

1.

Log on to the Quick Heal Endpoint Security web console and then cliddiine Settings
tab

. On the Admin Settings page, goServer> Manage Users

A list of all users apgars.

Click Deletenext to the user that you want to delete.
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You can delete a user if you have the right privileges to do so.
A confirmation message appears.

4. To delete the users, clickes.

General

This feature helps you configure the setting about whemnuhning session should time out. The
running session will time out if the current session is dormant for the time specified here.

To configure General, follow these steps:

1. Log on to the Quick Heal Endpoint Security web console and then cli¢kdiien Settings
tab

2. On the Admin Settings page, goServer> General.
In the Session time out period list, set time.
You can select either 20 minutes, 30 minutes, or 60 minutes.

4. To apply your setting click Apply.

Clients
This section includes the following.

Client Installation

This feature helps you specify the path to the location where you want to get the client installed.
By default a path is configured that you can change if required.

In order to change the Quick Heal client installation path, follow thieges:

1. Log on to the Quick Heal Endpoint Security web console and then clidkdiinen Settings
tab.

2. On the Admin Settings page, cli€kients.
The Client Installation page appears.
In the Please specify client installation path text box, type the irigialiaath.
Under Scan and Report, select any of the following options as per requirement:
1 Scan for vulnerabilities
1 Scan and report all installed applications
5. To apply the setting, clickpply.

-

1  The features are not available in the clients with Mac and Linux operating systems.

1  After you activate Quick Heal Endpoint Security, vulnerability scan runs on the EPS server automatically.
After installation, it may run on the client if the option Scan for vulnerabilities is selected under Admin
Settings > Clients > Client Installation > Scan and Report. However, this option is selected by default.
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Inactive Client Settings

When you uninstall the Quick Heal client from an endpoint, the program automatically notifies
the server. When the server receives this inftionait removes the client icon in the computer
tree subsequently.

However, if the client is removed using other methods, such as you reformat the computer hard
drive or delete the client files manually, Quick Heal Endpoint Security will display the abe
inactive. If a user unloads or disables the client for an extended period of time, the server also
displays the client as inactive.

To protect the display of active clients, you can configure Quick Heal Endpoint Security to
automatically remove inawe clients from the computer protection list.

_!_ The Inactive Client Settings feature is available only in the clients with Microsoft Windows, Mac, and Linux
operating systems.

To automatically remove inactive clients, follow these steps:

1. Log on to the Qick Heal Endpoint Security web console and then clickAilirain Settings
tab

2. On the Admin Settings page, cliCltients.
The Client Installation page appears.
3. Under Inactive Client Settings, select Enable automatic removal of inactive clients.

In the Remoe a client if inactive for list, select how many days after Quick Heal Endpoint
Security considers a client is inactive.

5. To apply the setting, clickpply.

Asset Management

You can enable the Asset Management reporting by the following procedure.
1. Log on totheQuick Heal Endpoint Security web console

2. Click Admin Settings > Clients.

3. SelectEnable Asset Management.

4. Click Apply
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Update Manager is a tool integrated with Quick Heal Endpoint Security. It is used to download
and manage the updafes Quick Heal Endpoint Security. It provides you the flexibility to
download the updates on a single machine. All the Quick Heal Endpoint Security clients fetch
the updates from this centralized location. It also provides the facility of automaticadtingy

Quick Heal Endpoint Security for enhancements or bug fixes. Update Manager integrated with
Quick Heal Endpoint Security includes all the features that are available in the Update Manager
application. Any change in settings made here will refletdtenUpdate Manager application.

Viewing Update Manager Status

Use this feature to view information of all types of updates downloaded by Update Manager. The
console displays the Version, Service Pack, and the date of the associated Virus Database.

Additionally, the console also provides the following details:

Fields Description
Endpoint Name Displays the name of the endpoint where Update Manager is
installed.
IP Address Displays the IP address of the endpoint where Update

Manager is installed.

Status Provides the information about Update Manager, whether it is
online or offline.

The two buttons available under Update Manager Status are:

Buttons Description

Update Now Click this button to send a Notification from Quick Heal
Endpoint Security to Update Manager to start downloading the
updates. This process occurs in the background and will not
be visible to the user. Click Back to go to the Status page.

Rollback Click this button to take the Update Manager back to the
previous update state.

Note: This feature will work only if Always take backup before
downloading new update option is selected in the configuration
section of the Update Manager application. The steps for
performing Rollback are as follows:

9 Click the Rollback button. A pop-up window opens. The
Quick Heal product updates that will be affected by the
rollback are displayed.

1 To begin the Rollback process, click Rollback.
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Update Manager Settings

The following are the features available under Update Manager Settings:

Features Description

Enable Automatic Updates | Select this box to enable automatic update of Quick Heal
Endpoint Security. However, this feature is enabled by default.
It is recommended that you do not disable this feature.

Always take backup before | Select this box to enable to take the backup of the existing
downloading new update updates before new updates are downloaded. These backups
are used in case a rollback to previous update is required.
However, this feature is enabled by default.

Delete report after Select this box to enable deletion of reports automatically after
the time you specify. This feature is enabled by default and the
default time is 10 days.

To save you settings, click tiAgply button.

Alternate Update Managers

In case of large network, you can deploy muétiplpdate Managers on different servers. This
helps in load balancing and you can configure Clients in Client Settings to take the updates from
these locations.

To configure Alternate Update Mangers, follow these steps:
1. Log on to the Quick Heal Endpoint Seity web console.

2. On the Home page, click thépdate Managerlink available along with the product name
and details.

3. On the Update Manager page, click &leernate Update Managertab.
In Enter Update Manager URL, type a URL and then c\dH.

You can el or delete the URL whenever required.
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This feature allows you to manage the Quick Heal Endpoint Security licenses. You can check the
status of your Quickleal Endpoint Security licengand update license information. You can
place an ater torenew your licensegdd new licenses to your existing setup, buy additional

features packs.

Status

This feature helps you check the current status of your license information. To check the status

of your license, follow these steps:

1. Log on to the Qick Heal Endpoint Security web console.

2. On theHome page, click the View License link available along with the product name and

details.

3. On the License Manager page, click Btatustab.

The license information includes the following details:

Title

Description

Company Name

Displays the name of the company to which Quick Heal
Endpoint Security is registered.

Product Name

Displays the product name. Example: Endpoint Security i
Total.

Product Key

Displays the Product Key of Quick Heal Endpoint
Security.

Product Type

Displays the product type. Example: Regular.

Installation Number

Displays the installation number.

License Valid till

Displays expiry date of the Quick Heal Endpoint Security
license.

Maximum number of
systems under console

Displays total number of systems which can be protected
with Quick Heal Endpoint Security.

Update License Information

This feature is useful to synchronize your existing license information with Quick Heal
Activation Server. You can update your license information whemegquired.

This is helpful in updating the following license information:

1 License expiry date: If you renewed the license but the expiry date is not updated or

displays the old expiry date.
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1 Number of SMS left: If you have purchased SMS bundle for natiéia but the limit has
not been refreshed.

Note: If you want to renew your existing license and you do not know how to renew it or are
facing any problem during renewal, you can call the Quick Heal Support team and provide your
Product Key.

View license history

You can view the details of your license purchase history if you click the License History button.
The following information is displayed in the License Historyjoppwindow.

1 Type of transaction: The type of purchase, suditasse activationpack addition,
license renewal, license addition, aneantivation of license.

9 Time and date of transaction: The time and date when the transaction was carried out.

Details: Details relevant to the transaction, such as type, number of licenses added, type
of feature pack added or removed, validity of the license purchased

License Order Form

This feature helps you create a license order form for an additional license, renewal of your
exiting license, or new feature packs. This is an offline activity angslyelu only in creating the
license order.

After generating an order form, take out its print, contact a vendor or dealer, and submit it. You
can also send an email with the license order form to the Quick Heal sales team, we will contact
you for further pocess.

To create a license order form, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console.
2. On theHomepage, click the&/iew Licensetab.
3. On the License Manager page, click theense Order Formtab.
4. To create a License Order forsglect one of the following:
1 Renew my licenseHelps you renew your current license.
1 Add license for new endpointsielps you buy additional licenses.
1 Buy additional featureHelps you buy additional features packs.
5. Click Place arOrder.

An order is creatednd an automated Email is sent to the Quick heal branch sales representative to
process your order.
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Renew my license

If you select thd&renew my licenseption, you are redirected to the online portal of Quick Heal
where you can place an order for your license renewal. As you visit the portal, your license
details are displayed.

On the Quick Heal online portal, do the following:

1.
2.

Under Product Details, véyiyour product license details

Under Please provide your renewal order details, enter Duration for which you want to renew
and Renew the license for the systems.

Click Submit.

A summary of the license renewal order is displayed. Verify it carefully ayader will be
processed according to your preference. If you want to modify your order, you can go to the previous
page by clicking the Back button and make the required changes.

4. Type the email IDs to whom you want to send the order.
5. Click Place a Reques

6.

Your license renewal request number is generated. Save this number as you will need to quote this
number in all communications related to license renewal.

Click Finish.

Add license for new endpoints

If you select theddd license for new endpointption you are redirected to the online portal of
Quick Heal where you can place an order for additional licenses for endpoints. As you visit the
portal, your license details are displayed.

On the Quick Heal online portal, do the following:

1.
2.

Under Product Deta| verify your produclicense details.

Under Please provide your Additional license details, enter the number of systems for which
you want additional licenses.

Click Submit.

A summary of the additional license order is displayed. Verify it carefullpasoyder will be
processed according to your preference. If you want to modify your order, you can go to the previous
page by clicking th&ackbutton and make the required changes.

Enter email IDg0 whom you want to send the order.

5. Click Place a Request

Your license addition request number is generated. Save this number as you will need to quote this
number in all communications related to additional license order.

Click Finish.
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Buy additional feature

If you select théBuy additional feature option, youare redirected to the online portal of Quick
Heal where you can place an order for a license for additional features. As you visit the portal,
your license details are displayed.

On the Quick Heal online portal, do the following:
1. Under Product Details, vy your product license details.

2. Under Please provide details of feature packs which you wish to subscribe, select the feature
packs that you want to subscribe.

3. Click Submit.

A summary of the order for feature packs is displayed. Verify it carefullguaoyder will be
processed according to your preference. If you want to modify your order, you can go to the previous
page by clicking th&ackbutton and make the required changes.

Enter email IDs to whom you want to send the order.
5. Click Place a Request

Your license request number for new feature packs is generated. Save this number as you will need to
quote this number in all communications related to new feature packs.

6. Click Finish.
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Quick Heal provides extensive technical supporthie registered users. It is recommended that
you have all the necessary details with you during the call to receive efficient support from the
Quick Heal support executives.

Support

The Support option includes FAQ where you can find answers to thénemsently asked
guestions, options to submit your queries, send emails about your queries, or call us directly.
Accessing support options
To access the Support options, follow these steps:
1. Log on to the Quick Heal Endpoint Security web console.
2. On the topright on the Quick Heal Endpoint Security Dashboard, clicksiingport button.
Select any of the following support options that you need:

1 Web Support

1 Email Support

91 Live Chat Support

1 Phone Support

Web Support

To view the frequently asked questions, click&t FAQ button or click theVisit Forums
button to share tips, solutions, and to submit your queries.

Email Support

To submit your queries, click tf&ubmit Ticket button. When you click the Submit Ticket
button, you are redirected to the support Web page of Quick Heal where you can submit your
queries.

Live Chat Support

This feature allows you to chat with theii@k Heal technical executives to get your issues
resolved.

Phone Support

This feature helps you to call the Quick Heal technical experts for instant support.
Contact number for the phone support: #®A722 12121.
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Support Tips

When is the best time to call?

Quick Heal Technologies (P) Ltd. provides technical support between 9:30 AM and 6:30 PM,
Monday to Saturday IST (India Standard Time).

Which number to call?

Quick Heal users can call +892722 12121.

Regional support for South India is available ati+<@¥31 21212 (Malayalam, Tamil, Telugu,
and Kannada)

For support in other countries:

To submit online queries and to avail of the online chat facility, visit
http://www.quickheal.com/contact_supp(24/7)

To check for the phone numbers in specific countries, visit
http://www.quickheal.com/int_techsupp

To check for the dealers in your country, vigip://www.quickheal.com/locatdealer

The details that are necessary during the call are:

1 Product Key that is included in the boxed version of the products. If the product is
purchased online, then the Product Key can be obtained from the enfiashoanthe
order.

1 Information about the computer: brand, processor type, RAM capacity, the size of the
hard drive and free space on it, as well as information about other peripherals.

The operating system: name, version number, language.
Version of the istalled antivirus and the virus database.

Software installed on the computer.

= =4 4 =

Is the computer connected to a network? If yes, contact the system administrators first. If
the administrators cannot solve the problem they should contact the Quick Healakechni
support.

1 Details: When did the problem first appear? What were you doing when the problem
appeared?
What should | say to the technical support personnel?

You need to be as specific as possible and provide maximum details as the support executive will
provide solution based on your input.
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Global Support Center
Telephone Support: +992722 33000.
Email: support@quickheal.com

Online Support
Submit your queryt http://support.quickheal.com

Online chat is available attp://www.quickheal.com/olsup.asp

Contact Quick Heal Technologies
Head Office

Quick Heal Technologies (P) Ltd.

603, Mayfair Towers II,

Wakdewadi Shivajinagar,
Pune 411 005, Maharashtra
Email: support@quickheal.com

For more details, please vistww.quickheal.com

Technical Support
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